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1. Notice

Thank you for choosing QNAP products! This user manual provides detailed instructions of using the

Turbo NAS (network-attached storage). Please read carefully and start to enjoy the powerful functions

of the Turbo NAS!

e The Turbo NAS is hereafter referred to as the NAS.

e This manual provides the description of all the functions of the Turbo NAS. The product you
purchased may not support certain functions dedicated to specific models.

Legal Notices
All the features, functionality, and other product specifications are subject to change without prior notice
or obligation. Information contained herein is subject to change without notice.

QNAP and the QNAP logo are trademarks of QNAP Systems, Inc. All other brands and product names
referred to are trademarks of their respective holders.
Further, the ® or ™ symbols are not used in the text.

DISCLAIMER

In no event shall the liability of QNAP Systems, Inc. (QNAP) exceed the price paid for the product from
direct, indirect, special, incidental, or consequential software, or its documentation. QNAP makes no
warranty or representation, expressed, implied, or statutory, with respect to its products or the
contents or use of this documentation and all accompanying software, and specifically disclaims its
quality, performance, merchantability, or fitness for any particular purpose. QNAP reserves the right to
revise or update its products, software, or documentation without obligation to notify any individual or
entity.

Back up your system periodically to avoid any potential data loss. QNAP disclaims any responsibility of
all sorts of data loss or recovery.

Should you return any components of the NAS package for refund or maintenance, make sure they are
carefully packed for shipping. Any form of damages due to improper packaging will not be
compensated.



1.1 Regulatory Notice

m FCC STATEMENT

This equipment has been tested and found to comply with the limits for a Class B digital device,

pursuant to Part 15 of FCC Rules. These limits are designed to provide reasonable protection against

harmful interference in a residential installation. This equipment generates, uses, and can radiate radio

frequency energy and, if not installed and used in accordance with the instructions, may cause harmful

interference to radio communications. However, there is no guarantee that interference will not occur in

particular installation. If this equipment does cause harmful interference to radio or television reception,

which can be determined by turning the equipment off and on, the user is encouraged to try to correct

the interference by one or more of the following measures:

e Reorient or relocate the receiving antenna.

e Increase the separation between the equipment and receiver.

e Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

e Consult the dealer or an experienced radio/television technician for help.
The changes or modifications not expressly approved by the party responsible for compliance could

void the user’s authority to operate the equipment.
Shielded interface cables, if any, must be used in order to comply with the emission limits.

c E CE NOTICE

Class B only.



1.2 Symbols in this document

g This icon indicates the instructions must be strictly followed. Failure to do
Warning so could result in injury to human body or death.

This icon indicates the action may lead to disk clearance or loss OR failure

‘_!J Cauti to follow the instructions could result in data damage, disk damage, or
aution

product damage.

o This icon indicates the information provided is important or related to legal
Important regulations.




1.3 Safety Information and Precautions

10.

11.

12.

The NAS can operate normally in the temperature of 0°C-40°C and relative humidity of 0%-
95%. Please make sure the environment is well-ventilated.

The power cord and devices connected to the NAS must provide correct supply voltage (100W,
90-264V).

Do not place the NAS in direct sunlight or near chemicals. Make sure the temperature and
humidity of the environment are in optimized level.

Unplug the power cord and all the connected cables before cleaning. Wipe the NAS with a dry
towel. Do not use chemical or aerosol to clean the NAS.

Do not place any objects on the NAS for the server’s normal operation and to avoid overheat.

Use the flat head screws in the product package to lock the hard disk drives in the NAS when
installing the hard drives for proper operation.

Do not place the NAS near any liquid.
Do not place the NAS on any uneven surface to avoid falling off and damage.

Make sure the voltage is correct in your location when using the NAS. If you are not sure, please
contact the distributor or the local power supply company.

Do not place any object on the power cord.

Do not attempt to repair your NAS in any occasions. Improper disassembly of the product may
expose you to electric shock or other risks. For any enquiries, please contact the distributor.

The chassis (also known as rack mount) NAS models should only be installed in the server room
and maintained by the authorized server manager or IT administrator. The server room is
locked by key or keycard access and only certified staff is allowed to enter the server room.

Warning:

e Danger of explosion if battery is incorrectly replaced. Replace only with the same or equivalent
type recommended by the manufacturer. Dispose of used batteries according to the
manufacturer’s instructions.

e Do NOT touch the fan inside the system to avoid serious injuries.




2. Getting Started

Hardware Installation

For the information of hardware installation, see the 'Quick Installation Guide' (QIG) in the product
package. You can also find the QIG in the product CD-ROM or QNAP website (http://www.gnap.com).

Software Installation

After you have installed the NAS hardware, you can proceed to the software installation. The following

demonstration is based on Windows OS.

1. Install QNAP Finder from the product CD-ROM.

Install <
Install M
Install i

2 firm

al and App

Back Exit



http://www.qnap.com

2. Run QNAP Finder. If Finder is blocked by your firewall, unblock the utility.

3. QNAP Finder detects your NAS which has not been configured. Click 'Yes' which you are prompted
to perform quick setup of the NAS.

~ ONAP Finder

Servers  Conneck  Setkings  Tools  Help

Semer Type mAC Address s
Traf] I

Quick Setup Wizard

you want to set it up now?

The Quick Zetup Wizard will guide you through the configuration process.

3
ﬂ . The server WASBCBCEC (10.8.13.133) is not configured yet, do
i
i
i
§

i [1Don't ask me this question again, | will set up the server manually.

F

3— [ Ve |

5 L

MailBackup 10.8.12.69 3.3.0 (06Z8Ty TS-638 00-08-9B-80-7E-EE

Phd408 10.8.12.92 3.2.0(0625Ty TS-408 00-00-00-00-51-81

4391-Pm-Test 10.8.12.67 231 (0708Ty TS-439Proll  00-08-9B-BE-23-D¥#

arAP-FTP 108121949 3.3.0 (0629Ty TS-409 00-08-9B8-BA-65-B1

CS50509 10813144 3.3.0 (0625Ty TS-409 00-08-9B-BE-65-C(

MASBD9E93 108121445 3.3.0(0629Ty TS-239 00-08-9B-BD-98-9¢

< | 3
Connect Configure Dretails Refresh Exit

10



4. Click 'OK' to proceed.

y the Finder to the
! i hle to u
configuration. C

5. Your default web browser will be opened. Follow the instructions to configure the NAS.

Quick Configuration

[ WELCOME >[ STEP 1 >[ STEP 2 >[ STEP 3 >[ STEP 4 >[ STEP 5 >[ STEP 6 >[ FINISH >

Welcome

Welcome to the quick configuration wizard. This wizard will guide you through the following steps to configure this system quickly:
1. Enter the server name.

2. Change the administrator password.

3. Enter the date, time and time zone for this server.

4. Enter the IP address, subnet mask and default gateway for this server.
5. Select the services to be enabled.

6. Select disk configuration

HMote: Changes to all settings will he effective only when you confirm in the last step.

11



6. Click 'START INSTALLATION' in the last step.

Quick Configuration 2]
[ WELCOME >[ STEP 1 >[ S5TEP 2 >[ STEP 3 >[ STEP 4 >[ S5TEP 5 >[ STEP 6 >[ FINISH >
Finish

The changes you have made to the server are as helow. Click"Startinstallation” to begin the guick configuration; or click "Back” to return to the
previous steps to modify the settings.

Server Name ; MNASSCBCRC

Password: The password is unchanged.

Time Zone : (GMT+08:00% Beijing, Chongging, Hang kKong, Urumgi
Time Setting: Setthe servertime the same as your computer time.
Metwark : Ohtain TCPIP settings autarmatically via DHCP

IP Address: =

Subnet Mask: =

Default Gatewsay: =

Pritnary DHS Server 0.0.0.0

Secondary DNS Server 0000

Metwork services: Microsoft MNetwarking VWehb File Manager,FTP Service,Download Station Multimedia Station,YWeh Server
Disk configuration: Raid 1

Encrypt disk volume: Yes

File Systemn: EXT4

Drive 1: Seagate ST3160316A5 CC44 149,05 OB

Dirive 2 Seagate STIE0318AS CC44 149.05 GB

[ BACK ] [ START INSTALLATION

7. All the installed hard disk drives will be formatted and all the data will be cleared. Click 'OK' to
proceed.

The hard drives will he faormatted and all data will
he cleared. Are you sure?

[ oK | [ cancEL |

12



8. When finished, click 'Return to system administration page' or enter the NAS IP in the web browser

to connect to the web administration page of the NAS.

Quick Configuration

System is initializing, please wait.

The systern is being configured. Do NOT power off the server or unplug the hard drive{s).

@1,
@2.
@a.
@a,

@s

Change the name for this server.

Change the administrator password.

Change the time settings.

Change the network settings.

. Start the network services.

@s.

Initialize the hard disk.

™
\/)/ System configuration completed. Return to systern administration page.

2]

13




2.1 Browse the CD-ROM

The NAS CD-ROM contains documentation including Quick Installation Guide (QIG), user manual,
application notes, and software utilities QNAP Finder, NetBak Replicator, and QGet.

Cick Installation Guide

Install QAMAR Finder
Install ™

Install &

Back Exit

14



You can browse the CD-ROM and access the following contents:

e Finder: The setup program of QNAP Finder (for Windows OS).

e Firmware: The firmware IMG file for the NAS model you purchased.

e Mac: The setup program of QNAP Finder (for Mac OS).

e Manual: The Quick Installation Guide, software user manuals, and hardware manual of Turbo NAS.

e QGet: The setup program of QGet download utility (for Windows OS).

e QSG: View the hardware installation instructions of the NAS.

e Replicator: The setup program of NetBak Replicator (Windows utility for data backup from Windows
OS to QNAP NAS).

The above contents are also available on QNAP website (http://www.gnap.com).

¢ TSCD_V3.2.8 (E:)

File Edit “iew Faworites Tools  Help
@ Back - -'\J:) IE ,/ID Search l[_i‘ Folders v
Address | T V| Go
Mame = Size Tvpe
@ Picture Tasks [y AutoRun File Folder
[CIFinder File Folder
S [ Firmware File: Folder
b sl [ChMac File Folder
[CiManual File Folder
Other Places I Eet File Folder
oSG File: Folder
Det ails [ChReplicator File Folder
4B ALITORUN.ICO KB Irfariview 100
TSCD_¥3.2.8 (E:) } AUTORUM, IMNF 1KE Setup Informaty
0 Drive
File System: COFS
Free Space: O bytes
Total Size: 506 ME
< il | ¥
821 bytes ﬂ My Compuker

15
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2.2 Hard Disk Drive Compatibility List

This product works with 2.5-inch and 3.5-inch SATA hard disk drives from major hard drive brands. For
the hard disk drive compatibility list, please visit http://www.gnap.com.

Important: QNAP disclaims any responsibility for product damage/malfunction or data loss/
o recovery due to misuse or improper installation of hard disks in any occasions for any

reasons.

Caution: Note that if you install a hard drive (new or used) which has never been installed on
..!) the NAS before, the hard drive will be formatted and partitioned automatically and all the disk

data will be cleared.

16
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2.3 Check System Status (LED and Alarm Buzzer)

LED Display & System

Status Overview

LED Colour LED Status Description
1) The hard disk drive on the NAS is being
formatted
2) The NAS is being initialised
Flashes green and red
3) The system firmware is being updated
alternately every 0.5 sec
4) RAID rebuilding is in process
5) Online RAID capacity expansion is in process
6) Online RAID level migration is in process
1) The hard disk drive is invalid
2) The disk volume has reached its full capacity
3) The disk volume is going to be full
4) The system fan is out of function (TS-119
does not support smart fan.)
5) An error occurs when accessing (read/write)
the disk data
Syst Red Red
ystem ed/ 6) A bad sector is detected on the hard disk
Status Green

drive

7) The NAS is in degraded read-only mode (2
member hard drives fail in a RAID 5 or RAID
6 configuration, the disk data can still be
read)

8) (Hardware self-test error)

Flashes red every 0.5

secC

The NAS is in degraded mode (one member hard
drive fails in RAID 1, RAID 5 or RAID 6

configuration)

Flashes green every 0.5

1) The NAS is starting up

2) The NAS is not configured

sec
3) The hard disk drive is not formatted

Green The NAS is ready

Off All the hard disk drives on the NAS are in standby

17




LED Colour LED Status Description
mode
The disk data is being accessed and a read/write
Orange
LAN error occurs during the process
Flashes orange The NAS is connected to the network
Flashes red The NAS is being accessed from the network
Red/ Red A hard drive read/write error occurs
HDD
Green Flashes green The disk data is being accessed
Green The hard drive can be accessed
1) A USB device (connected to front USB port) is
being detected
2) A USB device (connected to front USB port) is
Flashes blue every 0.5 being removed from the NAS
sec 3) The USB device (connected to the front USB
port) is being accessed
4) The data is being copied to or from the
usB Blue
external USB or eSATA device
1) A front USB device is detected (after the
device is mounted)
Blue 2) The NAS has finished copying the data to or
from the USB device connected to the front
USB port
Off No USB device can be detected
Flashes The eSATA device is being accessed
eSATA*
Off No eSATA device can be detected

*TS-210, TS-212, TS-219, TS-439U-SP/RP, TS-809 Pro, TS-809U-RP do not support eSATA port.

18




Alarm Buzzer (the alarm buzzer can be disabled in 'System Tools' > 'Hardware Settings')

Beep sound

No. of Times

Description

sec)

Short beep (0.5 1 1) The NAS is starting up
sec) 2) The NAS is being shut down (software shutdown)
3) The user presses the reset button to reset the NAS
4) The system firmware has been updated
Short beep (0.5 3 The NAS data cannot be copied to the external storage device

from the front USB port

Short beep (0.5

3, every 5 min

The system fan is out of function (TS-119 does not support

sec), long beep smart fan.)
(1.5 sec)
Long beep (1.5 2 1) The disk volume is going to be full
sec) 2) The disk volume has reached its full capacity
3) The hard disk drives on the NAS are in degraded mode
4) The user starts hard drive rebuilding
1 1) The NAS is turned off by force shutdown (hardware
shutdown)
2) The NAS has been turned on and is ready

19




2.4 Connect to the NAS Network Shares

Windows Users

1. You can connect to the network shares of the NAS by the following means:
a. Open My Network Places and find the workgroup of the NAS. If you cannot find the server,
browse the whole network to search for the NAS. Double click the name of the NAS for

connection.
b. Use the Run function in Windows. Enter \\NAS name or \\NAS IP

- Type the name of a program, folder, document, or
7 Internet resource, and ‘Windaws will open it For yaou,

Cpen: | \\NASESTET] v |

[ (0] H Cancel ][ Browse, ., ]

= Type the name of a program, folder, document, or
= Inkernet resource, and Windows will open it for vou,

Open: | 11,169,254, 100,100| v|

[ (8]4 l[ Cancel ][ Browse, ., ]

2. Enter the default administrator name and password.

Default user name: admin

Default password: admin

3. You can upload files to the network shares.

20



Mac Users
1. Choose 'Go' > 'Connect to Server'.
2. There are two ways to mount a disk:
e AFP: type NAS IP or afp://NAS_IP
e SMB: type smb://NAS_IP or NAS_name

For example, 169.254.100.100 or smb://169.254.100.100

3. Click 'Connect'.

Linux Users

On Linux, run the following command:
mount -t nfs <NAS IP>:/<Network Share Name> <Directory to Mount>

For example, if the IP address of your NAS is 192.168.0.1 and you want to link the network share folder
'public' under the /mnt/pub directory, use the following command:
mount -t nfs 192.168.0.1:/public /mnt/pub

Note: You must login as the 'root' user to initiate the above command.

Login as the user ID you define, you can use the mounted directory to connect to your shared files.

21



2.5 Connect to the NAS by Web Browser

Connect to the NAS by web browser on Windows or Mac OS

1. You can connect to the web administration page of the NAS by the following methods:
a. Use Finder to find the NAS.
b. Open a web browser and enter http://NAS IP:8080

Note: The default NAS IP is 169.254.100.100:8080. If you have configured the NAS to use
DHCP, you can use Finder to check the IP address of the NAS. Make sure the NAS and the
computer that runs Finder are connected to the same subnet. If you cannot search for the NAS
IP, connect the NAS to your computer directly and run Finder again.

2. Choose the display language from the drop-down menu on the login page of the NAS or after you
login the NAS.

clard vieny

22



3. You can select to browse the NAS UI with Standard view or Flow view.

Standard view

YWehb File Manager

Flow view

ADMINISTRATION

23



4. To configure the NAS, click '"ADMINISTRATION'. Enter the administrator name and password.

Default user name: admin

Default password: admin

Note that if you login the administration interface with a user account without the administration
right, you can only change your login password.

ADMINISTRATION

5. You can turn on the option 'SSL login' (Secure Sockets Layer login) to allow secure connection to
the NAS.

Note: If your NAS is placed behind an NAT gateway and you want to access the NAS by

secure login from the Internet, you must open the port 443 on your NAT and forward this port
to LAN IP of the NAS.

Cloze | ¥

User Hame :admin

Password sesses

[ Remember user name

[ Remember passward

¥ iS50 Iogin
| suBmIT | | cancEL |

24



After you login the NAS, the home page will be shown. You can find the software wizards for convenient

setup of some features, links to QNAP technical support, forum, and Wiki, and the latest RSS news
feeds from QNAP*,

Home Welcome admin | Logout English '::‘:_

Turbo Station Wizard

Create a User Create Multiple Users Create a User Group
Create a user and assign the Create multiple users and assign the Create a user group and assiogn the
privileges privileges privileges

o = [

‘% - -

Create a Share Folder FTP Service Remote Replication
Create a shared folder and assign the Setup the FTP service Setup the backup schedule
privileges

Suppoert and Forum

Support Farm GMAP Farum CIbAP Wyiki

QNAP Latest News B

E (2010.04.28) [Firmware] TS-239 Turho NAS Official Firrmware Released (v3.2 6 Build 0423)

=] (20100438 [Firmware] TS-239 Pro [l Turbo MAS Official Firmware Released (v3.2.6 Build 04233

25



There are 8 main sections in the server administration.

{£1 Home

=] Cwerview
[ [ Systerm Administration
I [ Disk Management
=[] Access Right Management
[ [ Metwork Services
] Applications
[ 7] Backup
[ [ External Device
[ [ Systermn Status

Click the triangle icon next to the section name to expand the tree and view the items listed under each

section.

41— Systerm Administration

% General Settings

H Metwark

3 Hardware

e SECULY

) Motification

W Power Management

& Metwork Recycle Bin

£, Backup System Settings
%, Systern Logs

W Firrmieare Update

& Restore to Factory Default

26



To use the services such as Web File Manager, Download Station, Multimedia Station, and Surveillance

Station, choose the services from the drop-down menu or click the icons on the login page.

English e

ADMINISTRATION

After you login the NAS, you can click the icons on top of the page to access the services.

el File Manager hMultimedia Station

27



2.6 System Migration

System migration allows existing QNAP NAS users to upgrade your NAS to another new QNAP NAS
model without the need to transfer the data or reconfigure the system. You only need to install the
original hard disk drives on the new NAS following its original hard drive order and restart the NAS.

Due to different hardware design, the NAS will automatically check if a firmware update is required
before system migration. After the migration has finished, all the settings and data will be kept and
applied to the new NAS. However, the system settings of the source NAS cannot be imported to the
destination NAS via 'System Administration' > 'Backup/Restore Settings'. You may need to configure

the NAS again if the settings were lost.

The following table shows the NAS models which support system migration.

Source NAS Destination NAS Remarks
TS-x10, TS-x19, TS-x39, TS- TS-x10, TS-x19, TS-x39, TS- Firmware update required.
509, TS-809, SS-x39, TS-x59, 509, TS-809, SS-x39, TS-x12
TS-x12
TS-x10, TS-x19, TS-x39, TS- TS-x59 Firmware update not required.
509, TS-809, SS-x39, TS-x59,
TS-x12
Note:

e The destination should contain enough drive bays to house the number of hard disk drives in the

disk volume of the source NAS.
e SS-x39 series supports only 2.5-inch hard disk drives.

e A NAS with encrypted disk volume cannot be migrated to a NAS which does not support file
system encryption. File system encryption is not supported by TS-110, TS-119, TS-210, TS-219,
TS-219P, TS-410, TS-419P, TS-410U, TS-419U, TS-119P+, TS-219P+, TS-419P+, TS-112, TS-
212, TS-412, TS-419U+, TS-412U.
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Destination NAS

Disk volume supported for system migration

1-bay NAS

1-drive single disk volume

2-bay NAS

1 to 2-drive single disk volume, JBOD, RAID O,

2-drive RAID 1.

4-bay NAS

1 to 4-drive single disk volume, JBOD, RAID O,
2-drive RAID 1,

3 to 4-drive RAID 5,

4-drive RAID 6,

4-drive RAID 10.

5-bay NAS

1 to 5-drive single disk volume, JBOD, RAID O,
2-drive RAID 1,

3 to 5-drive RAID 5,

4 to 5-drive RAID 6,

4-drive RAID 10.

6-bay NAS

1 to 6-drive single disk volume, JBOD, RAID O,
2-drive RAID 1,

3 to 6-drive RAID 5,

4 to 6-drive RAID 6,

4-drive or 6-drive RAID 10.

8-bay NAS

1 to 8-drive single disk volume, JBOD, RAID 0,
2-drive RAID 1,

3 to 8-drive RAID 5,

4 to 8-drive RAID 6,

4-drive, 6-drive, or 8-drive RAID 10.
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Follow the steps below to perform system migration.

Caution: To avoid server damage or serious injuries, the system migration procedure should
“ be performed by an authorized server manager or IT administrator.

Turn off the source NAS and unplug the hard drives.

2. Remove the hard drives from the old trays and install them to the hard drive trays of the new
NAS.

3. Plug the hard drives to the destination NAS (new model). Make sure the hard drives are installed
in the original order.

4. Follow the instructions of the Quick Installation Guide (QIG) to connect the power supply and
network cable(s) of the new NAS.

5. Turn on the new NAS. Login the web administration interface as an administrator (default login:
admin; password: admin).

6. If you are informed to update the firmware of the new NAS, follow the instructions to download
and install the firmware.

7. Click 'Start Migrating'. The NAS will restart after system migration. All the data and settings will be
retained.

Some system settings will be removed after system migration due to different system design. You may
need to configure the following settings again on the new NAS.

e Windows AD

e Some QPKGs need to be resintalled (e.g. XDove)
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3. System Administration

You can configure general system settings, network settings, and hardware settings, update the
firmware, and more in this section.
General Settings[32

Network 363

Hardware[561

Security[60%

Notification[63

Power Management[66)

Network Recycle Bin[68Y
Backup/Restore Settings[69
System Logs[70%

Firmware Update[74

Restore to Factory Default[78)
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3.1 General Settings

System Administration

Enter the name of the NAS. The server name supports maximum 14 characters and can be a
combination of the alphabets, numbers, and hyphen (-). The server name does not accept the names
with space, period (.), or names in pure number.

General Settings
| SYSTEM ADMINISTRATION || DATE AND TIME || DAYLIGHT SAYING TIME || LANGUAGE || PASSWORD STRENGTH |

System Administration

Server Mame: Al

Systern Port: ‘2080

Enahle Secure Connection (S5L)

[ Force secure connection (S50 anly

Mote: After enahling the "Force secure connection (S50 anly" option, the Weh Administration can only be connected via hitps.

Assign a port for the system management. The default port is 8080. The services which use this port
include: System Management, Web File Manager, Multimedia Station, and Download Station. If you are
not sure about this setting, use the default port number.

Enable Secure Connection (SSL)

To allow the users to connect the NAS by https, turn on secure connection (SSL) and enter the port
number. If you turn on the option 'Force secure connection (SSL) only', the users can only connect to
the web administration page by https connection.
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Date and Time

Adjust the date, time, and time zone of the NAS according to your location. If the settings are incorrect,

the following problems may occur:

e When using a web browser to access the server or save a file, the display time of the action will be
incorrect.

e The time of the event log displayed will be inconsistent with the actual time when an action occurs.

Set the server time the same as your computer time

To synchronize the server time with the time of your computer, click 'Update now' next to this option.

Synchronize with an Internet time server automatically

You can turn on this option to synchronize the date and time of the NAS automatically with specified
NTP (Network Time Protocol) server. Enter the IP address or domain name of the NTP server, for
example, time.nist.gov, time.windows.com. Then enter the time interval for synchronization. This option
can be used only when the NAS is connected to the Internet.

Note: The first time synchronization may take several minutes to complete.

General Settings ]
| SYSTEM ADMINISTRATION | | DATE AND TIME | DAYLIGHT SAVING TIME | | LANGUAGE | | PASSWORD STRENGTH |

Current date and time

2010/11/29 12:33:34 Monday

Date and Time

Time Zone:  (GMT+08:00) Taipel v

Date Format:

Time Setting:

&) hanual Setting

DaterTime: | 201011728 = || 12~ |, [ 31~ . [ 8 +|

() Synchronize with an internettime senver automatically

Server:

Time Interval:

IPD [}
Setthe senver time the same as your computer time il
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Daylight Saving Time

If your region adopts daylight saving time (DST), you can turn on the option 'Adjust system clock

automatically for daylight saving time'. Click 'Apply'. The latest DST schedule of the time zone you
select in the 'Date and Time' section will be shown. The system time will be adjusted automatically
according to the DST.

Note that if your region does not adopt DST, the options on this page will not be available.

General Settings
| SYSTEM ADMINISTRATION | | DATE AND TIME | | DAYLIGHT SAVING TIME | | LANGUAGE | | PASSWORD STRENGTH

Daylight Saving Time
Time fone: {GMT+08:00) Taipei
Recent daylight saving time:  Starttime: --
End time: --

Offset: - minutes

Adjust systern clock automatically far daylight saving time.

[0 Enable customnized daylight saving time tahle.

To enter the daylight saving time table manually, select the option 'Enable customized daylight saving
time table'. Click 'Add Daylight Saving Time Data' and enter the daylight saving time schedule. Then
click 'Apply' to save the settings.

Adjust system clock automatically for daylight saving time.

¥ Enable custornized daylight saving tirme table. |

Customized Daylight Saving Time Tables

I@ &dd Davlight Saving Time Data ]
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Language

Select the language the NAS uses to display the files and directories.

Note: All files and directories on the NAS will be created using Unicode encoding. If the FTP clients or
the OS of your PC does not support Unicode, select the language which is the same as your OS
language in order to view the files and directories on the server properly.

General Settings

[ SYSTEM ADMINISTRATION (| DATE AND TIME | DAYLIGHT SAVING TIME || LANGUAGE || PASSWORD STRENGTH |

Language

Ellemame Encoding: Engish &

Password Strength

You can specify the password rules. After applying the setting, the NAS will automatically check the

validity of the password.
General Settings

| SYSTEM ADMINISTRATION [ DATE AND TIME || DAYLIGHT SAVING TIME | | LANGUAGE || PASSWORD STRENGTH |

Password Strength

[ 1. Please select a new passwaord that contains characters from at least three ofthe following classes: lowercase letters, upper
case letters, digits, and special characters.
[ 2. Mo character in the new password may be repeated maore than three times consecutively.

1 2. The new password must not be the same as the associated username, or the username reversed.
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3.2 Network

TCP/IP

(i) IP Address

You can configure the TCP/IP settings of the NAS on this page. Click the Edit button () to edit the
network settings. For the NAS which supports two LAN ports, you can connect both network interfaces
to two different switches and configure the TCP/IP settings. The NAS will acquire two IP addresses
which allow the access from two different subnets. This is known as multi-IP setting*. When using
Finder to detect the NAS IP, the IP of Ethernet 1 will be shown in LAN 1 only and the IP of Ethernet 2
will be shown in LAN 2 only. To use port trunking mode for dual LAN connection, see section (iii).

*TS-110, TS-119, TS-210, TS-219, TS-219P, TS-119P+, TS-219P+, TS-112, TS-212 provide one Giga
LAN port only therefore do not support dual LAN configuration or port trunking.

Home > System Administration == Network Welcome admin | Logout

Network
| TCP/IP || WI-FI || DDNS || IPV6 |
IP Address
Interface VLAN (Mirtual LAN) DHCP IP Address Subnet Mask Gateway MAC Address Speed MTU Link Edit
Ethernet 1 Mone Mo 10812111 25852552540 108121 00:0898:.C3:.CT:DE 1000Mbps 1500 @
Ethernet 2 Mone es 0.0.0.0 0.0.0.0 0.0.0.0 O0088B.CICTDT - a @

Default Gateway

Use the settings from: |

Port Trunking

Port Trunking provides netwark load balancing and fault tolerance by comhbining two Ethernet interfaces into one to increase the
handwidth beyond the limits of any one single interface atthe same time offers the redundancy for higher availahility when both interfaces
are connected to the same switch that supports 'Port Trunking'.

1 Enable Network Fort Trunking

Selectthe porttrunking mode from below. Please note that incompatible mode settings might cause the network interface to hang
ar affect the overall performance. Far more infarmation, please click here.

{Balance-rr (Round-Robin)
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TCP/IP - Property

Metwork Parameter Advanced Options

Metwork Speed | Auto-negotiation v

= Obtain IP address seftings automatically via DHCP

&+ Usze static IP address

Fixed IP Address: 10 . 12 BT
Subnet Mask 256 [255 v .[254 v [0 [v]
Default Gateway: 10 B il il '

[~ Enahle DHCP Server

StartIP Address: 10 LB c i £.100
End IP Address: 10 < =il - 200
Lease Time: 1 Day Hour

Step 1 of 1 " apPLY B CANCEL

On the TCP/IP Property page, configure the following settings:

Network Speed
Select the network transfer rate according to the network environment to which the NAS is connected.
Select auto negotiation and the NAS will adjust the transfer rate automatically.

Obtain the IP address settings automatically via DHCP
If your network supports DHCP, select this option and the NAS will obtain the IP address and network
settings automatically.

Use static IP address

To use a static IP address for network connection, enter the IP address, subnet mask, and default
gateway.
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Enable DHCP Server
If no DHCP is available on the LAN where the NAS locates, you can turn on this function to make the
NAS a DHCP server. The NAS will allocate dynamic IP address to the DHCP clients on the LAN.

You can set the range of IP addresses allocated by the DHCP server and the lease time. The lease time
refers to the time that an IP address is leased to the clients by the DHCP server. When the lease time

expires, the client has to acquire an IP address from the DHCP server again.

Note:

e If there is an existing DHCP server on the LAN, do not enable this function. Otherwise, there will be

IP address conflicts and network access errors.

e This option is available to Ethernet 1 only when both LAN ports of the dual LAN NAS are connected
to the network.
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Advanced Options

A Virtual LAN (VLAN) is a group of hosts which communicate as if they were attached to the same
broadcast domain even if they were located in different physical locations. You can join the NAS to a
VLAN and configure the NAS as a backup storage of other devices on the same VLAN.

To join the NAS to a VLAN, select 'Enable VLAN' and enter the VLAN ID (a value between 0 and 4094).
Please keep your VLAN ID safe and make sure your client devices are able to join the VLAN. If you
forgot the VLAN ID and were not able to connect to the NAS, you would need to press the reset button
of the NAS to reset the network settings. Once the NAS is reset, the VLAN feature will be disabled. If
your NAS supports two Gigabit LAN ports and only one network interface is configured to enable VLAN,
you may also connect to the NAS via the other network interface.

Note: The VLAN feature is supported by Intel-based NAS models only. Please visit http://www.qgnap.
com for details.

TCP/IP - Property @

Network Parameter Advanced Options

[~ Enable VLAN(202.1Q)

VLAN 1D

Mote: Please make sure the terminal devices or other computers have the ahbility to
join WLAR: oryou will lose the connection and have to RESET the MAS netwark
settings to disable VLAN feature.

o L

(ii) Default Gateway

Select the gateway settings to use if you have connected both LAN ports to the network (dual LAN NAS
models only).
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(iii) Port Trunking

Applicable to NAS models with two LAN ports only.

The NAS supports port trunking which combines two Ethernet interfaces into one to increase the
bandwidth and offers load balancing and fault tolerance (also known as failover). Load balancing is a
feature which distributes the workload evenly across two Ethernet interfaces for higher redundancy.
Failover is the capability to switch over to a standby network interface (also known as the slave
interface) when the primary network interface (also known as the master interface) does not
correspond correctly to maintain high availability.

To use port trunking on the NAS, make sure both LAN ports of the NAS are connected to the same
switch and you have configured the settings described in sections (i) and (ii).

Follow the steps below to configure port trunking on the NAS:

1. Select the option 'Enable Network Port Trunking'.

2. Choose a port trunking mode from the drop-down menu. The default option is Active
Backup (Failover).

Port Trunking

Fort Trunking provides network load balancing and fault tolerance by combining two Ethernet inter
the handwidth beyvaond the limits of any ane single interface atthe same time offers the redundanc
koth interfaces are connected to the same switch that supports ‘Port Trunking”.

[v Enable Metwaork Port Trunking

Selectthe port trunking mode from below. Please note that incompatikle mode settings mig
interface to hang aor affect the overall performance. For more infarmation, please click here.

Active Backup(Fail Over) ._Y;
Balznce-ir Rl:uunl:I-RnI:uin"i

Active Backup(Fail Over)

Balance XOR

Broadcast

IEEE 802.3ad
Balance-tlb (Adaptive Transmit Load Balancing)
Balance-alb (Adaptive Load Balancing)

3. Click 'Apply'.
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4. The Ethernet interfaces will be combined as Ethernet 1+2. Click the Edit button to edit
the network settings.
Network
| TCP/IP || WI-FI || DDNS || IPV6 |
1P Address

Interface VLAN (Virtual LAN) DHCP IP Address Subnet Mask Gateway

MAC Address Speed MTU Link Edit

Ethernet 1+2 MNane Yes 1081272 2652552540 108121 000898:C3C70D6 1000Mbps 1500 @

After applying the settings, make sure the network cables of the two Ethernet interfaces

are connected to the correct switch and the switch has been configured to support the
port trunking mode selected on the NAS.
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Refer to the table below about the port trunking options available on the NAS.

Field

Description

Switch Required

Balance-rr
(Round-Robin)

Round-Robin mode is good for general purpose load
balancing between two Ethernet interfaces. This mode
transmits packets in sequential order from the first
available slave through the last. Balance-rr provides load

balancing and fault tolerance.

Supports static
trunking. Make sure
static trunking is
enabled on the switch.

Active Backup

Active Backup uses only one Ethernet interface. It
switches to the second Ethernet interface if the first
Ethernet interface does not work properly. Only one
interface in the bond is active. The bond's MAC address
is only visible externally on one port (network adapter)
to avoid confusing the switch. Active Backup mode
provides fault tolerance.

General switches

Balance XOR Balance XOR balances traffic by splitting up outgoing Supports static
packets between the Ethernet interfaces, using the same | trunking. Make sure
one for each specific destination when possible. It static trunking is
transmits based on the selected transmit hash policy. enabled on the switch.
The default policy is a simple slave count operating on
Layer 2 where the source MAC address is coupled with
destination MAC address. Alternate transmit policies
maybe selected via the xmit_hash_policy option. Balance
XOR mode provides load balancing and fault tolerance.

Broadcast Broadcast sends traffic on both network interfaces. This | Supports static

mode provides fault tolerance.

trunking. Make sure
static trunking is
enabled on the switch.

IEEE 802.3ad
(Dynamic Link
Aggregation)

Dynamic Link Aggregation uses a complex algorithm to
aggregate adapters by speed and duplex settings. It
utilizes all slaves in the active aggregator according to
the 802.3ad specification. Dynamic Link Aggregation
mode provides load balancing and fault tolerance but
requires a switch that supports IEEE 802.3ad with LACP
mode properly configured.

Supports 802.3ad
LACP

Balance-tlb
(Adaptive
Transmit Load
Balancing)

Balance-tlb uses channel bonding that does not require
any special switch. The outgoing traffic is distributed
according to the current load on each Ethernet interface
(computed relative to the speed). Incoming traffic is
received by the current Ethernet interface. If the
receiving Ethernet interface fails, the other slave takes
over the MAC address of the failed receiving slave.
Balance-tlb mode provides load balancing and fault
tolerance.

General switches
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Balance-alb Balance-alb is similar to balance-tlb but also attempts to | General switches
(Adaptive Load redistribute incoming (receive load balancing) for IPV4
Balancing) traffic. This setup does not require any special switch
support or configuration. The receive load balancing is
achieved by ARP negotiation sent by the local system on
their way out and overwrites the source hardware
address with the unique hardware address of one of the
Ethernet interfaces in the bond such that different peers
use different hardware address for the server. This mode
provides load balancing and fault tolerance.
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(iv) DNS Server

Primary DNS Server: Enter the IP address of the primary DNS server.

Secondary DNS Server: Enter the IP address of the secondary DNS server.

Note:

e Please contact your ISP or network administrator for the IP address of the primary and the
secondary DNS servers. When the NAS plays the role as a terminal and needs to perform
independent connection, for example, BT download, you must enter at least one DNS server IP
for proper URL connection. Otherwise, the function may not work properly.

e If you select to obtain the IP address by DHCP, there is no need to configure the primary and the

secondary DNS servers. In this case, enter '0.0.0.0'.

(v) Jumbo Frame Settings (MTU)

This feature is not supported by TS-509 Pro, TS-809 Pro, and TS-809U-RP.

'Jumbo Frames' refer to the Ethernet frames that are larger than 1500 bytes. It is designed to enhance
Ethernet networking throughput and reduce the CPU utilization of large file transfers by enabling more
efficient larger payloads per packet.

Maximum Transmission Unit (MTU) refers to the size (in bytes) of the largest packet that a given layer
of a communications protocol can transmit.

The NAS uses standard Ethernet frames: 1500 bytes by default. If your network appliances support
Jumbo Frame setting, select the appropriate MTU value for your network environment. The NAS
supports 4074, 7418, and 9000 bytes for MTU.

Note: The Jumbo Frame setting is valid in Gigabit network environment only. All the network
appliances connected must enable Jumbo Frame and use the same MTU value.
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Wi-Fi

To connect the NAS to a Wi-Fi network, plug in a wireless dongle into a USB port of the NAS. The NAS
will detect a list of wireless access points. You can connect the NAS to the Wi-Fi network in two ways.

Note:

e The wireless connection performance depends on many factors such as the adapter model, the
USB adapter's performance, and the network environment. For higher connection performance,
you are recommended to use wired connection.

e The system supports only one USB Wi-Fi dongle at a time.

1. Connect to an existing Wi-Fi network:

A list of Wi-Fi access points with signal strength are displayed on the 'Wi-Fi Network Connection' panel.

Wi-Fi Network Connection

[ CONNECT T0 A WI-FI NETWORK |

I show all
Metwork narn ) Signal quality Protocol S Actions
1 e AnnEREREE 802.11biy DEES o]
1 | aPmz ARnRRRRARD 50211 bigin DEER =
AR el lululi] outof range @ =
1Y | doa AnNARRARD Out ofrange DEE
Y | Farmireless ool 802.11bfy BDEE -
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Icons and Options

Description

Rescan

To search for the Wi-Fi networks in range.

'.1 (Secured network)

This icon shows that the Wi-Fi network requires a network

key; you need to enter the key to connect to the network.

(Connect)

To connect to Wi-Fi network. If a security key is required,

you will be prompted to enter the key.

(Edit)

To edit the connection information. You may also select to
connect to the Wi-Fi network automatically when it is in

range.

@ (Disconnect)

To disconnect from the Wi-Fi network.

@ (Remove)

To delete the Wi-Fi network profile from the panel.

Show all

Select this option to display all the available Wi-Fi
networks. Unselect this option to show only the configured

network profiles.
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Click 'Rescan' to search for available Wi-Fi networks in range. Select a Wi-Fi network to connect to and

click the Connect button (). Enter the security key if it is a security-key enabled network. Click

'NEXT' and the NAS will attempt to connect to the wireless network.

Quick Configuration Wiz

OQNARP Network Security Information

TURBDO MAS

Type the netwark security key

Security Key: ‘ssessese

[¥] show all
Netwark name (SSID) Signal quality Protocol Actions

@ QPM2 Ll 202.11 biain Connecting @@ ]

4 e ARRARRERRR 802.11hig DEE =

" AnRRRARRR Outof range P@x
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You can view the status of the configured network profiles.

Message Description
Connected The NAS is currently connected to the Wi-Fi network.
Connecting The NAS is trying to connect to the Wi-Fi network.

Out of range or hidden SSID

The wireless signal is not available or the SSID is not

broadcast.

Failed to get IP

The NAS is connected to the Wi-Fi network but could not
get an IP address from the DHCP server. Please check

your router settings.

Association failed

The NAS cannot connect to the Wi-Fi network. Please

check your router settings.

Incorrect key

The security key entered is incorrect.

Auto connect

Automatically connect to the Wi-Fi network if it is in

range.
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2. Manually connect to a Wi-Fi network:

To manually connect to a Wi-Fi network that does not broadcast its SSID (network name), click

'CONNECT TO A Wi-Fi NETWORK".

Network a@

1P Address

Interface DHCP IP Address Subnet Mask MAC Address Speed MTU Link Edit

WLAN 1 ‘fes n.0.00 0.0.0.0 0.0.00 00:AFAF:55:4E:3C = a @

Wi-Fi Network Connection

|| connct 10 A wi-FiNETWORK |

You can choose to connect to an ad hoc network in which you can connect to any wireless devices

without the need for an access point.

Quick Configuration Wizard

ONAP Connect to a Wi-Fi network

TURBDO MAS

@ |wantto connect to @ Wi-Fi network

O Iwantto connect to 2 Wi-Fi ad hoc network

CANCEL
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Enter the network name (SSID) of the wireless network and select the security type.

No authentication (Open): No security key required.

WEP: Enter up to 4 WEP keys and choose 1 key to be used for authentication.
WPA-Personal: Choose either the AES or TKIP encryption type and enter the encryption key.
WPA2-Personal: Enter a security key.

Note:

e The WEP key must be exactly 5 or 13 ASCII characters; or exactly 10 or 26 hexadecimal
characters (0-9 and A-F).

e If you have trouble connecting to an encrypted wireless network, check your wireless router/AP
settings and change the transfer rate from 'N-only' mode to 'B/G/N mixed' or similar settings.

e Users of Windows 7 with WPA2 encryption cannot establish ad-hoc connection with the NAS.
Please change to use WEP encryption on Windows 7.

e You must use a fixed IP address for the wireless interface in order to establish an ad-hoc
connection.

Quick Configuration Wizard

QNAP Wi-Fi Network Property

TUuREDO MNAS

Metwark name: P

Security type: iMo authentication (Open) s
| Mo authentication i 0 pen j g
[ connect autormatically WER
WPA-Fersonal
WRAZ-Personal
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Click 'FINISH' after the NAS has added the Wi-Fi network.

Quick Configuration Wizard

QNRAP Wi-Fi Network Property

TURBDO NAS
The systermn is trving to connect to a Wi-Fi netwaorl,
Click FINISH to exit.

FINISH
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To edit the IP address settings, click the Edit button. You can select to obtain the IP address
automatically by DHCP or configure a fixed IP address.

Network
) | TCP/IP || WI-FI || DDNS “ IPYG |

1P Address

Interface DHCP IP Address Subnet Mask MAC Address Speed MTU Link Edit

WLAN 1 ‘fes 192168116 265.265.255.0 0.0.00 00:1F:1F:85:4E:3C S4mbps 1400 @ [

If the Wi-Fi connection is the only connection between your NAS and the router/AP, you must select
'WLAN1' as the default gateway in 'Network' > 'TCP/IP' page. Otherwise, the NAS will not be able to
connect to the Internet or communicate with another network.

Network
‘ TCP/IP || WI-FI | | DDNS || 1PV |

IP Address

Interface DHCP IP Address Subnet Mask MAC Address MTU Link  Edit

Ethernet 1 Mo 10.8.13.59 255.255.254.0 108121 00:08:9B8:Ca:A3:01 1000Mbps 1400 @

Default Gateway
| Use the settings from: JALAN 1 v
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DDNS

To set up a server on the Internet and enable the users to connect to it easily, a fixed and easy-to-
remember host name is often required. However, if the ISP provides only dynamic IP address, the IP
address of the server will change from time to time and is difficult to recall. You can enable the DDNS
service to solve the problem.

After enabling the DDNS service of the NAS, whenever the NAS restarts or the IP address is changed,
the NAS will notify the DDNS provider immediately to record the new IP address. When the user tries to
connect to the NAS by the host name, the DDNS will transfer the recorded IP address to the user.

The NAS supports the DDNS providers: http://www.dyndns.com, http://update.ods.org, http://www.
dhs.org, http://www.dyns.cx, http://www.3322.0rg, http://www.no-ip.com.

For the information of setting up the DDNS and port forwarding on the NAS, see herel49h,

Network 2
| TCP/IP || WI-FL || DDNS || IPY6 |

DDNS Service
After enabling DDME Service, you can connect to this server by domain name.
[ Enable Cwynamic OME Service

Select DONS server. www.dyndns.com

Enterthe accaunt infarmation you registered with the DDME provider

User Mame:

Passwaord:

Haost Mame:

Current WAN IP: 219856313

Recent DDNS Update Result
Connection IP Last Checked:
Mext Check for Connection [P:
Last DONS Update Time:

pdate Server Response:

APPLY
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IPv6

The NAS supports IPv6 connectivity with 'stateless' address configurations and RADVD (Router
Advertisement Daemon) for IPv6, RFC 2461 to allow the hosts on the same subnet to acquire IPv6
addresses from the NAS automatically. The NAS services which support IPv6 include:

¢ Remote replication

e Web Server

o FTP

e iSCSI (Virtual disk drives)

e SSH (putty)

Network

TCP/IP || WI-FI || DDNS IPV6
| I I |

IP Address
Enable IPvG

Interface Auto Configuration IPvE Address Prefix Length Gateway Link Edit
Ethernet1 fes fed0:;208:9bftfe8c hebe G4 i @
DNS Server
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To use this function, select the option 'Enable IPv6' and click 'Apply'. The NAS will restart. After the
system restarts, login the IPv6 page again. The settings of the IPv6 interface will be shown. Click the

Edit button to edit the settings.

IPvb - Property

& 1Py Auto-Configuration

O Use static IP address

Fixed IF Address:

Prefix Length:

Default Gateweay:

Enable Router Advertisement Daemaon {radvd)

Prefix

Prefix Length:

Step 1 of 1 APPLY CAHCEL

IPv6 Auto Configuration
If you have an IPv6 enabled router on the network, select this option to allow the NAS to acquire the
IPv6 address and the configurations automatically.

Use static IP address
To use a static IP address, enter the IP address (e.g. 2001:bc95:1234:5678), prefix length (e.g. 64),
and the gateway address for the NAS. You may contact your ISP for the information of the prefix and
the prefix length.
v Enable Router Advertisement Daemon (radvd)
To configure the NAS as an IPv6 host and distribute IPv6 addresses to the local clients which
support IPv6, enable this option and enter the prefix and prefix length.

IPv6 DNS server

Enter the preferred DNS server in the upper field and the alternate DNS server in the lower field. You
may contact your ISP or network administrator for the information. If you select IPv6 auto
configuration, leave the fields as "::".
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3.3 Hardware

You can set the hardware functions of the NAS.

Hardware

Hardware

Enable configuration reset switch

Enahle hard disk standhy mode (f no access within 3

 Status LED will be off)

1 Enable writa cache (for EXT4)

Buzzer Control

Enable alarm buzzer
Systerm operations (starup, shutdown, and firmware upgrade)

Systemn events (error and warning)

Smart Fan Configuration

Fan Rotation Speed Seftings: iSet fan rotation speed manually  iw

@ Low spesd
O medium speed
O High speead

APPLY

Enable configuration reset switch

When this function is turned on, you can press the reset button for 3 seconds to reset the administrator

password and the system settings to default. The disk data will be retained.

System Basic system reset Advanced system reset
(1 beep) (2 beeps)
All NAS models Press the reset button for 3 sec Press the reset button for 10 sec

56




Basic system reset (3 sec)

When you press the reset button for 3 seconds, a beep sound will be heard. The following settings will

be reset to default:

System administration password: admin

TCP/IP configuration: Obtain IP address settings automatically via DHCP

TCP/IP configuration: Disable Jumbo Frame

TCP/IP configuration: If Port trunking is enabled (dual LAN models only), the port trunking mode will
be reset to ‘Active Backup (Failover)’.

System port: 8080 (system service port)

Security level: Low (Allow all connections)

LCD panel password: (blank)*

VLAN will be disabled

*This feature is only provided by the NAS models with LCD panels. Please visit http://www.gnap.com

for details.

Advanced system reset (10 sec)

When you press the reset button for 10 seconds, you will hear two beeps at the third and the tenth
seconds. The NAS will reset all the system settings to default as it does by the web-based system reset
in ‘Administration’ > ‘Restore to Factory Default’ except all the data are reserved. The settings such as

the users, user groups, and the network share folders you previously created will be cleared. To

retrieve the old data after the advanced system reset, you may create the same network share folders

on the NAS and the data will be accessible again.
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Enable hard disk standby mode
When this function is turned on, the hard drive enters standby mode if there is no access within the

specified period.

Enable light signal alert when the free size of SATA disk is less than the value:
The status LED flashes red and green when this function is turned on and the free space of the SATA

hard drive is less than the value. The range of the value is 1-51200 MB.

Enable write cache (for EXT4)

If the disk volume of the NAS is in EXT 4 format, you can gain better write performance by turning on
this option. Note that an unexpected system shutdown may lead to incomplete data transfer when data
write is in process. This option will be turned off when any of the following services is enabled:
Download Station, MySQL service, user quota, and Surveillance Station. You are recommended to turn

this option off if the NAS is set as a shared storage in a virtualized or clustered environment.

Enable alarm buzzer
You can select to turn on the alarm buzzer when system operation (startup, shutdown, and firmware

upgrade) and system events (error and warning) occur.

Smart Fan Configuration

(i) Enable smart fan (recommended)
Select to use the default smart fan settings or define the settings manually. When the system
default settings are selected, the fan rotation speed is automatically adjusted when the server
temperature, CPU temperature, and hard drive temperature meet the criteria. It is recommended
to enable this option.

(ii) Set fan rotation speed manually

By manually setting the fan rotation speed, the fan rotates at the defined speed continuously.
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Enable warning alert for redundant power supply on the web-based interface:

If you have installed two power supply units (PSU) on the NAS and connected them to the power
sockets, both PSU will supply the power to the NAS (applied to 1U and 2U models). You can turn on
redundant power supply mode in 'System Administration' > 'Hardware' to receive warning alert for the
redundant power supply. The NAS will sound and record the error messages in 'System Logs' when the

PSU is plugged out or does not correspond correctly.

If you have installed only one PSU on the NAS, you are suggested NOT to enable this option.

* This function is disabled by default.

Hardware

Hardware

Enahle configuration reset switch

Enable hard disk standby mode (if no access within - / Status LED will be off)

Enahle light signal alert when the free size of disk is less than the value:

Enahle alarm buzzer (heep sound for errar and warning alerf)

‘! Enable Redundant Power Supply Made ]
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3.4 Security

Security Level

Enter the IP address or network domain from which the connections to this server are allowed or

denied. When the connection of a host server is denied, all the protocols of that server are not allowed
to connect to the local server.

After changing the settings, click 'Apply' to save the changes. The network services will be restarted
and current connections to the server will be terminated.

Security {

| SECURITY LEVEL | | NETWORK ACCESS PROTECTION [ 551 SECURE CERTIFICATE 8 PRIVATE KEY |

Security Level

O High: Allow connections fram the list only
O Medium: Deny connections from the list

@& Low: Allow all connections

Enter the IP address ar netwark fram which the cannections ta this server will be allowed or rejected.

)

Ganre IF address ar netwark damain Time left far IP hlocking
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Network Access Protection

The network access protection enhances system security and prevents unwanted intrusion. You can
select to block the IP for a certain period of time or forever if the IP fails to login the server from a

particular connection method.
Security @
| SECURITY LEVEL | | NETWORK ACCESS PROTECTION | SSL SECURE CERTIFICATE & PRIVATE KEY |

Network Access Protection

Enahle network access pratection

S5H: In 1 after unsuccessiul attempts for - block the IP for
Telnet:  In , after unsuccessful attempts for -, block the IP for
HTTR(S): In : 1 minutes v”f, after unsuccessful attempts for 5 tirne(s) v blackthe IP far |5 minutes v

O Frr: ,after unsuccessful attempts far ., blockthe [P for |
O semps: ,after unsuccessful attempts for hlack the P far
O arp: In 1m'”Ut95 after unsuccessful attempts for ?..5}1'?1%(53 block the IF for 5m'”Ut95
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Import SSL Secure Certificate

The Secure Socket Layer (SSL) is a protocol for encrypted communication between web servers and
browsers for secure data transfer. You can upload a secure certificate issued by a trusted provider.
After you have uploaded a secure certificate, you can connect to the administration interface by SSL

connection and there will not be any alert or error message. The NAS supports X.509 certificate and
private key only.

| SECURITY LEVEL | | NETWORK ACCESS PROTECTION | | 551 SECURE CERTIFICATE & PRIVATE KEY

S5L Secure Certificate & Private Key

You can upload a secure cerificate issued by a trusted provider After yvou have uploaded a secure cedificate successfully, you
can access the administration interface by S5L connection and there will not he any aler or error message.

Ifyou upload an incorrect secure cedificate, you may not be ahle to login the server via S5L. To resalve the problem, you can
restore the secure cedificate to default and access the system again.

Status: Default secure cedificate being used

Please enter a certificate in X.509PEM format below. £ View sample

Please enter a certificate or private key in X.509PEM format below. & View sample

| cEar | [ upLoap |
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3.5 Notification

Configure SMTP Server

The NAS supports email alert to inform you of system errors and warning. To receive the alert by

email, configure the SMTP server.

SMTP Server: Enter the SMTP server name, for example, smtp.gmail.com.

Port Number: Enter the port number for the SMTP server. The default port number is 25.
Sender: Enter the sender information.

Enable SMTP Authentication: When this function is turned on, the system will request the
authentication of the mail server before the message is sent.

User Name and Password: Enter the login information of your email account, for example, your
Gmail login name and password.

Use SSL/TLS secure connection: If the SMTP server supports this function, you can turn it on.

Notification

| CONFIGURE SMTP SERYER | | CONFIGURE SMSC SERVER | ALERT NOTIFICATION |

Configure SMTP Server

SMTF Server: mail

FPaort Murmber:

Sender:

] Enable SMTP Authentication

User Name:

Fassword:

O] use 55U TLS secure connection
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Configure SMS Server

You can configure SMS server settings to send SMS messages from the NAS. The default SMS service
provider is Clickatell. You can add your own SMS service provider by selecting 'Add SMS Provider' from
the drop-down menu.

When you select 'Add SMS service provider', enter the name of the SMS provider and the URL template
text.

Note: You will not be able to receive the SMS properly if the URL template text entered does not
follow the standard of your SMS service provider.

Notification
[ CONFIGURE SMTP SERVER. | | CONFIGURE 5MSC SERVER | | ALERT NOTIFICATION [

Configure SMSC Server

Yol can configure the SMEC settings to send instant system alerts via the SMS service provided by the SME provider.
SM3 Senvice Provider Clckatell % v clickatel corm
[ Enable S8L Connection
SSLPort:
SMS Server Login Mame :
S5 Server Login Passward : o

SME Servar AFLID
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Alert Notification

You can select to receive instant SMS or email alert when a system error or warning occurs. Enter the

email address and mobile phone number to receive the alerts. Make sure you have entered the correct

SMTP server and the SMSC server settings. If you do not want to receive any alerts, select 'No alert'

for both settings.

For more information, see here[608.

| COMFIGURE SMTP SERVER | | CONFIGURE SMSC SERYVER | | ALERT NOTIFICATION

Alert Notification
When a systerm event occurs, an alert email/SMS will be sent automatically,
Send systern errar alert b oalert v

Send systern warning alert by .__!'gl_9_._§.I_|§[§_"____\_'_'"_:

E-mail Notification Settings

E-mail address 1; |

E-mail address 2: ¢

[ SEND A TEST E-MAIL ]

Mote: The SMTF server must he configured first for alert mail delivery.

SMS Notification Settings

Country Code:

Cell Phone Mo, 1: +93
Cell Phone Mo, 2; +93

[ SEND A TEST SMS MESSAGE ]

Maote: You must configure the SMEC server to be able to send SMS notification properly.
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3.6 Power Management

You can restart or shut down the NAS, specify the behaviour of the NAS after a power recovery, and
set the schedule for automatic system power on/off/restart on this page.

Restart/Shutdown

Restart or shut down the NAS immediately.

If you try to restart or turn off the NAS from the web-based interface or the LCD panel when a remote
replication job is in process, the NAS will prompt you to ignore the running replication job or not.

Turn on the option ‘Postpone the restart/shutdown schedule when replication job is in process’ to allow
the scheduled system restart or shutdown to be carried out after a running replication job completes.
Otherwise, the NAS will ignore the running replication job and execute scheduled system restart or
shutdown.

Wake on LAN

Turn on this option to allow the users to power on the NAS remotely by Wake on LAN. Note that if the
power connection is physically removed (in other words, the power cable is unplugged) when the NAS is
turned off, Wake on LAN will not function whether or not the power supply is reconnected afterwards.

This feature is not supported by TS-110, TS-119, TS-210, TS-219, TS-219P, TS-410, TS-419P, TS-410U,
TS-419U, TS-112, TS-212, TS-412, TS-412U. Please visit http://www.gnap.com for details.

Power resumption settings

Configure the NAS to resume to the previous power-on or power-off status, turn on or remain off when
the AC power resumes after a power outage.
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Power on/power off/restart schedule

You can select every day, weekdays, weekend, or any days of the week and set the time for automatic

system power on, power off, or restart. Weekdays stand for Monday to Friday; weekend stands for

Saturday and Sunday. Up to 15 schedules can be set.

Power Management

Restart,/ Shutdown

Execute system restarté shutdown immediately.

Configure Wake on LAN
O Enable
@ Disable

When the AC power resumes:
&) Resume the serverta the previous power-on or power-off status.
O Turn on the server automatically.

O The server should remain off,

Set power on/ power off/ restart schedule

[ Enable schedule

- Shutdown Diaily 7 0 +i

FPostpone the restart'shutdown schedule when a replication job is in progress.

[ RESTART ][ SHUTDOWN ]

APPLY
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3.7 Network Recycle Bin

Network Recycle Bin

This function enables the files deleted on the shares of the NAS to be removed to Network Recycle Bin
to reserve the files temporarily. To turn on this function, select the option ‘Enable Network Recycle Bin’
and click ‘Apply’. The NAS will create a network share named ‘Network Recycle Bin’ automatically.
Note that Network Recycle Bin only supports file deletion via SAMBA and AFP.

Empty Network Recycle Bin
To delete all the files in network recycle bin, click 'Empty Network Recycle Bin'.

Network Recycle Bin

Network Recycle Bin

After enahling Metwork Recycle Bin, all the deleted files on the network folders of the NAS are moved to the "Metwork Recycle Bin"
netwark folder.

%! Enable Network Recycle Bin

Empty Network Recycle Bin

Click [EMPTY NETWORK RECYCLE BIN] to delete all the files in netwaork recycle hin.
[ EMPTY NETWORK RECYCLE BIN |

APPLY
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3.8 Backup/Restore Settings

Back up System Settings
To back up all the settings, including the user accounts, server name, network configuration and so on,
click ‘Backup’ and select to open or save the setting file.

Restore System Settings
To restore all the settings, click ‘Browse’ to select a previously saved setting file and click ‘Restore’.

Backup/Restore Settings

Backup System Settings

To backup all settings, including user accounts, server name and netwark configuration ete., click [BACKUP] and selact to apen ar save

the setting file.
BACKUP

Restore System Settings

To restare all settings, click [Browse...] to select a previously saved setting file and click [RESTORE] to confirm.

Browse..

RESTORE
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3.9 System Logs

System Event Logs

The NAS can store 10,000 recent event logs, including warning, error, and information messages. If the

NAS does not correspond correctly, you can refer to the event logs for troubleshooting.

Tip: You can right click a log and delete the record. To clear all the logs, click 'Clear'.

System Logs

| SYSTEM EVENT LOGS || SYSTEM CONNECTION LOGS || DMN-LINE USERS || SYSLOG |

fos (¥ {) Clear

0 Save

ﬁﬁﬁﬁﬁﬁ_

2010-11-04
2010-11-04
2010-11-04
2010-11-04
2010-11-03
2010-11-03
2010-11-03
2010-11-03

28 8 888886 8

2010-11-03
2010-11-03

a

There are 10000 events. Displays

17:35:09
17:34:94
17:32:145
17:29:26
19:41:57
19:41:57
19:41:38
19:40:43
176714
17:56:11

System
System
System
System
admin
adrmnin
admin
admin
admin

admin

127.0.01
127.0.01
127.0.01
127.0.01
10.8.12.50
10.8.12.50
10.8.12.80
10.8.12.580
10.8.12.90
10.8.12.90

localhost
localhost
localhost

localhost

records per page.

[RAIDS Disk Volurne: Drive 1 2 3] Recovering journal.

System started.

Systerm was shut down on Thu Maov 4 17:32:15 CST 2010
System updated successfully from 3.4.0 fo 3.4.0.

[Ehare Falder] "alex' removed successfully.

[Share Folders] A share folder [alex] removed successiully.
[Share Folders] Access rights for share folder [alex] chanoed.
[Share Falders] Access rights for share folder [alex] changed.
[Share Folders] Access rights for share falder (HD'S] changed.
IS0 IS0 share [HDE] has been mounted successfully.
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System Connection Logs

The NAS supports recording HTTP, FTP, Telnet, SSH, AFP, NFS, SAMBA, and iSCSI connections. Click

‘Options’ to select the connection type to be logged.
The file transfer performance can be slightly affected when this feature is turned on.

Tip: You can right click a log and select to delete the record or block the IP and select how long the IP

should be blocked. To clear all the logs, click 'Clear".

System Logs

| SYSTEM EVENT LOGS || SYSTEM CONNECTION LOGS || DMN-LINE USERS || SYSLOG |

g

2010-12-28 15:57:43 admin 10.8.12.68 Administration
@  2010-12-28 14:589:88  admin 10.8.12.43 HTTF Administration
@ 2010-12-28 14:54:43  admin 10.8.12.68 S5H
@  2010-12-28 14:53:00  admin 10.8.12.68 HTTF Administration
@  2010-12-28 142223 admin 1081243 HTTF Administration
@  2010-12-28 12:38:24  admin 10.812.43 HTTF Administration
@  2010-12-28 10:86:12 admin 10.8.12.43 HTTF Administration
@  2010-12-27 06:80:28  admin 10.8.12.43 HTTF Administration
@ 2010-12-27 033726 admin 1081291 HTTF Administration
@  2010-12-27 10:24:18  admin 10.8.12.43 HTTF Administration

100

There are 994 events. Displays records per page.

Login Ok
Login QK
Login Ok
Login OK
Login Ok,
Login Ok
Login OK
Login 0K
Login Ok
Login QK

L [
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Archive logs: Turn on this option to archive the connection logs. The NAS generates a CSV file
automatically and saves it to a specified folder when the number of logs reaches the upper limit.

Connection Type

Select the connection type to be logged.

W HTTP [l FTP [ Telnet [¥] 55H
[larp [ sampa Cliscs

[ when the nurmber of logs reaches 10,000, archive the cannection logs and save the file in the
f .

Qdowenload

 APPLY CANCEL

You can also view the file-level access logs on this page. The NAS will record the logs when users

access, create, delete, move, or rename any files or folders via the connection type specified in
'Options'. To disable this feature, click 'Stop logging'.

| SYSTEM EVENT LOGS || SYSTEM CONNECTION LOGS || ON-LINE USERS || SYSLOG |

All events V[O Optians i[ © Stop logging || © Clear ][ € Save i

2011-01-19  08:55:28  admin 10812105  reink SAMBA  Publicitesttew MicrosoftWord Docurnel Delete
@ 2011-01-19  08A526  admin 108121058  reink SAMBA  Publicitesttew Microsoft Word Docurnel Read
@  2011-01-19 086521 adrmin 10812105  reink SAMBA  Publicitesttew Microsoft Word Docurnel Read
@  2011-01-19  08A520  admin 108121058  reink SAMBA  Publicitesttew MicrosoftWord Docurmel Read
@  2011-01-19  08A519  admin 10812105  reink SAMBA  Publicitesttew Microsoft Word Docurnel Read
@ 2011-01-19 084518 guest 10812105  reink SAMBA - Lagin Ok
@ 2011-01-19  08A518  admin 108121058  reink SAMBA  Publicitesttew MicrosoftWord Docurnel Write
@  2011-01-19 085511 adrmin 108121058  reink SAMBA  Public/rename -= Publicitest Rename
@  2011-01-19  08A502  admin 10812105  reink SAMBA  Public/Mew Folder-= Public/renarme Renarme
@ 2011-01-19  08:A455  admin 108121058  reink SAMBA  Public/Mew Folder takeDir

records per page. 4 4 C1 00 p Bl

There are 10000 events. Displays
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On-line Users

The information of the on-line users connecting to the NAS by networking services is shown on this

page.

Tip: You can right click a log and select to disconnect the IP connection and block the IP.

System Logs O

| SYSTEM EVENT LOGS /| SYSTEM CONWECTIDN LOGS | | OM-LINE USERS | | SYSLOG |

MWMW@N—J

2010-12-28 15:34:55 admin 10.8.12.43
@ 2010-12-28 14:64:43 admin 10.8.12.68 - S5H -

Administration

Disconnect this connection
Add to the block list
Disconnectthis connection and block the IP

There are 2 ewvents.

Syslog

Syslog is a standard for forwarding the log messages on an IP network. You can turn on this option to

save the event logs and connection logs to a remote syslog server.

System Logs {
| SYSTEM EVENT LOGS | | SYSTEM CONNECTION LOGS | | ON-LINE USERS | | SYSLOG

Syslog Settings

Enable syslog
You ¢an enahle this option to save the event logs and connection logs to a remote syslog server.

Syslog Server P
UDF Port:

Selectthe logs to record
Systern Event Logs

O Systern Connection Logs (You must enahle system connection logs to use this option.)
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3.10 Firmware Update

Update Firmware by Web Administration Page

Firmware Update

FIRMWARE UPDATE | LIVE UPDATE |

Firmware Update

Current firrmware version: 3.4.0 Build 1117T

Before updating system firmware, please make sure the product model and firmmware varsion are correct. Fallow the steps
helow to update firmmwware;

1. Download the release notes of the same version as the firmware fram QMNAP website itp: www.gnap.com: Bead
the release notes carefully to make sure you need to update the firmware.

2. Before updating systern firmmeare, hack up all disk data an the server to avoid any potential data loss during system
update.

3. Click the [Browse...] button to selectthe correct firmware image for systerm update. Click the [UPDATE SYSTEM]
huttan to update the firmwarea,

I Browse...

Note: Systern update may take tens of seconds to several minutes to complete depending an the network connection status,
please wait patiently. The systerm will inform you when system update is completed.

[ UPDATE THE SYSTEM

Note: If the system is running properly, you do not need to update the firmware.

Before updating the system firmware, make sure the product model and firmware version are correct.

Follow the steps below to update firmware:

Step 1: Download the release notes of the firmware from the QNAP website http://www.gnap.com.
Read the release notes carefully to make sure you need to update the firmware.

Step 2: Download the NAS firmware and unzip the IMG file to your computer.

Step 3: Before updating the system firmware, back up all the disk data on the server to avoid any
potential data loss during the system update.

Step 4: Click ‘Browse’ to select the correct firmware image for the system update. Click ‘Update

System’ to update the firmware.
The system update may take tens of seconds to several minutes to complete depending on the network

connection status. Please wait patiently. The NAS will inform you when the system update has

completed.
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Update Firmware by Finder

You can update the system firmware by QNAP Finder. Select a NAS model and choose ‘Update

Firmware’ from the ‘Tools’ menu.

OHAP Finder

Servers

Connect  Settings WG

Map Metwark Drive

Restart Server

Shuk down Server

Remate Wake Up (t'ake On LAR)

Help

MAC Address

Search Metwork Camera

- Update Firrmware

| Mame er Type
=1 1: 3
HYVRACET 29 1 201
HASHP1014 1 3
MASACBERD 1 4049

| NASACESCE 1 4049
e iERF T i Ly

HACIBETEDFY 10.8.10.251 1.1.0-1110 MAC-300
IT-TS201 10.8.10.100 2450 T3-201
IT-309 1081017 2110237y TS-809

Connect Confinure Details Refresh

00-E0-4C-77-11-AR
00-08-98-AC-97-1D
10-08-498-60-34-FB
00-08-98-AC-8E-60
00-08-98-AC-63-CH
00-08-98-8C-3E-6
10-03-98-67-BO-F4
00-03-98-3A-T3-A1
00-08-98-3C-99-57

Exit
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Login the NAS as a user with administrator access right.

Login Administrator [MASBC3IESE]

Administrator Mame |admin

Administrator Password

|

]34 Cancel |

Browse and select the firmware for the NAS. Click ‘Start’ to update the system.
Update Firmware
Select the system firmware to be installed or updated to the system hard disk.

Path of system firmware image file:
CADocurments and Settingsdministratori\DesktophT3-119_20090313-2.1 .4.ij | Browse. ..

Firrmweare Model: TS-119, Version: 2.1.4.

Server Name Madel Mame | “Yersion MAC Address | Pra... | Status
MASECEERF TS-119 2.1.3 [0305T) 00-03-9B-8C-3E-6F
&5 ! 2

v Update all the servers with the same model number within the network

Start Cancel

Note: You can use Finder to update all the servers of the same model on the same local network

at the same time. Make sure you have administrator access to all the servers you want to update.
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Live Update

Select 'Enable live update' to allow the NAS to automatically check if a new firmware version is
available for download from the Internet. If a new firmware is found, you will be notified after logging in
the NAS as an administrator.

You can click '"CHECK FOR UPDATE' to check if any firmware update is available.

Note that the NAS must be connected to the Internet for these features to work.

Firmware Update

| FIRMWARE UPDATE || LIVE UPDATE

Live Update

Status: The latest update is at 201007726 18:37:55

[ CHECK FOR UPDATE

Live Update Setting

After enahling this semice, the system will autamatically check if a newer firmware wersion is available far download when
logging into the MAS weh adminstration.

Enahle live update

77



3.11 Restore to Factory Default

To reset all the settings to default, click ‘RESET'. Enter the administrator password and click 'OK".

Caution: When you press ‘RESET’ on this page, all the disk data, user accounts, network
_!) shares, and system settings are cleared and restored to default. Make sure you have backed
up all the important data and system settings before resetting the NAS.

Restore to Factory Default

Restore to Factory Default
To reset all settings to default, click [RESET].

Caution: YWhen vou press [RESET] on this page, all drive data, user accounts, netwark shares and system settings are cleared
and restored to default. Please make sure you have backed up all the important data and systermn settings before resetting the

MAS,
RESET
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4. Disk Management

Volume Management[79
RAID Management[83
HDD SMART0A
Encrypted File System[1081
iSCSIftTA

Virtual Disk[15%

4.1 Volume Management

This page shows the model, size, and current status of the hard drives on the NAS. You can format and
check the hard drives, and scan bad blocks on the hard drives. When the hard drives have been
formatted, the NAS will create the following default share folders:

e Public: Share folder for file sharing by everyone.

¢ Qdownload/Download*: The default share folder for Download Station.

e Qmultimedia/Multimedia*: The default share folder for Multimedia Station.

e Qusb/Usb*: The default share folder for data copy function via the USB ports.
e Qweb/Web*: The default share folder for Web Server.

e Qrecordings/Recordings*: The default share folder for Surveillance Station.

*The default network shares of TS-x59 Turbo NAS series are Public, Download, Multimedia, Usb, Web,

and Recordings.

Note: The default share folders are created on the first disk volume and the directory cannot be
changed.
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Volume Management

Single Disk Velume

! ;.! Create single disk volume(s).

RAID 10 Disk Velume
(" 4 Cornbine an even nurnber of disks
{minimum 4 disks) to create a disk
valume with data protection.

RAID 6 Disk Volume

Combine 4 or more disks to create a
disk valume with data protection (2
failed disks are allowed).

Current Disk Volume Configuration : Physical Disks

a4

RAID 1 Mirroring Disk Volume
Create mirraring disk volumeis).

JBOD Linear Disk Volume
Create one linear disk volume.

RAID 0 Striping Disk Volume
Create one striping disk valume.

RAID 5 Disk Velume

Combine 3 or more disks to create a
disk valume with data protection (1
failed disk is allowed).

Disk Model Capacity Status gzgf"’c"s m':xﬁm
Drive 1 Hitachi HDT725032VLA360 V540 298.09 GB Ready GOOD
Drive 2 Seagate STI250620A5 344 232.89 GB Ready GOOD
Drive 3 Seagate STI250620A5 3.44 232.89 GB Ready GOOD
Drive 4 - = Mo Disk _' SCAN HOW
Dtive 5 - = Mo Disk _' SCAN NOW |

Mote that ifyou are gaing ta install a hard drive {new ar used) which has never been installed on the MAS hefore, the hard drive will be formatted and parditioned

automatically and all the disk data will be cleared.

Disk Configuration

Applied NAS Models

Single disk volume

All models

RAID 1, JBOD (just a bunch of disks)

2-bay models or above

RAID 5, RAID 6, RAID 5+hot spare

4-bay models or above

RAID 6+hot spare

5-bay models or above

RAID 10

4-bay models or above

RAID 10+hot spare

5-bay models or above
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Single Disk Volume

Each hard drive is used as a standalone disk.
If a hard drive is damaged, all the data will be
lost.

JBOD (Just a bunch of disks)

JBOD is a collection of hard drive that does
not offer any RAID protection. The data are
written to the physical disks sequentially. The
total storage capacity is equal to the sum of
the capacity of all member hard drives.

JBOD

Disk 1 Disk 2

RAID 0 Striping Disk Volume

RAID 0 (striping disk) combines 2 or more
hard drives into one larger volume. The data
is written to the hard drive without any parity
information and no redundancy is offered.
The total storage capacity of a RAID 0 disk
volume is equal to the sum of the capacity of
all member hard drives.

RAID O
striping

Block Al
Block A3
Block A5
Block A7
Disk 1

Block A2
Block A4
Block A6
Block A8
Disk 2

RAID 1 Mirroring Disk Volume

RAID 1 duplicates the data between two hard
drives to provide disk mirroring. To create a
RAID 1 array, a minimum of 2 hard drives are
required.

The storage capacity of a RAID 1 disk volume

is equal to the size of the smallest hard drive.

RAID 1

mirroring

Block Al
Block A2

Block Al
Block A2
Block A3
Block A4
Disk 2

Block A3
Block A4
Disk 1

(0]

1




RAID 5 Disk Volume

The data are striped across all the hard drives
in @ RAID 5 array. The parity information is
distributed and stored across each hard drive.
If a member hard drive fails, the array enters
degraded mode. After installing a new hard
drive to replace the failed one, the data can
be rebuilt from other member drives that
contain the parity information.

To create a RAID 5 disk volume, a minimum
of 3 hard drives are required.

The storage capacity of a RAID 5 array is
equal to (N-1) * (size of smallest hard drive).

N is the number of hard drives in the array.

RAID 5

parity across disks

Block Al
Block B1

i

Disk 1

Block A2
Block B2

Block A3

Block D1
Disk 2

Block D2
Disk 3

e
HE3-

Block B3

Block D3

Disk 4

=

RAID 6 Disk Volume

The data are striped across all the hard drives
in a RAID 6 array. RAID 6 differs from RAID 5
that a second set of parity information is
stored across the member drives in the array.
It tolerates failure of two hard drives.

To create a RAID 6 disk volume, a minimum
of 4 hard drives are required. The storage
capacity of a RAID 6 array is equal to (N-2) *
(size of smallest hard drive). N is the number
of hard drives in the array.

RAID 6

parity across disks

Block Al
Block B1

{0
L

Disk 1

Block A2

Parity Bg Parity Bp

Block D1
Disk 2

Block D2
Disk 3

kL
HE

Block B2

Disk 4

RAID 10 Disk Volume

RAID 10 combines four or more disks in a
way that protects data against loss of non-
adjacent disks. It provides security by
mirroring all data on a secondary set of disks
while using striping across each set of disks to
speed up data transfers.

RAID 10 requires an even number of hard
drives (minimum 4 hard drives). The storage
capacity of RAID 10 disk volume is equal to
(size of the smallest capacity disk in the
array) * N/2. N is the number of hard drives
in the volume.

RAID 10

RAID O

RAID 1

Disk 2

Disk 3
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4.2 RAID Management

*Online RAID capacity expansion, online RAID level migration, and RAID recovery are not supported
by one-bay NAS models, TS-210, and TS-212.

You can perform online RAID capacity expansion (RAID 1, 5, 6, 10) and online RAID level migration
(single disk, RAID 1, 5, 10), add a hard drive member to a RAID 5, 6, or 10 configuration, configure a
spare hard drive (RAID 5, 6, 10) with the data retained, enable Bitmap, and recover a RAID

configuration on this page.
To expand the storage capacity of a RAID 10 volume, you can perform online RAID capacity expansion

or add an even number of hard disk drives to the volume.

RAID Management

This function enables capacity expansion, RAID configuration migration ar spare drive configuration with the ariginal drive data reserved.
Mote: Make sure you have read the instructions carefully and you fully understand the correct operation procedure before using this function.

Current Disk Yolume Configuration

(?

Yolume Total Size Bitmap Status Description
— 4 s - The operation{s) you can execute:
CIMirraring Disk Yolume: Drive 1 2 14524 GB Mo Ready s - Expand capacity

| | recover |

Y

| EXPAND CAPACITY | | ADD HARD DRIVE | | MIGRATE | | CONFIGURE SPARE DRIVE | | BITMAP
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Expand Capacity (Online RAID Capacity Expansion)

Scenario
You bought four 250GB hard drives for initial setup of TS-509 Pro and configured RAID 5 disk
configuration with the four hard drives.

A half year later, the data size of the department has largely increased to 1.5TB. In other words, the
storage capacity of the NAS is running out of use. At the same time, the price of 1TB hard drives has
dropped to a large extent.

STEP L — STEPS.
.

Replace the drive 1, 2. 3. 4

STEP 1.

Logical Volume
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Operation procedure

In ‘Disk Management’ > ‘RAID Management’, select the disk volume for expansion and click ‘EXPAND
CAPACITY".

Home» Disk Hanspomests» RAL Hanagement
] Ovwndbew
(3 System Asiniszation RAID Management 2

This funclion enabies capaaty espansion, RAID confqurabon migralion or Spane deive configuration with T original dive daka reserved
Hots: Maiy sure you have resd e insinedions cansialy and you Slly undestand T Comed operation roceduns befons using Tis funcion

Currest Disk Voluma Configematon

 Volume " Total Size Bitmap  Sistus  Descripticn
P The cperalions] you can exsomde.
cagaaty

[F RACE DRk Volume: De 12345 || 0215608 Yes Ready - gdhard e
T ] - Migrabe

EXPAND CAPACITY Il AD{ HARD DRIVE || MIGRATE || COMFIGURE SPARE DRIVE || DESABLE BTMAP || RECOVER

Foof detaiad nglruchosns, pigase oo b

Click ‘Change’ for the first hard drive to be replaced. Follow the instructions to proceed.

RAID Management - Expand capacity 7]
Salect the drive to add

Ome1 | WDCWD2S00MKS-00WYAIZ0 2128968 Ready Wou can replace this drive.
| Dmve 2 WDC WD25004AKS-00VYA120 232 33GE Reaty You can replace this drive.
Iﬁl:-!;t;;_- WD WD2B00ARKS-DOVYAT2 0 2I2BOGB Reagy You can replace this dive.
[DMeE | WDCWD2S00AKS-0OVYATZD 328908 Reacy [ Change | You can replace this drive.
"Dme®  WDC WDZS00AAKS-00VYAIZO 23280G8 Ready _Change | You can replace this dive.

Target Disk Volume: RAID 5 Disk Volume: Dme 12345

EXPAND CAPACITY [ uc1c|

Tip: After replacing the hard drive, the description field shows the message ‘You can replace this drive’.
This means you can replace the hard drive to a larger one or skip this step if the hard drives have been
replaced already.

4 Caution: When the hard drive synchronization is in process, do NOT turn off the NAS or plug
\') in or unplug the hard disk drives.
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When the description displays ‘Please remove this drive’, remove the hard drive from the NAS. Wait for
the NAS to beep twice after removing the hard drive.

RAID Management - Expand capacity 7

Seledt e dive o add

Model Capacity Status Descripon
Dirive 1 WDC WD 2S00AAKS-00VYA120 23289G8 Ready [ cancel ||Piease remove the drive
Detve 2 WOC WD2500ARKS-00VYA12 0 2328968 Ready Th:’;‘ﬂﬁ:':ﬂ:::”“ e

[DMe3  oCWD2S00AMKS-00VYA12.0 2320968 Ready e e '
LAY WOC WD2S00AMKS-D0VYAT2.0 el Ready ootz e |
Dirve 5 m\'ﬂ]ﬂ A12.0 2378968 mﬂj’ Mo sperabon can be agacubed on this

dirive: or thie drive is busy

Target Disk Volume: RAID 5 Disk Volume: Drive 12345

_ EXPAND CAPACITY | | BACK |

When the description displays ‘Please insert the new drive’, plug in the new hard drive to the drive slot.

RAID Management - Expand capacity 0
Select the drive 1o add

| Disk Model Capacity Status Description

Eﬂﬂu‘l |= - Mo Disk IHuasa imsert the new dive I

DrveZ WDC WD25004AKS-00VYAIZO 2128968 Ready e e it e
D3 \DC WD2500AAKS-0OVYA1Z O 2328068 Ready g::‘;‘xmg:::m“ it
.._.D_r.'u.._._:._.... - — 21289G8 Ready ;;:‘:ﬁr;mr::emﬁ::mm an iz ;

Drive 5 WOC WD S00AMKS-00VYATZ 0 277 BOGE Ready Mo operation can be execuled on this ;

TR T .

Target Disk Volume: RAID & Disk Volurme: Dive 2345

| Expamn capacmy | | Back |




After plugging in the hard drive, wait for the NAS to beep. The system starts rebuilding.

Status

Description

#* Rebuilding... (0%)

"o operation can be executed on this

drive or the drive is busy

' Rebuilding... (0%)
. Rebuilding... (0%)
2 Rebuilding... (0%)

2= Rebuilding... (0%)

Mo operation can be executed on this
drive aor the drive is busy

Mo operation can be executed on this

drive or the drive is busy

Mo operation can be executed on this

drive or the drive is busy

Mo aperation can be executed on this

drive ar the drive is busy

After rebuilding finishes, repeat the steps above to replace other hard drives.

Select the drive 1o add

P CPP————

RAID Management - Expand capacity

Target Disk Volume: RAID 5 Disk Volume: Dive 12345

Capacity Status Description
| Dme 1 Hitachi HDST210 10KLAZ20 GIAD 83151 G8 Ready [(Change | You can replace this drive.
"Ome2 | WOC WDZS00AMKS-00VYAI20 2328068 Reaty [ change | [¥ou can replace this anive.
D3 Do WD2500AAKS-00VYAT2O0 23289GB Ready [ Chiange | You can replace this drve.
Tome s WOC WD2500AAKS-00VYA120 2328268 Ready [ Cnange | You can replace this drive.
Die5 | WDCWDZS00AAKS-00VYATZO 23289G8 Ready [Change | You can replace this drive.

EXPAMD CAPACITY | | BACK |
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After changing the hard drives and rebuilding completes, you can click ‘EXPAND CAPACITY' to execute
RAID expansion.

RAID Management e

This function enatdes capacity expangion, RAID configuration migration or spare drive configuration with the original drive data reserved,
Mote: Make sure you have read the instructions carefully and you fully understand the comed operation procedure before using this funcion.

| Current Disk Volume Configuration

Volume Total Size Bitmap Status  Description
L Loind i

e ————————— The oparalionis) vou can execute:
I_-ﬁl Rﬁqﬁ;ﬁ:ﬁ“ﬁumﬁm 12345 E 91396 GB Yes Ready e e

l EXPAND CAPACITY !l'nm HARD DRIVE | | MIGRATE | | COMFIGURE SPARE DRIVE | | BITMAP | | RECOVER

|Fnr detailed instructions, please click hare,

Click ‘OK’ to proceed.

The NAS beeps and starts to expand the capacity.

RAID Management - Expand capacity =
Selbect the drive 10 20d

Disk Madel Capacity Status Description
f Dirive 1 Hitachi HDST21010KLAZI0 GRAD 831.51G8 Ready #': Processing..
s i
I[ Dirive 2 Hitachl HDST21010KLAZI0 GKAD 9115168 Ready %% Processing.

Dirrve 3 Hitachi HOST21010KLAZI0 GKAD 3151 GB Ready #*: Processing

Dirive 4 Htachi HDST21010KLA230 GEAD 931.51Ga Ready "‘ Frocessing.
[PE—— :

Dirive & Hitachi HOST21010KLAZ30 GKAD 93151G8 Ready #: Processing.
Target Disk Volume: RAID 5 Disk Volume: Diee 12345 You can expand the disk volume capacity 1o approximately 3726 GE

EXPAND CAPACITY | | BACK |
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The process may take from hours to tens of hours to finish depending on the drive size. Please wait
patiently for the process to finish. Do NOT turn off the power of NAS.

Current isk Volume Configuration: Physical Disks

Disk Model  Capachy i g;__':“"“"' el
e Hitachi HD5721010KLA30 GKAD 9315168 Ready [ SCANNOW |  GOOD
| Drve2  Hitachi HDST21010KLAI30 GKAD 93151 B Ready SCANNOW | 600D
| Drrive 3 Hitachi HD5T21010KLA330 GKAD 935168 Ready _SCAN NOW GOOD
Inmu Hitachi HD5721010KLA330 GKAO oo .Raam [ NOW |  GooD
| a5 | Heach HDST21010KLAT30 GKAD o1s168 Ready | SCANNOW | | 600D

Volume "File System " Total Sire Free Size Status

37260468 33153568 Ready |

After RAID expansion has finished, the new capacity is shown and the status is ‘Ready’. You can start to
use the larger capacity. (In the example you have 3.7TB logical volume)

RAID Management &

This function enables capadty expansion, RAID configurabion migration of spare drivé configuralion with the orginal drive data résened,
Mote: Kake sure you have read the instructions carefully and you fully understand the correct operation procedure before using this function,

Current Disk Volume Configuration

Volume " Total Size Bitmap  Status  Description

T T =T A e Tl'll‘ operation(s]) you can execule;
| RADS5DiskVolume: Drive 12345 | 372604 GB  Yes Aol | e
: | pan ity

I EXPAND CAPACITY ‘ l ADD HARD DRIVE MIGRATE COMFIGURE 5PARE DRIVE EITMAP RECOVER

For detailed instrucions, please click hara.

Tip: If the description still shows ‘You can replace this hard drive’ and the status of the drive volume
says ‘Ready’, it means the RAID volume is still expandable.
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Migrate (Online RAID Level Migration)

During the initial setup of TS-509 Pro, you bought a 1TB hard drive and configured it as single disk. TS-
509 Pro is used as a file server for data sharing among the departments.

After a half year, more and more important data are saved on TS-509 Pro. There is a rising concern for
hard drive damage and data loss. Therefore, you planned to upgrade the disk configuration to RAID 5.

Using online RAID level migration, you can install one hard drive for setting up TS-509 Pro and upgrade
the RAID level in the future. The migration process can be done without turning off the server. All the
data will be retained.

You can do the following with online RAID level migration:

e Migrate the system from single disk to RAID 1, RAID 5, RAID 6 or RAID 10
e Migrate the system from RAID 1 to RAID 5, RAID 6 or RAID 10

e Migrate the system from RAID 5 with 3 hard drives to RAID 6

STEFP 1. STEP 2. STEP 3.~ STEF 5.

RAID
Migration

Single Disk Add New Disks Single Disk to RAIDS

3TB
(RAID 5)

You need to:
e Prepare a hard drive of the same or larger capacity as an existing drive in the RAID configuration.
e Execute RAID level migration (migrate the system from single disk mode to RAID 5 with 4 hard

drives).
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Go to ‘Disk Management’ > ‘Volume Management’. The current disk volume configuration displayed on
the page is single disk (the capacity is 1TB).

Current Disk Violume Configuration: Physical Disks

Drive 1 Hitachi HDS721010KLA330 GKAD 9315168 . Ready [m | GOOD | |
Dve2 s -_Nul:isk | scanvow i. f|
Drive 3 - - Mo Disk SEAHMW - |
Drive 4 = - Mo Disk | SCAN HOW - |
Drives - - MoDisk | SCAMNOW | — |

Current Disk Violume Configuration: Logical Volumes

‘Volume File System Total Size Free Size Status

Single Disk: Drive 1 EXT3 031.51GE 52468 GB Ready

[ FormaT Now | [ cHECK noW | mmr.m:rw
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Plug in the new 1TB hard drives to drive slots 2, 3, 4 and 5 of NAS. The NAS will detect the new hard
drives. The status of the new hard drives is ‘Unmounted’.

Cturrent Disk Volume Configuration: Physical Disks

Drive1  Hitachi HDS721010KLA330 GKAC 83151 GB Ready 600D
Reaty

Drive 2 Hitachi HDSTZ1010KLA330 GKAD 1.51G8

Dirive 3 Hitachi HDST210 10KLA330 GRAD 831.51 GB

(W)  coon

Ready
Drive 4 Hitachi HD5T21010KLAZ30 GKAD 931.51 GB Ready SCAN NOW GOOD
Ready

(Samwow]  cooo

Drive 5 Hitachi HDST21010KLA330 GKAD 931.51G8

Current Disk Volumea Configuration: Logical Volumeas

Total Size Free Size Status
93151G8 52463 CB Ready

[ FoRMAT NOW | [ cHECK MOW || REMOVE HOW |

e - = ] Unmounted

[ FormaT Now | | mnm]l?zmzm |

& Disk 3 EXT2 = - Unmounted

[ FoRMAT Now | [~ cHiECK Now | " REMOVE NOW |
[Sngevakomes om - - [ Cormounea
[ FormaT Now | [“cHEck wow ||| REMOVE Now |

WEEME EXT2 - = | Unmourted

[ FoRMAT Now | [ cHECK Mo ]Irnr_mu.rl-: oW |
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Go to 'Disk Management’ > ‘RAID Management’, select the drive configuration for migration and click
‘Migrate’.

OoONAP

= [ System Adminisirabon RAID Management 7]

" 3 Volume Mansgeenet This kmchion sepbies capachy RAID corilg grabion or Spare drive coniguralion Wil the criginal arve data
[35 RAlD tana geene | e

Mot: Maiks Sire you have read B instruckions caredslly and you fully e Comect operation procedare Balons using this

Tiquiabon

[ Access Right : 5 Sing | iﬁ.ﬂﬂﬂ - Ryad 'I_'Mopcr-lﬂuﬂ'llmmtw.lr
(2] Hetwork Senaces -
Y N operation can be executed fof this drive
O Appiicatona B = Unmourted i
m 3 " Hio nperabon Can b gr8cuond dor s deg
& [ Edemal Device 1 Single Dik Divew 3 = Dol | o 2t i,
3 System Stalus — -
His BpRaban Can bis Soboubld 12 This &
{2 Single Disk: Drive 4 - - Linrmourind mﬂmm
7) Singls Disk Drive 5 s o mmmumumn:m

EXPAMD CAPROITY | | ADD HARD DRIVE COMFIGURE SPARE DRIVE BITHAP RECOVER

Fior caladed sdinaions, please choe e,

| BONAP, A Rights Resered Gy Bue -
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Select one or more available drives and the migration method. The drive capacity after migration is

shown. Click ‘Migrate’.

RAID Management - Migrate =
Select the drive to add
Available Model Capacity Status I

WD1000FYPS-01ZKE02.0 mis1ce  Reaty
WO000FYPS-01ZKB02.0 931.51G8 Ready |
WD1000FYPS-012KB02 0 9315168 Ready !
el e e

) Single Disk '.rolu b > Fuuﬁ 1 Mirraring Disk Volurme
I @ Single Disk Volume -~ RAID 5 Disk Volume |

™ Single Disk Volume - RAID & Disk volume

Disk Volume, The

e
MIGRATE BACK |

Target Disk Volume: Single Disk: Orive 4 The drive cenfiguration is about te be configured as
capacity is approximately 3726 GB

Note that all the data on the selected hard drive will be cleared. Click ‘OK’ to confirm.
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When migration is in process, the required time and total drive capacity after migration are shown in

the description field.

liguration: Physhc

.Dﬂﬂl 1 . Hitachi HDS721010KLA330 GEAD 93151 GB Rixady SCAN HOW GO
Dirive 2 Hitachi HDST21010KLA330 GHAD 93151 GB Ready GO
Drive3  Hitachi HDST21010KLA330 GKAD 9315168 Ready GOOD
Dirive 4 Hitachi HDST21010KLA330 GHAD 931.51 GB Ready GOOD
Drve5  Hitachi HDST21010KLA330 GKAD 9315168 Ready [ scanwow |  Goop

" Total Size Free Size Status
83151 GB 52468 GB Ready

[ FORMAT NOW | CHECK NOW || REMOVE NOW |

- | Unmiountad

[ FormaT Now | [ check wow || REMOVE Now |

- - Unmounted

[ FORMAT NOW | [ CHECK MOW | | REMOVE NOW

= = Unmounted

[ FormaT wow | [~ check ow || Remove now |

o = Unmounted

[ FORMAT NOW | [ CHECK NOw ]'hm‘E HOW
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The NAS will enter ‘Read only” mode when migration is in process during 11%-49% to assure the data
of the RAID configuration will be consistent after RAID migration completes.

After migration completes, the new drive configuration is shown (RAID 5 now) and the status is Ready.
You can start to use the new drive configuration.

RAID Management 0

is function enatles capacity expansion, RAID configuration migration or spare drive configuration with the original drive dala
EsEnEd.

ot Make sure you have read the instructions carefully and you fully understand the comect operation procédure belore using this
nction

Current Disk Volume Conlspuration

| M . Mo operation can be execulad for this drve
s #*2 Migrating...
{2 Single Disk Drive 1 91542 GB T2 Migrating... (2%) o

EXPAHD CAPACITY ADD HARD DRIVE | | MIGRATE CONFIGURE SPARE DRIVE BITMAP RECOVER

FFor defailed instructions, please click here,

The process may take from hours to tens of hours to finish depending on the hard drive size. You can
connect to the web page of the NAS to check the status later.
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Use Online RAID Capacity Expansion and Online RAID Level Migration

Scenario

You had a tight schedule to set up the file server and FTP server. However, you had only one 250GB
hard drive. Therefore, you set up the TS-509 Pro with the single disk configuration.

The original plan was to set up a 3TB RAID 5 network data centre with TS-509 Pro.
You now planned to upgrade the disk configuration of TS-509 Pro to RAID 5 and expand the total
storage capacity to 3TB with all the original data retained after the hard drives are purchased.

RAID Level Migration (Single to RAID 5) RAID Capacity Expansion (750GB to 3TE)

ATEP A, ATEF L

0

'

0
H((CIE

Execute online RAID level migration to migrate the system from single disk to RAID 5. The total storage
capacity will be 750GB, RAID 5 (with one 250GB hard drive and three 1TB hard drives, the disk usage
will be 250GB*4 for RAID 5.). You can refer to the previous step for the operation procedure.

Execute online RAID capacity expansion to replace the 250GB hard drive with a new 1TB hard drive,
and then expand the logical volume from 750GB to 3TB of RAID 5. You can refer to the previous step
for the operation procedure.
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Add a hard drive

Follow the steps below to add a hard drive member to a RAID 5 or RAID 6 disk configuration.

1.
2.

Make sure the status of the RAID 5 or RAID 6 configuration is 'Ready".

Install a hard drive on the NAS. If you have a hard drive which has already been formatted as
single disk volume on the NAS, you can add this hard drive to the RAID 5 or RAID 6
configuration. You are recommended to use hard disk drives of the same storage capacity for the
RAID configuration.

Select the RAID 5 or RAID 6 configuration on the 'RAID Management' page and click 'ADD HARD
DRIVE'.

Select the new hard drive member. The total drive capacity after adding the drive will be shown.
Click 'ADD HARD DRIVE'.

All the data on the new hard drive member will be deleted during this process. The data on the
original RAID 5 or RAID 6 configuration will be retained. Click 'OK'. The NAS will beep twice.

To add hard drives member to a RAID 10 disk volume, repeat the above steps. Note that you need to
add an even number of hard disk drives to a RAID 10 volume. The storage capacity of the RAID 10

volume will increase upon successful configuration.

This process may take a few hours to tens of hours to complete depending on the number and the size

of the hard drive. Please wait patiently for the process to finish. Do NOT turn off the NAS during this

process. You can use a RAID configuration of larger capacity after the process.

98



Configure Spare Drive

You can add a spare drive to or remove a spare drive from a RAID 5, 6, or 10 configuration.

Follow the steps below to use this feature.

1. Make sure the status of the RAID 5, 6, 10 configuration is 'Ready".

2. Install a hard drive on the NAS. If you have a hard drive which has already been formatted as
single disk volume on the NAS, you can configure this hard drive as the spare drive. You are
recommended to use hard disk drives of the same storage capacity for the RAID configuration.

3. Select the RAID volume and click 'CONFIGURE SPARE DRIVE'.

To add a spare drive to the selected configuration, select the hard drive and click '"CONFIGURE
SPARE DRIVE'. To remove a spare drive, unselect the spare drive and click 'CONFIGURE SPARE
DRIVE'.

5. All the data on the selected hard drive will be deleted. Click 'OK' to proceed.

The original data on the RAID 5, 6, or 10 disk volume will be retained. After the configuration

completes, the status of the disk volume will become 'Ready’.
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Bitmap

Bitmap improves the time for RAID rebuilding after an unexpected error, or removing or re-adding a
member hard drive of the RAID configuration. If an array has a bitmap, the member hard drive can be
removed and re-added and only blocks changes since the removal (as recorded in the bitmap) will be
re-synchronized. To use this feature, select a RAID 1, 5, or 6 disk volume and click 'ENABLE BITMAP"'.

Note: Bitmap support is only available for RAID 1, 5, and 6.

RAID Management U

This function enahles capacity expansion, RAID configuration migration or spare drive configuration with the original drive data reserved.
Mote: Make sure you have read the instructions carefully and you fully understand the carrect operation procedure befare using this
function.

Current Disk Yolume Configuration

Yolume Total Size Bitmap Status Description

The aperation{s) you can execute:

(*JRAID 5 Disk Valume: Drive 1 2 3 455 62 GH Mo Ready ey

EXPAND CAPACITY || ADD HARD DRIVE | | MIGRATE | | CONFIGURE spaRe DRIVE | [FenaBLEBITMAP|| RECOVER

Far detailed instructions, please click here.
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Recover (RAID Recovery)

RAID Recovery: When the NAS is configured as RAID 1, RAID 5, or RAID 6 and any number of hard
drives is uplugged from the server accidentally, you can plug in the same hard drives into the same

drive slots and click ‘Recover’ to recover the volume status from *Not active’ to ‘Degraded mode’.

If the disk volume is configured as RAID O or JBOD and one or more of the hard drive members are

disconnected or unplugged, you can plug in the same hard drives into the same drive slots and use this

function to recover the volume status from *Not active’ to ‘Normal’. The disk volume can be used

normally after successful recovery.

Disk volume

Supports RAID recovery

Maximum number of disk removal allowed

recovered to normal after synchronization.

Single No -

JBOD Yes 1 or more
RAID 0 Yes 1 or more
RAID 1 Yes lor2
RAID 5 Yes 2 or more
RAID 6 Yes 3 or more
RAID 10 No -

Note:

e After recovering a RAID 1, RAID 5 or RAID 6 disk volume from not active to degraded mode by
the RAID recovery, you can read or write the volume normally. The volume status will be

e If the disconnected drive member is damaged, the RAID recovery function will not work.
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Standard RAID 5 | QNAP RAID 5 Standard RAID 6 | QNAP RAID 6

Degraded mode N-1 N-1 N-1 & N-2 N-1 & N-2

Read Only N/A N-1, bad blocks N/A N-2, bad blocks

Protection (for found in the found in the

immediate data surviving hard surviving hard

backup & hard drives of the drives of the

drive replacement) array. array.

RAID Recovery N/A If re-plugging in all | N/A If re- plugging in

(RAID Status: Not original hard drive all original hard

Active) to the NAS and drives to the NAS
they can be spun and they can be
up, identified, spun up, identified,
accessed, and the accessed, and the
hard drive hard drive
superblock is not superblock is not
damaged. damaged).

RAID Crash N-2 N-2 failed hard N-3 N-3 and any of the

drives and any of
the remaining hard
drives cannot be
spun up/identified/
accessed.

remaining hard
drives cannot be
spun up/identified/
accessed.

N = Number of hard disk drives in the array
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Further information about RAID management of the NAS:

The NAS supports the following actions according to the number of hard disk drives and disk

configurations supported. Please refer to the following table for the details.

Original Disk New Disk
Configuration * No. N?' of N.ew Hard Action Configuration * No. of
of Hard Disk Drives Disk Drives Hard Disk Drives
RAID 5 * 3 1 Add HDD member RAID 5 * 4
RAID 5 * 3 2 Add HDD member RAID 5 * 5
RAID 5 * 3 3 Add HDD member RAID 5 * 6
RAID 5 * 3 4 Add HDD member RAID 5 * 7
RAID 5 * 3 5 Add HDD member RAID 5 * 8
RAID 5 * 4 1 Add HDD member RAID 5 * 5
RAID 5 * 4 2 Add HDD member RAID 5 * 6
RAID 5 * 4 3 Add HDD member RAID 5 * 7
RAID 5 * 4 4 Add HDD member RAID 5 * 8
RAID 5 * 5 1 Add HDD member RAID 5 * 6
RAID 5 * 5 2 Add HDD member RAID 5 * 7
RAID 5 * 5 3 Add HDD member RAID 5 * 8
RAID 5 * 6 1 Add HDD member RAID 5 * 7
RAID 5 * 6 2 Add HDD member RAID 5 * 8
RAID 5 * 7 1 Add HDD member RAID 5 * 8
RAID 6 * 4 1 Add HDD member RAID 6 * 5
RAID 6 * 4 2 Add HDD member RAID 6 * 6
RAID 6 * 4 3 Add HDD member RAID 6 * 7
RAID 6 * 4 4 Add HDD member RAID 6 * 8
RAID 6 * 5 1 Add HDD member RAID 6 * 6
RAID 6 * 5 2 Add HDD member RAID 6 * 7
RAID 6 * 5 3 Add HDD member RAID 6 * 8
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RAID 6 * 6 Add HDD member RAID 6 * 7
RAID 6 * 6 Add HDD member RAID 6 * 8
RAID 6 * 7 Add HDD member RAID 6 * 8
RAID 10 * 4 Add HDD member RAID 10 * 6
RAID 10 * 4 Add HDD member RAID 10 * 8
RAID 10 * 6 Add HDD member RAID 10 * 8
Online RAID capacity
RAID 1 * 2 RAID 1 * 2
expansion
Online RAID capacity
RAID 5 * 3 ) RAID 5 * 3
expansion
Online RAID capacity
RAID 5 * 4 ) RAID 5 * 4
expansion
Online RAID capacity
RAID 5 * 5 RAID 5 * 5
expansion
Online RAID capacity
RAID 5 * 6 RAID 5 * 6
expansion
Online RAID capacity
RAID 5 * 7 ) RAID 5 * 7
expansion
Online RAID capacity
RAID 5 * 8 ) RAID 5 * 8
expansion
Online RAID capacity
RAID 6 * 4 ) RAID 6 * 4
expansion
Online RAID capacity
RAID 6 * 5 RAID 6 * 5
expansion
Online RAID capacity
RAID 6 * 6 ) RAID 6 * 6
expansion
Online RAID capacity
RAID 6 * 7 RAID 6 * 7
expansion
Online RAID capacity
RAID 6 * 8 ) RAID 6 * 8
expansion
Online RAID capacity
RAID 10 * 4 RAID 10 * 4

expansion
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Online

RAID capacity

RAID 10 * 6 ) RAID 10 * 6
expansion
RAID 10 * 8 Online I.QAID capacity RAID 10 * 8
expansion
Single * 1 Online RAID level migration| RAID 1 * 2
Single * 1 Online RAID level migration| RAID 5 * 3
Single * 1 Online RAID level migration | RAID 5 * 4
Single * 1 Online RAID level migration | RAID 5 * 5
Single * 1 Online RAID level migration| RAID 5 * 6
Single * 1 Online RAID level migration| RAID 5 * 7
Single * 1 Online RAID level migration | RAID 5 * 8
Single * 1 Online RAID Level Migration| RAID 6 * 4
Single * 1 Online RAID level migration | RAID 6 * 5
Single * 1 Online RAID level migration | RAID 6 * 6
Single * 1 Online RAID level migration | RAID 6 * 7
Single * 1 Online RAID level migration| RAID 6 * 8
Single * 1 Online RAID level migration | RAID 10 * 4
Single * 1 Online RAID level migration | RAID 10 * 6
Single * 1 Online RAID level migration [ RAID 10 * 8
RAID 1 * 2 Online RAID level migration | RAID 5 * 3
RAID 1 * 2 Online RAID level migration | RAID 5 * 4
RAID 1 * 2 Online RAID level migration | RAID 5 * 5
RAID 1 * 2 Online RAID level migration | RAID 5 * 6
RAID 1 * 2 Online RAID level migration| RAID 5 * 7
RAID 1 * 2 Online RAID level migration| RAID 5 * 8
RAID 1 * 2 Online RAID level migration| RAID 6 * 4
RAID 1 * 2 Online RAID level migration | RAID 6 * 5

105




RAID 1 * 2 Online RAID level migration | RAID 6 * 6
RAID 1 * 2 Online RAID level migration | RAID 6 * 7
RAID 1 * 2 Online RAID level migration | RAID 6 * 8
RAID 1 * 2 Online RAID level migration | RAID 10 * 4
RAID 1 * 2 Online RAID level migration | RAID 10 * 6
RAID 1 * 2 Online RAID level migration | RAID 10 * 8
RAID 5 * 3 Online RAID level migration| RAID 6 * 4
RAID 5 * 3 Online RAID level migration| RAID 6 * 5
RAID 5 * 3 Online RAID level migration | RAID 6 * 6
RAID 5 * 3 Online RAID level migration | RAID 6 * 7
RAID 5 * 3 Online RAID level migration | RAID 6 * 8
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4.3 Hard Disk S.M.A.R.T.

You can monitor the hard disk drives (HDD) health, temperature, and the usage status by HDD S.M.A.
R.T. (Self-Monitoring Analysis and Reporting Technology).

You can view the following information of each HDD on the NAS.

Field Description

Summary Display the HDD S.M.A.R.T. summary and the latest test result.

Hard disk Display the HDD details, for example, model, serial humber, HDD capacity.

information

SMART Display the HDD S.M.A.R.T. information. Any items that the values are lower than

information the threshold are regarded as abnormal.

Test Perform quick or complete HDD S.M.A.R.T. test.

Settings Configure temperature alarm. When the HDD temperature is over the preset
values, the NAS records the error logs.
You can also set the quick and complete test schedule. The latest test result is
shown on the Summary page.

HDD SMART U

Monitor hard disk health, temperature, and usage status by the hard disk S.MAR.T. mechanism.
Select Hard Disk Disk 1 +

SUMMARY || HARD DISK INFORMATION || SMART INFORMATION || TEST || SETTINGS
Summary
Good Hard Disk Model Hitachi Deskstar TTKS00
No errors were detected on the Drive Capacity 293.08GR

hard disk, Your hard disk should

. Hard Drive Health Good
be operating properly.

Hard Drive Temperature 44 oC |
Test Time
Test Result Mot tested
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4.4 Encrypted File System

This feature is not supported by TS-110, TS-119, TS-210, TS-219, TS-219P, TS-410, TS-419P, TS-410U,
TS-419U, TS-119P+, TS-219P+, TS-419P+, TS-112, TS-212, TS-412, TS-419U+, TS-412U.

You can manage the encrypted disk volumes on the NAS on this page. Each encrypted disk volume is

locked by a particular key. The encrypted volume can be unlocked by the following methods:

e Encryption Password: Enter the encryption password to unlock the disk volume. The default password
is ‘admin’. The password must be 8-16 characters long. Symbols ! @ # $ % N & * ( )_+ = 7?) are
supported.

e Encryption Key File: You can upload the encryption file to the server to unlock the disk volume. The
key can be downloaded from ‘Encryption Key Management’ page after you have unlocked the disk
volume successfully.

The data encryption functions may not be available in accordance to the legislative restrictions of some
countries.

Disk Volume Encryption Management &

Yolume Total Size Status Action

Mirroring Disk Wolume: Drive 1 2 14524 GB LInlocked [ EMCRYPTION KEY MAHAGEMENT ]
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How to use the data encryption feature on QNAP Turbo NAS

The data encryption feature on the Turbo NAS allows you to encrypt the disk volumes on the NAS with
256-bit AES encryption for data breach protection. The encrypted disk volumes can only be mounted
for normal read/ write access with the authorized password. The encryption protects the confidential
data from unauthorized access even if the hard drives or the entire server were stolen.

About AES encryption:

'In cryptography, the Advanced Encryption Standard (AES) is an encryption standard adopted by the U.
S. government. The standard comprises three block ciphers, AES-128, AES-192 and AES-256 [...]. Each
AES cipher has a 128-bit block size, with key sizes of 128, 192 and 256 bits, respectively. The AES
ciphers have been analyzed extensively and are now used worldwide'. (Source: http://en.wikipedia.
org/wiki/Advanced_Encryption_Standard)

The AES volume-based encryption is applicable only to specific QNAP NAS models.
Please refer to the comparison table at: http://www.gnap.com/images/products/comparison/
Comparison_NAS.html

Before you start

Please beware of the following before you start to use the data encryption feature of the Turbo NAS.

e The encryption feature of the Turbo NAS is volume-based. A volume can be a single disk, a JBOD
configuration, or a RAID array.

e You have to select whether or not to encrypt your data when you create a disk volume on the NAS.
In other words, you will not be able to encrypt a volume after it has been created unless you
initialize the disk volume. Note that initializing a disk volume will clear all the existing disk data on
it.

e The encryption on the disk volume cannot be removed without initialization. To remove the
encryption on the disk volume, you have to initialize the disk volume and all the data will be
cleared.

e Please keep the encryption password or key safe. If you forget your password or lose your
encryption key, you will not be able to retrieve your data!

e Before you start, please read this document carefully and strictly adhere to the instructions.
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Activating disk volume encryption on the NAS

Encrypt the disk volume during the NAS installation
Follow the instructions of the Quick Installation Guide (QIG) to initialize the NAS by the web-based
interface. In the Step 6 of the quick configuration, select 'Yes' for the 'Encrypt disk volume' option.

Note: You can execute disk volume encryption by the LCD panel if your NAS is equipped with one.
Please refer to the QIG for the instructions.

Once you have selected to encrypt the disk volume, the encryption settings will appear.

Step 6
Step 6i6: Select the disk configuration

Note: All drive data will be cleared unless you select not to initialize the hard drives.
Please select the disk configuration for the initialization.
Disk configuration:  sjngle Disk -
File System: EXT4 ~
Tolal avallable storage capacily, 46426 GB

You may selectto use the hard drives as single disk volumes, However,
when a drive failure occurs, all data will be lost
-

T —
Encrypt disk volume:  yo:

Input Encryption Password: |

Verify Encryption Password.

[7 Use Default Value [ Save Encryplion Key

Enter an encryption password, which will be used to unlock the encrypted volume. The encryption
password must be 8-16 characters long and cannot contain spaces ( ). Try to select a long password
which combines letters and numbers.
e Use Default Value: Select to use the default encryption password 'admin’.
e Save Encryption Key: Select to save the encryption key on the NAS (this option can be changed
later).
v If checked: The NAS will unlock the encrypted disk volume automatically using the saved
password when it starts up.
v If not checked: The encrypted disk volume is locked when the NAS starts up. You have to login
the NAS as an administrator and enter the encryption password to unlock the disk volume.

Then proceed to the next step and finish the NAS installation.
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Create a new encrypted disk volume with new hard drives
If your NAS has been installed and you want to create a new encrypted disk volume by installing new
hard drives on the server, follow the steps below.

1. Install the new hard drive(s) to the NAS.
2. Login the NAS as an administrator. Go to 'Disk Management' > 'Volume Management'.

3. Select the disk volume you want to configure according to the number of new hard drives installed.

Volume Management

RAID 1 Mirrering Disk Velume

Single Disk Velume
@: Create single diskwolume(s). @ Create mirronng diskwalume(s).
S — 'a

Linear Disk Volume

RAID O Striping Disk Velume
Create one linear disk volume

Create one striping diskvalume.

RAID & Disk Velume

= RAID 5 Disk Velume
Combine 3 or more disks lo creale Combine 4 or more disks lo create
3 diskvolume with data protection a disk volume with data protection

(2 disk crash is allowed)

{1 disk crash is allowed).

4. Select the hard drive(s) for creating the disk volume. In this example, we select to create a single

drive. The procedure applies also to a RAID configuration.

Disk Model Capacity Status
™ Drive?  SAMSUNG HD502HI 1AG0 465.76 0B Ready
W  Drive5  Seagate ST3500320MNS SN16 465.76 6B Ready

File System; _éﬁ-’r -
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5. Select 'Yes' for the 'Encryption' option and enter the encryption settings.

e o a— = e —— S—F

' Disk ‘Model Capacity ' status
©  Dive2  SAMSUNG HD50ZHI 1AGO 465.76 6B Ready ‘
W  Dive5  Seagale ST3500320NS SN16 465,76 GB Ready ‘

Paczword ssssssssssss

Verify Encrvption Password: PTPTTITII I

I Use DefaultValue [ Save Encryption Key

File Systern: EXT4 =

6. Then click 'CREATE' to create the new encrypted volume. Note that all the data on the selected
drives will be DELETED! Please back up your data before creating the encrypted volume.

All the data and network shares on the disk(s) you
selected will be cleared. The connections to the disk
() will be disconnected. Are you sure 1o continue?

| oK ] || CANCEL ]

You have created a encrypted disk volume on the NAS.
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Verify that disk volume is encrypted

To verify the disk volume is encrypted, login the NAS as an administrator. Go to 'Disk Management' >
'Volume Management'.

You will be able to see the encrypted disk volume, with a lock icon in the Status column.
The lock will be open if the encrypted volume has been unlocked. A disk volume without the lock icon in
the Status column is not encrypted.

Current Disk Volums Configuration: Logical Volemes

Frize Size Status

| [ FORMAT HOW ] [ CHECK HOw | | REMOVE NOW |
G L EXT4 456,58 GB 456,79 GB Reaty |

| Fossmat wow | | cueck wow || REMOVE NOW |
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Behavior of an encrypted volume upon system reboot
In this example, we have two encrypted disk volumes on the NAS.

The first volume (Single Disk Drive 2) has been created with the option 'Save Encryption Key' enabled.

The second volume (Single Disk Drive 5) has been created with the option 'Save Encryption Key'
disabled.

After restarting the NAS, check the volume status. The first drive has been unlocked and mounted but
the second drive is locked. Since the encryption key is not saved on the second disk volume, you have
to manually enter the encryption password to unlock it.

Current Disk Volume Configuration: Logical Volumes

Volume ' File System ' Total Size

Single Disk Drive 2 EXT4 456.93 GB 456,78 GB Ready s
| FoRMAT Now ] | cHECK Nowr ] REMOVE NOW |
! Single Disk Drive 5 nkngwn = Unmounted &

FORMAT HOW CHECK HOW

REMOVE HOW |

e Saving the key on the NAS will protect you only if your hard drives are stolen. However, there is a
risk of data breach if the entire NAS is stolen as the data is accessible after restarting the NAS.

e If you select not to save the encryption key on the NAS, your NAS will be protected against data
breach even if the entire server is stolen. The disadvantage is that you have to unlock the disk
volume manually on each system restart.
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Encryption key management: new password, save encryption key, export encryption key

To manage the encryption key settings, login the NAS as an administrator and go to 'Disk Management'
> 'Encrypted File System'.

Click 'ENCRYPTION KEY MANAGEMENT' on the 'Action' column of an unlocked disk volume.

Encryption Key Management 2

Total Sire Status Action

Input Encryption Password ~
Open

Bingle Disk Drive 5 - Locked

You can perform the following actions:

e Change the encryption key

e Save the encryption key on the NAS
e Download the encryption key file

Encryption Key Management
aNAP P y s
YRGS Viliene: [Singhe Désk Walume: Diive 2]

[T Changs Enceyphion Key
7 S Eneryption iy

[T Dowmbaad Encrgpbion Ky File

s

e Change the encryption key:
Input your old encryption password and input the new password. (Note that after the password is
changed, any previously exported keys will not be working anymore. You have to download the
new encryption key if necessary, see below).

e Save Encryption Key:
Save the encryption key on the NAS for automatic unlocking and mounting the encrypted disk
volume when the NAS restarts.

e Download Encryption Key File:
Input the encryption password to download the encryption key file. Downloading the encryption key
file will allow you to save the encryption key in a file. The file is also encrypted and can be used to
unlock a volume, without knowing the real password (see 'unlock a disk volume manually' below).
Please save the encryption key file in a secure place!
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Unlock a disk volume manually

To unlock a volume, login the NAS as an administrator. Go to 'Disk Management' > 'Encrypted File
System’'.

You will be able to see your encrypted volumes and their status: locked or unlocked.

Encryption Key Management 2

Volume Total Size Status Action

Single Disk Drive 2 45698 GB Y Unlocked §| EHCRYPTION KEY MANAGEMENT }

Input Encryption Password v

Single Disk Drive 5 — Open

To unlock your volume, you can either input the encryption password, or use the encryption key file
that has been exported previously.

Encryption Key Management 2]

Total Size Status Action

Single Disk Drive 2 45698GB  Unlocked | ENCRYPTION KEY MANAGEMENT ]'

Input Encryption Password -

(open)

Single Disk: Drive 5 = Locked

Upkad Encryption Key Fle -

If the encryption password or the key file is correct, the volume will be unlocked and become available.

Total Size
Single Disk Drive 2 456,92 GB Unlacked [ ENCRYPTION KEY MAMAGEMENT ]
Singls Disk: Diive 5 455,98 GB Unlocked [ ENCRYPTION KEY MANAGEMENT |
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4.5 iSCSI

The NAS supports built-in iSCSI (Internet Small Computer System Interface) service for server
clustering and virtualized environments.

iSCSI Configuration

The NAS supports built-in iISCSI service. To use this function, follow the steps below:

1.

2
3.
4

Install an iSCSI initiator on your computer (Windows PC, Mac, or Linux).
Enable iISCSI Target Service on the NAS and create a new iSCSI target.
Run the iSCSI initiator and connect to the iISCSI target (NAS).

After successful logon, format the iISCSI target (disk volume). You can start to use the disk

volume on the NAS as a virtual drive on your computer.

In between the relationship of your computer and the storage device, your computer is called an
initiator because it initiates the connection to the device, which is called a target.

Note: It is suggested NOT to connect to the same iSCSI target with two different clients (iISCSI
initiators) at the same time, because this may lead to data damage or disk damage.
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The description below applies to non Intel-based NAS models running firmware prior to version 3.3.0
and Intel-based NAS models running firmware prior to version 3.2.0 only. If your NAS models are not

listed, please visit http://www.gnap.com for details.

Non Intel-based NAS TS-110, TS-112, TS-119, TS-119P+, TS-210, TS-212, TS-219P+, TS-
410, TS-412, TS-419P+, TS-410U, TS-419U, TS-412U, TS-419U+

Intel-based NAS SS-439 Pro, SS-839 Pro, TS-239 Pro 11+, TS-439 Pro II+, TS-259 Pro+,
TS-459U-RP/SP, TS-459U-RP+/SP+, TS-459 Pro+, TS-459 Pro II, TS-
559 Pro+, TS-559 Pro 1I, TS-659 Pro+, TS-659 Pro II, TS-859 Pro+,
TS-859U-RP, TS-859U-RP+, TS-809 Pro, TS-809U-RP

Follow the steps below to create iSCSI targets and LUN on the NAS.

A logical unit number (LUN) will be created for each iSCSI target you create. A maximum of 4 targets

and 4 LUNs can be created.

Under the tab 'iSCSI TARGET LIST’, click ‘Create New iSCSI Target'.

ome>> Disk Management> > iSCSI

iSCSI Configuration
| ssestrarser || 1scst TARGET LIST

iSCSI Target List

i Create New iSCSI Target

Enter the information required. Specify the target name. Specify the volume on which the iSCSI target
will be created on and the size of the target, also whether or not to pre-allocate the disk space.

Create New iSCSI Target

iSCSI Target Profile

Target Mame: ‘mytarget

iSCal Target IQM: ign.2004-04 com.gnapts-218iscsi.mytarget 8cddio

i5CSI Target LUN

[~ Allocate the disk space now@

Volume: [single Disk: Drive 1 [+ Free Size:913GB

Capacity. -~
CF
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Enter the CHAP authentication settings (optional) if your NAS is located on a public or untrusted

network. If you enter the user name and password settings under ‘*CHAP’ only, only the iSCSI target

authenticates the initiator. In other words, the initiators have to enter the user name password to

connect to the target.

Mutual CHAP: Turn on this option for two-way authentication between the iSCSI target and the initiator.

The target authenticates the initiator using the first set of user name and password. The initiator

authenticates the target using the *‘Mutual CHAP’ settings.

Field

User name limitation

Password limitation

Use CHAP
authentication

e The only valid characters are 0-9,
a-z, A-Z
e Maximum length: 256 characters

e The only valid characters are 0-9,
a-z, A-Z
e Maximum length: 12-16

characters
Mutual CHAP e The only valid characters are 0-9, | e The only valid characters are 0-9,
a-z, A-Z, : (colon), . (dot), and - a-z, A-Z, : (colon), . (dot), and -
(dash) (dash)
e Maximum length: 12-16 e Maximum length: 12-16
characters characters
Type
 Mone
~ CHAP
User Mame: (A~Z, a~z, 0~0)
Password (A~Z, a~z, 0~9)
Re-enter Password:
[~ Mutual CHAF
Initiatar Mame: | (A~Z, a~z, 0~3)
Password (A~Z, a~z, 0~1)
Re-enter Password:
CRC/Checksum (optional)
[~ DataDigest
[ HeaderDigest
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Upon successful creation the iISCSI target will be shown on the iSCSI Target List.

iSCSI Configuration

e

|- ISCSI TARGET | ISCSI TARGET LIST

iSCSI Target List

i Create New iSCSI Target

iqn.2004-04.com.qnap:ts-212:iscsi. mytarget.5cddoo 10.00 GB Offfine @

Select the option ‘Enable iSCSI Target Service’ under the tab 'iISCSI TARGET’ and click ‘Apply’. The
iSCSI target will become ready.

PORTAL MANAGEMENT | TARGET MANAGEMENT |

iSCSI Portal

.7 Enable iSCSI Targst Service |

[~ Enable iSNS

ISMNS Server IP:

APPLY
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iSCSI Quick Configuration Wizard

The description below applies to non Intel-based NAS models running firmware version 3.3.0 or later

and Intel-based NAS models running firmware version 3.2.0 or later only.

A maximum of 256 iSCSI targets and LUNs can be created. For example, if you create 100 targets on
the NAS, the maximum number of LUNs you can create is 156. Multiple LUNs can be created for each
target. However, the maximum number of concurrent connections to the iSCSI targets supported by

the NAS varies depending on your network infrastructure and the application performance. Too many
concurrent connections may slow down the performance of the NAS.

Follow the steps below to configure the iISCSI target service on the NAS.
1. Under the ‘Portal Management’ tab enable iSCSI target service. Apply the settings.

iSCSI !
| PORTAL MANAGEMENT || TARGET MAMNAGEMEMNT || ADYAMNCED ACL |

iSCSI Portal
Enable iSCSI Target Service
iISCSI Service Port |
[ Enahble isng
iSMS Server IP;

2. Next, go to the ‘Target Management’ tab and create iSCSI targets on the NAS. If you have not
created any iSCSI targets, the Quick Installation Wizard will show up and prompt you to create
iSCSI targets and LUN (Logical unit number). Click ‘OK".
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3. Select to create an iSCSI target with a mapped LUN, an iSCSI target only, or an iSCSI LUN only.
Click ‘Next'.

Quick Configuration Wizard

QNRAP iSCSI Quick Configuration Wizard

TURBD MNAS
['want to create

&~ jiscsl Target with a mapped LLIM

" iSCSl Target only
" iSCSILUN ohly

4. Create iSCSI target with a mapped LUN:
Click 'Next'.

iSCSI Quick Configuration Wizard

DNAR iSCSI Quick Configuration Wizard

TurRED NAS
Thig wizard will guide you through the following settings -
* Create an iSC S target.

* Create an iSCEI LUMN and map it to the target.

122



5. Enter the target name and target alias. You may check the options 'Data Digest' and/or 'Header

Digest' (optional). These are the parameters that the iSCSI initiator will be verified when it
attempts to connect to the iSCSI target.

iSCSI Quick Configuration Wizard

QNAP Create New iSCSI Target

TURBDO MAS

iISCEl Target Profile

Target Mame:  targetd

iISCEl Target ign.2004-04 com.gnap:ts-
o]t B09:iscsitarget01 Sa000f

TargetAlias:  target

CRCIChecksum (optional)
[T Data Digest
[T Hesader Digest

Step 2 of 6
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6. Enter the CHAP authentication settings. If you enter the user name and password settings under

‘Use CHAP authentication' only, only the iSCSI target authenticates the initiator, i.e. the initiators

have to enter the user name password settings here to access the target.

Mutual CHAP: Enable this option for two-way authentication between the iSCSI target and the initiator.

The target authenticates the initiator using the first set of user name and password. The initiator

authenticates the target using the 'Mutual CHAP' settings.

Field User name limitation Password limitation
Use CHAP e The only valid characters are 0- e The only valid characters are 0-9,
authentication 9,8z, A-Z a-z, A-Z

e Maximum length: 256 characters | ¢ Maximum length: 12-16
characters

Mutual CHAP

e The only valid characters are 0-9, ¢ The only valid characters are 0-9,

a-z, A-Z, : (colon), . (dot), and - a-z, A-Z, : (colon), . (dot), and -
(dash) (dash)

e Maximum length: 12-16 e Maximum length: 12-16
characters characters

iSCSI Quick Configuration Wizard

QNAP

TUuURBDO MNAS

Step 3of B

CHAP Authentication Settings

[ Usge CHAP authentication

User Marme: one2345
Passward: ssssssens
Re-enter Password: CLTETTITE

v Mutual CHAP
User Marne: ddr1 1111

Passwiord:

Re-enter Password;  eessssses
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7. Create an iSCSI LUN.

An iSCSI LUN is a logical volume mapped to the iSCSI target. Select one of the following modes to
allocate the disk space to the LUN:

e Thin Provisioning: Select this option to allocate the disk space in a flexible manner. You can
allocate the disk space to the target anytime regardless of the current storage capacity available
on the NAS. Over-allocation is allowed since the storage capacity of the NAS can be expanded by
online RAID capacity expansion.

e Instant Allocation: Select this option to allocate the disk space to the LUN instantly. This option
guarantees the disk space assigned to the LUN but may take more time to create the LUN.

Enter the LUN name and specify the LUN location (disk volume on the NAS). Enter the capacity for the
LUN. Click ‘Next'.

iSCSI Quick Configuration Wizard

(m[ == Create an iSCSI LUN

TUREBDO NMAS

LUM Allocation: & Thin-Provisioning ¢ Instant Allocation @
LUN Mame: 001 :

Capacity:

™
—
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8. Confirm the settings and click 'Next'.

iSCSI Quick Configuration Wizard

QNRAP Confirm Settings

TurREBO NAS
Target Name: targetl]

Target IGON: iqn.2004-04 com.gnapits-209iscsitarget0l. 3a0007
Target Alias: target

Data Digest: Yes

Header Digest: Yes

CHAP awthentication: Mo

CHAP Username: one2344a

Mutual CHAP awthentication: Yes

Mutual CHAP Username: ddri1111

LUN Allocation: Thin-Frovisioning
LUN Name: 001 ]

Hlephate BACK m " CANCEL

9. When the target and the LUN have been created, click ‘Finish’.

iSCSI Quick Configuration Wizard

QNAPR iSCSI Quick Configuration Wizard

TURBD NAS
Created successiullyl

You can perform advance settings at the "TARGET MAMNAGEMENT"
and "ADVARNCE ACL" page.
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10. The target and LUN are shown on the list under the ‘Target Management’ tab.

ISCS] Target List
01 {(Jgn.2004-04_com:ts-239iscsitargetd1.8chocoo) Ready
|— id:0- 001 (1.00 GB) Enahled

Total: 1 | Display

TR
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Create more LUN for a target

The description below applies to non Intel-based NAS models running firmware version 3.3.0 or later
and Intel-based NAS models running firmware version 3.2.0 or later only.

You can create multiple LUN for an iSCSI target. Follow the steps below to create more LUN for an
iSCSI target.

1. Click ‘Quick Configuration Wizard’ under ‘Target Management'.

iSCSI

Target Management

[ QUICK COMFIGURATION WIZARD | Quick Configuration Wizard will assist you to create an ISCSI target and LUR,

2. Select'iSCSI LUN only” and click ‘Next'.

Quick Configuration Wizard

QNRAP iSCSI Quick Configuration Wizard

TuRBD MNAS
|'want to create

T iscsl Targetwith a mapped LM

i30SI Target anly
@ i3CSILUN only
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3. Select the LUN allocation method. Enter the LUN name, select the LUN directory, and specify the
capacity for the LUN. Click ‘Next'.

iSCSI Quick Configuration Wizard

QNRAP

TUuREBDO NAS

Step 1 of 4

Create an iSCSI LUN

LUM Allocation: & Thin-Provisioning ¢ Instant Allocation @

LUM Mame: 002

LUM Location: |IshareIHDEl_DATA '~ | Free Sire: 281 6GA

Capacity: (3

J

- GH
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4. Select the target to map the LUN to. You can also select not to map the LUN for now.

iSCSI Quick Configuration Wizard

QNAP

TURBD NAS

Step 2 of 4

Map to Target (Optional)

Do not rmap it to a target for now.

o ign.2004-04 com.gnapits- E

a

[ allen
oy target
[ david

80%:iscsia.B3a000f

ign.2004-04 com.gnapits-
20%iscsiallen da0oof

ign.2004-04 com.gnap:ts-
809:iscsitarget01 Ga000f

ign.2004-04 com.gnapits-
808:iscsirrr. 8a000f

[]

BACK m CANCEL

5. Confirm the settings and click ‘Next'.

iSCSI Quick Configuration Wizard

QNRAP

TUREBDO MNAS

Step 3 of 4

Confirm Settings

LUN Allocation: Thin-Provisioning

LUN Name: 002

LUN Location: fshareiHDB_DATA

LUN Capacity: 1GB

Map to Target: ign.2003-04 com.gnap:ts-309:iscsitargetd] 2a0007

. BACK NEXT CANCEL
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6. When the LUN has been created, click ‘Finish’ to exit the wizard.

iSCSI Quick Configuration Wizard

l:lNFlF' Created successillyl
i You can perform advance settings atthe "TARGET MAMNAGEMENT"
TURBD NAS and "ADWVANCE ACL" page.

Step 4 of 4 FINISH

7. The LUNs created can be mapped to and unmapped from the iSCSI target anytime. You can also

unmap the LUN from a target and map it to another target.

Target Management

[ QUICK CONFIGURATION WIZARD ] Quick Configuration Wizard will a5sist vou to create an ISCSI target and LUN,

IS5l Target List
01 (ign.2004-04.com:ts-239:scsi.targetd 1.8chcsic) Ready
a 02 {iqn.2004-04.comis-239iscsitargetd?. Bchooo) Ready

Total: 2 | Display entries per page. I 4

Un-tapped iSCS! LLUIN List
0 ooz 1GB (4)(2)

003 1 GB [0%] (4)(2)
Total: 2 | Display

entries per page. 4 4
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Item

Status

Description

iSCSI target

Ready The iSCSI target is ready but no initiator has
connected to it yet.
Connected The iSCSI target has been connected by an

initiator.

Disconnected

The iSCSI target has been disconnected

Offline The iSCSI target has been deactivated and
cannot be connected by the initiator.
LUN Enabled The LUN is active for connection and is visible
to authenticated initiators.
Disabled The LUN is inactive and is invisible to the

initiators.
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Button

Description

E

Deactivate a ready or connected target. Note that the connection from the initiators will

be removed.

Activate an offline target.

®|®

Modify the target settings: target alias, CHAP information, and checksum settings.
Modify the LUN settings: LUN allocation, name, disk volume directory, etc.

Delete an iSCSI target. All the connections will be removed.

Disable an LUN. All the connections will be removed.

Enable an LUN.

CHERSHE

Unmap the LUN from the target. Note that you must disable the LUN first before
unmapping the LUN. When you click this button, the LUN will be moved to ‘Un-Mapped
iSCSI LUN List'.

®)

Map the LUN to an iSCSI target. This option is only available on the ‘Un-Mapped iSCSI
LUN List".

View the connection status of an iSCSI target.
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Switch the mapping of LUN

The description below applies to non Intel-based NAS models running firmware version 3.3.0 or later
and Intel-based NAS models running firmware version 3.2.0 or later only.

Follow the steps below to switch the mapping of an LUN.

1. Select an LUN to unmap from an iSCSI target and click (Disable).

ISCS] Target List

E] 01 (ign.2004-04.com:ts-230:iscsitargeti1.8chehc) Reaty (@)%
L ig0- 001 (1.00 GB) Enahled

2. Next, click @ (Unmap) to unmap the LUN. The LUN will appear on the Un-Mapped iSCSI LUN List.

Click @ (Map) to map the LUN to another target.

iISCSl Target List

01 {ign.2004-04_comis-23iscsitarget01.8chebe) Ready
L iw0- 001 (1.00 68y Disabled @@
02 (iqn.2004-04.comits-23%iiscsitarget02.8cheoe) Ready MEE

Total: 2 | Display entries per page.

n-Mapped iSCS! LURM List
0 ooz 168 (#)(@)
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3. Select the target to map the LUN to and click ‘Apply’.

Map LUN to Target - 001

(o allen iqn.2004-04 com.gnapts-809:iscsi.allen.8a00of E

o david ign.2004-04 com.gnap:ts-808:iscsi.rrr.8a000f

[ target iqn.2004-04 com.gnapts-809iscsitargetdl . Sa000f

S

APPLY CANCEL

4. The LUN is mapped to the target.

ISCSI Target List

E] 01 (ign.2004-04.com:ts-238:iscsitarget01.8chebe)

|— id:0- 002 (1.00 GB)

Ready

Enahled

After creating the iSCSI targets and LUN on the NAS, you can use the iSCSI initiator installed on your

computer (Windows PC, Mac, or Linux) to connect to the iISCSI targets and LUN and use the disk

volumes as the virtual drives on your computer.
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Connect to the iSCSI targets by Microsoft iSCSI initiator on Windows

Before you start to use the iISCSI target service, make sure you have created an iSCSI target with a
LUN on the NAS and installed the correct iSCSI initiator for your OS.

iSCSI initiator on Windows

Microsoft iISCSI Software Initiator v2.07 is an official application for Windows OS 2003, XP, and 2000 to
allow users to implement an external iSCSI storage array over the network. If you are using Windows
Vista or Windows Server 2008, Microsoft iSCSI Software Initiator is included. For more information and
the download location, visit:
http://www.microsoft.com/downloads/details.aspx?familyid=12cb3c1a-15d6-4585-b385-
befd1319f825&displaylang=en

Start iISCSI initiator from ‘Control Panel’ > ‘Administrative Tools’. Under the ‘Discovery’ tab click ‘Add
Portal’. Enter the NAS IP and the port number for the iISCSI service.

- =
=1:| Discover Target Portal s X

Enter the IP address or DNS name and port number of the portal vou
want to add.

To change the default settings of the discovery of the target portal, dick
the Advanced button,

| 1P address or DNS name: Port: (Default is 3260.)
o |192.168.0.10 3260
Advanced, .. [ Ok | [ Cancel
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The available iISCSI targets and their status will then be shown under the ‘Targets’ tab. Select the target
you wish to connect then click ‘Connect’.

Initi y

Targets | Discovery | Favorite Targets | Volumes and Devices | RADIUS | Configuration |
Quick Cornect
To discover and log on to a target using a basic cornection, type the IP address or
DNS name of the target and then dick Quick Conmect.

Target: Queck Coninect. ,. i
Discovered targets

MName Status

igri. 2004-04. com:NAS:iSCSL lun 1.B927AD Conrected

igm. 2004-04. com:NAS:SCSL. mytarget. 892740 Inactive

To connect using advanced options, select a target and then |
dick Connect.

To completely disconnect a target, select the target and Eigconnact:
then dids Disconnect.

For target properties, induding configuration of sessions, Properties.
select the target and dick Properties. _

For configuration of devices assodated with a target, select
the target and then dick Devices. _
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You may click ‘Advanced’ to specify the logon information if you have configured the authentication
otherwise simply click ‘OK’ to continue.

Target name:

igm..200 ccom:MAS:HSCSI.mytarget.B927AD
Add this connection to the list of Favarite Targets.
This will make the system automatically attempt to restore the
connection every time this computer restarts,

["] Enable multi-path

]

Upon successful logon, the status of the target now shows ‘Connected’.

r.

Mame Status
igr. 2004-04, com:MAS:SCSLLIun1.B927AD Connected
ign. 2004-04, com:MAS:SCSL.mytarget. B9 27AD w
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After the target has been connected Windows will detect its presence and treat it as if there was a new
hard disk drive has been added which needs to be initialized and formatted before we can use it. Right-
click *‘My Computer’ > ‘Manage’ to open the ‘Computer Management’ window then go to ‘Disk
Management’ and a window should pop-up automatically asking whether you want to initialize the newly
found hard drive. Click ‘OK’ then format this drive as normally you would when adding a new disk.

v
i Computer Management .

File Achion View Help
k4 4] & &g

4 Computer Management (Local

=]
=]
m

File Systerm | Status

Fl System Tools Bazic MNTF5 Healthy [Systern, Boot, Page File, Active, C
Task Scheduler Basic MNTF5 Healthy [Primary Partition
Event Viewer Basic MIFS Healthy (Logical Drove
i Shared Falders asic  MTFS Healthy (Primary Partition
B Local Users and Grouj

You must initialize a disk before Logical Disk Manager can access it.
Select disks:
{[w]: Dishe 3

£= Disk Management

ServicecEnd Applcation:

Lize the following partition shyle forthe selected disks:

@ MBR (Master Boot Recond)
) GPT GUID Partition Table)

MNote: The GPT pariition style is not recognized by all previous versions of
Windows. it is recommended for diske lamgerthan 2TE, or disks used on
kanium-based computers.

[ ok ||l canca
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After disk initialization and formatting, the new drive is attached to your PC. You can now use this iSCSI
target as a regular disk partition.

File Action \iew Help

e | EHERX S q

&/ Computer Management (Local
4 [[} System Tools
+ () Task Scheduler
b @ EventViewer
» @i Shared Folders
p & Local Users and Groups
b (% Peformance
i=p Device Manager
4 U8 Storage
= Disk Management
» D Services and Applications

Volume I Layout | Type | File Systuml Status
= (C) Simple Basic NTF5 Healthy (System, Boot, Page File, Activ
Ca 230G-0 (Dx) Simple Basic NTFS Healthy (Primary Partition]
i 250G-1 (E:) Simple Basic MNTFS Healthy (Logical Dirnee)

ISCS LUNT (G Simple Basic MNTFS He i
= o My i5C5I Target (F:) Simple Basic NTF5 Healthy (Frimary Partition

Fif k

L4Disk 0 ]

Basic 2530G-0 (0x) 250G-1 (E)

23289 GB 50.00 GB MTFS 182.88 GB NTFS

Online Healthy (Primary Partition’ J | Healthy [Logical Drive)

iDisk 1 S —
Basic (C:)

465.76 GE 465.76 GB NTFS

Online Healthy (Systern, Boot, Page File, Active, Crash Dump, Primary
C4Disk 2 = |
Basic ISCSI_LUNIL (G:)

2048.00 GB 204800 GB NTFS

Online Healthy (Primary Partition)

Basic My iSCSI Target (F) 77

10.00 GB 10,00 GE NTFS A

Online

Healthy (Primary Partition)

B Unallocated [l Primary partition | Edended partition [ Free space [} Logical drive
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Connect to the iSCSI targets by Xtend SAN iSCSI Initiator on Mac OS

This section shows you how to use Xtend SAN iSCSI Initiator on Mac OS to add the iSCSI target (QNAP
NAS) as an extra partition. Before you start to use the iISCSI target service, make sure you have
created an iSCSI target with a LUN on the NAS and installed the correct iSCSI initiator for your OS.

About Xtend SAN iSCSI initiator

ATTO's Xtend SAN iSCSI Initiator for Mac OS X allows Mac users to utilize and benefit from iSCSI. It is
compatible with Mac OS X 10.4.x to 10.6.x. For more information, please visit:
http://www.attotech.com/products/product.php?sku=INIT-MACO0-001

After installing Xtend SAN iSCSI initiator, you can find it in 'Applications'.

eno | Coxendsan =)
== (o) -

=

¥ DEVICES : & Uninstaller »
i) Macintosh HD (3 iwork 09 S (=5 xrend san
£ iDisk @ jDownloader - Xtend_SAN.. tallLog.log
& S » I}l = Komodo Edit
= T = & mail

¥ SHARED i@ Microsoft Messenger
B 7217218 & || 8 Movist
= 172.17.22.93 A |} & Nally
' (AFPIL ! Notes
& samea) (&l Paragon NTFS for Mac OS X » Name Xtend SAN
B saMBA)L B Photo Booth Kind Apglication
2 % Preview Size 1.9 MB on disk
I 0000(5AMBA) (2) @ QuickTime Player Created 5/31/10 12:24 PM
[ 2593270K(AFF) @ safari Modified 5/31/10 12:24 PM
[V B screenflow Last opened Today 3:10 PM

version 3.25

¥ PLACES ) skype eyl
B Desktop . Stickies (_More info... )
fﬁ” @ Stuffic >

[ ations |1 St

£ Applications E Teamer
[ Documents  TextEdit
Dropbox @ Time Machine

¥ SEARCH FOR (8 uriticies g I
() Today + Y vMware Fusion =
T " v | [ Xtend SAN L 1l i

141


http://www.attotech.com/products/product.php?sku=INIT-MAC0-001

Click the 'Discover Targets' tab, you can either choose 'Discover by DNS/IP' or 'Discover by iSNS'

according to the network topology. In this example, we will use the IP address to discover the iSCSI
targets.

B

Hosts

! Initiator - Discaver Targets-|

(_ Discover by DNS/IP )  (_ Discover by iSNS )

Discovered Targets

( Add ) ( Clear )
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Follow the screen instructions and enter the server address, iSCSI target port number (default: 3260),

and CHAP information (if applicable). Click 'Finish' to retrieve the target list after all the data have been
entered correctly.

| Initamr
Discover Targets
Configure the static discovery. 2
Address:  10.8.12.111 -
Part: |3260
-CHAP
Target User Name: james
& Target Secret: quuuuu ]
Mutual Authentication: .l
Initiator User Name:
Initiator Secret:
(CFinish=)  ( Cancel )
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and click 'Add'.

All the available iISCSI targets on the NAS will be shown. Select the target you would like to connect

[ Initiator ~ Discover Targets-|

( Discover by DNS/IP ) [ Discover by iSNS )
- Discavered Targets

ign.2004-04 com.qnap:ts-439proiiiscsi forvista.be2 312
ign.2004-04.com.qnap:ts-439proiiiscsi.vdd.be23f2
ign.2004-04.com.qnap:ts-439proiiiscsi.formac.be2 32

{ Add )} [ Clear)
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You can configure the connection properties of the selected iISCSI target in the 'Setup' tab.

| : . ] Al I Mac initiator-
Hosts . |-Setup Status  LUNs |
| v B JW-MacBook-Pro.local
[=8iqn.2004-04.com.qnap ts- Name: ign.2004-04.com.qnap:ts-439proiiiscsi.formac.be2 32
Alias:
~Ports
Hetwark Node Visible Auto Login

( parameters ) ( Security ) ( Save ) ( Remove )

- ol
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Click the 'Status' tab, select the target to connect. Then click 'Login' to proceed.

!m | Setup ~Status- LUNs |

v T JW-MacBook-Pro.local
o FEFETETITIETE  Name  ign.2004-04.com.gnap 1s-439proiiiscsi.formac be23f2

Alias:

Pors
Herwork Node Sratus Auto Logn

{I.oyn) . Logout | [ Parameters )
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The first time you logon to the iSCSI target, a popup message will be shown to remind you the disk is
not initialized. Click 'Initialize...' to format the disk. You can also open the 'Disk Utilities' application to do
the initialization.

Disk Insertion
The disk you inserted was not readable by this computer.

[ Initialize... ) { wnore ) (Eect)

You can now use the iSCSI target as an external drive on your Mac.

B 55 D ¢ FT 4 == (S} (Charged) ]

MyisC511
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Connect to the iSCSI targets by Open-iSCSI Initiator on Ubuntu Linux

This section shows you how to use Linux Open-iSCSI Initiator on Ubuntu to add the iSCSI target (QNAP
NAS) as an extra partition. Before you start to use the iSCSI target service, make sure you have
created an iSCSI target with a LUN on the NAS and installed the correct iSCSI initiator for your OS.

About Linux Open-iSCSI Initiator

The Linux Open-iSCSI Initiator is a built-in package in Ubuntu 8.04 LTS (or later). You can connect to
an iSCSI volume at a shell prompt with just a few commands. More information about Ubuntu is
available at http://www.ubuntu.com and for information and download location of Open-iSCSI, please
visit: http://www.open-iscsi.org

Before you start
Install the open-iscsi package. The package is also known as the Linux Open-iSCSI Initiator.

# sudo apt-get install open-iscsi

Now follow the steps below to connect to an iSCSI target (QNAP NAS) with Linux Open-iSCSI Initiator.
You may need to modify the iscsid.conf for CHAP logon information, such as node.session.auth.
username & node.session.auth.password.

# vi /etc/iscsi/iscsid.conf

Save and close the file, then restart the open-iscsi service.
# /etc/init.d/open-iscsi restart

Discover the iSCSI targets on a specific host (the QNAP NAS in this example), for example, 10.8.12.31
with default port 3260.
# iscsiadm -m discovery -t sendtargets -p 10.8.12.31:3260

Check the available iSCSI node(s) to connect.
# iscsiadm -m node

** You can delete the node(s) you don’t want to connect to when the service is on with the following
command:
# iscsiadm -m node --op delete --targethame THE_TARGET_IQN

Restart open-iscsi to login all the available nodes.
# /etc/init.d/open-iscsi restart

You should be able to see the login message as below: Login session [iface: default, target: ign.2004-
04.com:NAS:iSCSI.ForUbuntu.B9281B, portal: 10.8.12.31,3260] [ OK ]

Check the device status with dmesg.

# dmesg | tail

Enter the following command to create a partition, /dev/sdb is the device name.
# fdisk /dev/sdb
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Format the partition.

Mount the file system.

You can test the I/O speed using the following command.

Below are some ‘iscsiadm’ related commands.
Discover the targets on the host:

Login a target:

Logout a target:

Delete a Target:
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ADVANCED ACL

The description below applies to non Intel-based NAS models running firmware version 3.3.0 or later
and Intel-based NAS models running firmware version 3.2.0 or later only.

You can create LUN masking policy to configure the permission of the iSCSI initiators which attempt to
access the LUN mapped to the iSCSI targets on the NAS. To use this feature, click ‘Add a Policy’ under
‘ADVANCED ACL'.

iSCSI

LUN Masking

& connected ISCSI initiator is authenticated by Target ACL and LUM Masking in order to access the iISCSI LUNs mapped to
the iSCSI targets on the MAS, (For detailed instructions, please click here)

LUM Masking Policy List & Add a Palicy
Default Palicy

@ Delete | Total: 1 | Display

entries per page.
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Enter the policy name, the initiator IQN, and assign the access right for each LUN created on the NAS.
e Read-only: The connected initiator can only read the data from the LUN.

e Read/Write: The connected initiator has read and write access right to the LUN.

e Deny Access: The LUN is invisible to the connected initiator.

Add a Policy an

Define the LUK Masking policy for the initiator you input below.

Folicy Mame: reinb
Initiator 1GR: ign.1991-05.com.microsoftraink
oo O I -
001 s & -~
oz 'S = r‘
abh [ o ~
[

APPLY
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If no LUN masking policy is specified for a connected iSCSI initiator, the default policy will be applied.
The system default policy allows read and write access from all the connected iSCSI initiators. You can

click (Edit) on the LUN masking list to edit the default policy.

Note: Make sure you have created at least one LUN on the NAS before editing the default LUN policy.

LUN Masking

A connected ISCSI initiator is authenticated by Target ACL and LUM Masking in order to access the iISCSI LUNs mapped to the
ISCSI targets on the NAS. (For detailed instructions, please click here)

LUMN Masking Palicy List 3 &dd a3 Palicy

Default Policy
Tatal: 1 | Display |

entries per page.
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Hint: How do I find the initiator IQN?
Start Microsoft iSCSI initiator and click 'General'. You can find the IQN of the initiator as shown below.

1SC51 Initiator, Properties r)_<|

General |Disu:u:u‘-.=ery | Targets | Persistent Targets | Bound Volumes/Devices |

The i5C5| protocaol uzes the following information to uniquely

- identify this initiator and authenticate targets.
Initiator Hode Mame: ign. 1397 -05. com. microzoft mercury-po
To rename the initiator node, chek Change. Change...

To authenticate targets using CHAP, click Secret to
zpecify a CHAP secret, Secret

To configure IPSec Tunnel Mode addreszes, click
Tunnel.

Tunnel

ok ]| Cancel | &pply
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4.6 Virtual Disk

You can use this function to add the iSCSI targets of other QNAP NAS or storage servers to the NAS as
the virtual disks for storage capacity expansion. The NAS supports maximum 8 virtual disks.

Virtual Disk 8

o Aadd Wirtual Disk

Mavirtual disk available.
@ Delate

To add a virtual disk to the NAS, make sure an iSCSI target has been created. Click ‘Add Virtual Disk’.

Virtual Disk (2

& Add Virtual Disk |

Mo virtual disk available.
& Delete
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Enter the target server IP and port number (default: 3260). Click ‘Get Remote Disk’. Select a target
from the target list. If authentication is required, enter the user name and the password. You may
select the options 'Data Digest' and/or 'Header Digest' (optional). These are the parameters that the
iSCSI initiator will be verified when it attempts to connect to the iISCSI target. Then, click ‘NEXT".

Add Virtual Disk

Add Virtual Disk

Target Server IPIMame: 10812111 . Port: 3260

[ GET REMOTE DISK ]

Target Mame: Hign.2004-04 com.gnapts-439praiiiscsi 001 be23fi w

Initiator (Mg . 2004-04 com.gnap T5-119.AMAPAlIRx

[] Authentication CRCIChecksum (optional)
User Mame: [] Data Digest
Passwaord: . Header Digest
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Enter a name for the virtual disk. If the target is mapped with multiple LUNs, select a LUN from the list.
Make sure only this NAS can connect to the LUN. The NAS supports mounting EXT3, EXT4, FAT32, NTFS,
HFS+ file systems. If the file system of the LUN is ‘Unknown’, select ‘Format virtual disk now’ and the
file system. You can format the virtual disk as EXT3, EXT4, FAT 32, NTFS, or HFS+. By selecting ‘Format
virtual disk now’, the data on the LUN will be removed.

Add Virtual Disk

Configure Virtual Disk

Yirtual Disk Mame: MirtualDis ki
LM List: LMD ~  File System: ext3

Mlote: Make sure anly this MAS can connect to the selected LM,
[ Formatwirtual disk now

File System CEXT
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Click ‘FINISH’ to exit the wizard.

Add Virtual Disk 2

Setup complete

Avittual disk has been created successfully.

Virtual Disk Marme: YirtualDiski

File System ext3

Total Size 1023 MB

Free Size 943 MB

Status Feady

LLIM Serial Mumber: hbYfebce-c8hA-4935-99a0-0d033cfa25he

Step 3 of 3 .FII;II.S.I-I

The storage capacity of your NAS has been expanded by the virtual disk. You can go to ‘Access Right
Management’ > ‘Share Folders’ to create new share folders on the virtual disk.

Virtual Disk 2
l_-----

....... 10.8.12.111

{iqn.2004-04.com.qnapts- Connected
"""" 439proiiiiscsi.001.be2312)
L virtuaipiske ext3 1023 MB 943MB  Ready FEEE

Mote: Create & share falder far the virtual disks.
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Icon

Description

(Edit)

To edit a virtual disk name or the authentication information of an iSCSI
target.

(Connect)

To connect to an iSCSI target.

@ (Disconnect)

To disconnect an iSCSI target.

(Format)

To format a virtual disk as EXT3, EXT 4, FAT 32, NTFS, or HFS+ file system.

@ (Delete)

To delete a virtual disk or an iSCSI target.
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5. Access Right Management

The files on the NAS can be shared among multiple users. For easier management and better control of
users’ access right, you have to organize the users, user groups, and their access right control.
Users[158

User Groups[173

Share Folders[178

Quotalod

5.1 Users

The NAS has created the following users by default:

e admin
By default, the administrator 'admin' has access right to the system administration and cannot be
deleted.

e guest
This is a built-in user and will not be displayed on the 'User Management' page. A guest does not
belong to any user group. The login password is 'guest'.

e anonymous
This is a built-in user and will not be shown on the 'User Management' page. When you connect to the
server by FTP, you can use this name to login.

The number of users you can create on the NAS varies according to the NAS models. If your NAS
models are not listed, please visit http://www.gnap.com for details.

Maximum number of NAS models

users

1,024 TS-110, TS-210

2,048 TS-112, TS-119, TS-119P+, TS-212, TS-219P+, TS-410, TS-239 Pro

I+, TS-259 Pro+

4,096 TS-412, TS-419P+, TS-410U, TS-419U, TS-412U, TS-419U+, SS-439
Pro, SS-839 Pro, TS-439 Pro II+, TS-459U-RP/SP, TS-459U-RP+/SP+,
TS-459 Pro+, TS-459 Pro II, TS-559 Pro+, TS-559 Pro II, TS-659 Pro+,
TS-659 Pro II, TS-859 Pro+, TS-859U-RP, TS-859U-RP+, TS-809 Pro,
TS-809U-RP
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The following information is required to create a new user:
e User name
The user name must not exceed 32 characters. It is case-insensitive and supports double-byte
characters, such as Chinese, Japanese, and Korean. The invalid characters are listed below:
"INLT = e >

e Password
The password is case-sensitive and supports maximum 16 characters. It is recommended to use a

password of at least 6 characters.

== Access Right Management = Users Welcome admin | Logout English 'E
Users 2
Local Users v ; Q, [@ Create a Mew User ][ 3 Create Multiple Users ][ &3 Impart/Expart Users ]

admin PE@@

O 123 - LEEBE
O 456 -
O] messagebus =
O] alex =
] ivan -
O test -
O

icecast -
Total: 8 | Display 10 v '

entries per page.
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Create a User

To create a user on the NAS, click 'Create a New User'.

Users

‘Local Users v @ Q,: I@ Create a Mew User Ii@ Create Multiple Users ]i@ Import/Expart Users ]

Follow the instructions of the wizard to complete the details.

Add A New User W

DNAP Create a User

TurRBD NAS
Thig wizard guides you through the following settings:

User Information
Quota

ser Group

Ferzanal Share Folder
Privilege

Step 1 ofg

" CANCEL
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Create Multiple Users

To create multiple users on the NAS, click 'Create Multiple Users'.

Users

‘Local Ussrs w @ @,: [G} Create 3 MNew User ]l@ Create Multiple Users ][-6} Impart/Expart Users ]

Click 'Next'.

Multiple Users Creation Wizard

ONRAP Create Multiple Users

TurREDO NAS
Thig wizard helps you create multiple users.

Click NEXT to proceed.
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Enter the name prefix, e.g. test. Enter the start number for the user name, e.g. 0001 and the number
of users to be created, e.g. 10. The NAS creates ten users named test0001, test0002, test0003...
test0010. The password entered here is the same for all new users.

Multiple Users Creation Wizard

ONAPR Account Login Info

TuRBO NAS
User Hame Prefix : test
User Name Start No : (0001
Mumber of Users : A0
Password : snne
Verify Password : snuel

Mote: Far increased security, password should be at leastf
characters.
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Select to create a private network share for each user or not. The network share will be named after
the user name. If a network share of the same name has already existed, the NAS will not create the

folder.

Multiple Users Creation Wizard

DONAP Create Private Network Share

TURBDO MAS
Do wou swant to create a private netwark share far each user?

¥ivEs
MO

Mote:|fyvou select No, will direct the completion of the wizard, you
can later modify permissions management.

SR 'BACK m CANCEL
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Specify the folder settings.

Multiple Users Creation Wizard

ONAP Private Network Share Settings
TurBD NAS
Hide network drive OvES ® NO
Lock file {oplocks): ®ves O Mo
Disk Volume RAID 5 Diskvolume: Drive 123 »

shD s BACK m CANCEL

You can view the new users you have created in the last step. Click 'Finish' to exit the wizard.

Multiple Users Creation Wizard

QNAP Account Created Successfully

TURBDO MNAS
Cangratulations! You have created the fallowing accounts:

New Users:test01, test02, test03, testld, test0s, testls, testOT,
test0d, test04, test10

e 100%
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Check that the users have been created.

Home > Access Right Management = > Users Welcome admin | Logout Eru;if.}l
Users
LocalUsers v | (¥ Q. [ & Create a New User || @ Create Multiple Users || € Import/Export Users |
_-_
- admin F@@)
[l messagebus - 3@@.
O alex S
O wan .
O test -
O] icecast -
[ |testooos =
[ |testoooz =
[ |testoons -
[ |testonos -
[ |testooos -
[ |testonos =
O |testooo? =
[ |testonos =
[0 |testooos =2
[ |testonio =
Total: 16 | Display : et ik
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Check that the network shares have been created for the users.

= Access Right Management = Share Folders Welcome admin | Logout English _
Share Folders s
‘ SHARE FOLDERS | | IS0 SHARE FDLDEEE?m] ( FOLDER AGGREG;_f;_QN: Il ADVANCED DPTIEI:J?;...]

Shares a, [@ Mew Share Folder ]i 2 Restore Default Network Shares ]

[ testoood EBEEELE

[] testoooz 4KD 0 0 Mo

[] testooos 4KB 0 0 Mo (7)) (s (9] ) (¥

[0 testooos 4KD 0 0 Mo () () (s (9] ) ()

[] testooos 4KB 0 0 Mo

[] testooos 4KD 0 0 Mo

[ testooo? 4KD 0 0 Mo

[] testooos 4K 0 0 Mo ()3 (s (9] ()

[] testooos 4KB 0 0 Mo

[] testooio 4KB 0 0 Mo

Tatal: 20 | Displa antries per page. [ 4
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Import/Export Users

You can import users to or export users from the NAS with this function.

Note: The password rules (if applicable) will not be applied when importing the user list.

Export users

Follow the steps below to export users from the NAS:

1. Click 'Import/Export Users'.

Home = Access Right Management == Users Welcome admin | Logout Eniglish
Users L
Local Users (s @ Q. | & Create a New User || Create Multiple Users | € Import/Export Users ]l

P@@@

[ messagehus i ﬁ@@.
O alex -
[ ivan &
=

icecast B
Total: 5 | Display + e- %

2. Select the option 'Export user and user group settings'.
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3. Click 'NEXT' to download and save the account setting file (*.bin). The file can be imported to
another NAS for account setup.

Import/Export Users

OQNAP Import/Export Users

TurRBDO MAS

Olmpnrt userand user group settings

You can impaort muoltiple users and their settings to the MNAS from
a TAT, C5Y, or BIM file {settings from another MAS)Y. For detailed
instructions, please refer to the anline help.

Cwverwrite duplicate users

I Browsze..

{3 Export user and group account settings

Step 1 of3

Note that the quota settings can be exported only when the quota function is enabled in 'Access Right
Management' > 'Quota’.
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Import users

Before you import users to the NAS, make sure you have backed up the users settings by exporting the
users. Follow the steps below to import users to the NAS:

1. Click 'Import/Export Users'.

Home > Access Right Management == Users YWelcome admin | Logout
Users =
- Local Users v Q,: i@ Create a Mew Usar ][@ Create Multiple Users l@ Import/Export Lsers ]l

DEOE

i bpessasdie - LERE
O alex 2
O wan -
[ | icecast -

entries per page.

& Delete | Total: 5 | Display 2

2. Select 'Import user and user group settings'. Select the option 'Overwrite duplicate users' to
overwrite existing users on the NAS.

Import/Export Users

(m[ == Import/Export Users

TURBDO NAS
@Impurt uzerand user group settings

You can import multiple users and their settings to the HNAS from
a THT, CEY, ar BIM file (settings from another MAS). For detailed
instructions, please refer ta the anline help.

L] cverwrite duplicate users

IC:'I.Dl:u:uments and Se| Browse..|

i Export user and group account seftings
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3. Click 'Browse' and select the file (*.txt, *.csv, *.bin) which contains the users information. Click
'NEXT' to import the users.

4. A list of imported users will be displayed. Any users with abnormal status, highlighted in red, will be
skipped. Note that this step will not be shown if you import users by a BIN file.

Import/Export Users

Irmport User Presiem:
User Name  Password Ouota Group Name  Status
test test 2000 test Cannot create a user. The user account already exists
userdl userl] 2000 test Create a Mew User Group
userd? userl? 2000 test Create a Mew User Group
userd3 userd3 ﬁjrﬂit test Create a Bew Liser Group
userld4 userl4 2000 test Create a Mew User Group
userls userls 2000 test Create a Mew User Group
& il ] B

5. Click 'NEXT' to create the user accounts.
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6. Click 'Finish' after the users have been created.

Import/Export Users

OQNARP Import/Export Users

TURBEBDO MAS

Step 3of3

The uzer account has been created,

e

7. The imported user accounts will be shown.

Users

Local Users l\;? @,: [@ Create a Mew Lser ][@ Create Multiple Users "@ Irnport/Export Users ]

O
Ll
O
L4
L
L
¥
O
O
L

& Delete | Total: 11 | Display

admin
messagebus
alex

iwan

icecast

test

ugerdl
userd2
ugerdl
userdd

userls

entries per page,

PE@E@
GIEEEY
PE@E
GIEEEY
PE@E
@@
PE@E
GJEIEYEY
PE@E
GJIEEE)

PE@E

@
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The NAS supports importing user accounts from TXT, CSV or BIN files. To create a list of user accounts
with these file types, follow the steps below.

TXT
1. Open a new file with a text editor.
2. Enter a user's information in the following order and separate them by ',': Username, Password,
Quota (MB), Group Name
3. Go to the next line and repeat the previous step to create another user account. Each line indicates
one user's information.
4. Save the file in UTF-8 encoding if it contains double-byte characters.

An example is shown as below. Note that if the quota is left empty, the user will have no limit in using
the disk space of the NAS.

I Untitled - Notepad
File Edit Farmak Yiew Help

test test, 2000 test
user0l,user01,2000,test

LserD2, user02, 2000 test
userl? user0s, test
userld yser0d, 2000 test
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CSV (Excel)
1. Open a new file with Excel.
2. Enter a user's information in the same row in the following order:
Column A: Username
Column B: Password
Column C: Quota(MB)
Column D: Group name

3. Go to the next row and repeat the previous step to create another user account. Each row indicates
one user's information. Save the file in CSV format.

4. Open the CSV file with Notepad and save it in UTF-8 encoding if it contains double-byte characters.

An example is shown as below:

A | B | c .-
test test 2000 test
usert] uzert] 2000 teat
userz usert)z 2000 test
user3 usert)3 test
usertd uzerCd 2000 teat
users userto 2000 test

L I S O O

BIN (Exported from the NAS)
The BIN file is exported from a QNAP NAS. It contains information including user name, password,

quota, and user group. The quota setting can be exported only when the quota function is enabled in
'Access Right Management' > 'Quota’.
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5.2 User Groups

A user group is a collection of users with the same access right to the files or folders. The NAS has
created the following user groups by default:
e administrators
All the members in this group have the administration right of the NAS. You cannot delete this
group.
e everyone
All the registered users belong to everyone group. You cannot delete this group.

The number of user groups you can create on the NAS varies according to the NAS models. If your NAS
models are not listed, please visit http://www.gnap.com for details.

Maximum number of user NAS models

groups

128 TS-110, TS-210

256 TS-112, TS-119, TS-119P+, TS-212, TS-219P+, TS-410, TS-239 Pro
I+, TS-259 Pro+

512 TS-412, TS-419P+, TS-410U, TS-419U, TS-412U, TS-419U+, SS-439

Pro, SS-839 Pro, TS-439 Pro 11+, TS-459U-RP/SP, TS-459U-RP+/
SP+, TS-459 Pro+, TS-459 Pro II, TS-559 Pro+, TS-559 Pro II, TS-
659 Pro+, TS-659 Pro 1I, TS-859 Pro+, TS-859U-RP, TS-859U-RP+,
TS-809 Pro, TS-809U-RP

A group name must not exceed 256 characters. It is case-insensitive and supports double-byte
characters, such as Chinese, Japanese, and Korean, except the following ones:
u/\[]:;|=,+*?<>\|

User Groups

‘Local Groups v Q, [{} Create a User Group ]
administrators
everyane

[ test
Tatal: 3 | =
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5.3 Share Folders

Share Folders

You can create different network share folders for various types of files, and assign different access
rights to the users or user groups.

The number of share folders you can create on the NAS varies according to the NAS models. If your
NAS models are not listed, please visit http://www.qgnap.com for details.

Maximum number of share NAS models
folders
256 TS-110, TS-210, TS-112, TS-119, TS-119P+, TS-212, TS-219P+,

TS-410, TS-239 Pro II+, TS-259 Pro+

512 TS-412, TS-419P+, TS-410U, TS-419U, TS-412U, TS-419U+, SS-
439 Pro, SS-839 Pro, TS-439 Pro 11+, TS-459U-RP/SP, TS-459U-
RP+/SP+, TS-459 Pro+, TS-459 Pro II, TS-559 Pro+, TS-559 Pro
11, TS-659 Pro+, TS-659 Pro II, TS-859 Pro+, TS-859U-RP, TS-
859U-RP+, TS-809 Pro, TS-809U-RP

On the share folder list, you can view the current data size, number of sub-folders and files created in
the network share, and the folder status (hidden or not).

Home > Access Right Management > Share Folders Welcome admin | Logout

Share Folders (?

| SHARE FOLDERS | | IS0 SHARE FOLDERS | | FOLDER. AGGREGATION | | ADVANCED OPTIONS |

Shares?

[O‘ Mew Share Folder "{3‘ Restore Default Metwork Shares ]

ﬂ“ﬂﬂﬂﬁﬁ
Denpt a0 KB ...@@.

Download 400.2 MB 7 8 Mo (2)(3) (v (@) (=) Q)

Multimedia 12.84 6B BS 578 Mo (2)(2) (ves) () (1) Q)
Metwark Recycle Bin 1 12013 MB 22 7 Mo ()2 (vs) (@) =) Q)
Public 76.55 B 318 1650 Mo (2)(2) (ves) () ) )
Recordings 33 KB 19 2 Mo (2) () (vs) (@) (=) @)
Ush 28 KB 1 2 Mo ()2 (ves) () () ()
Weh 236.48 MB 263 2108 Mo ()2 (vs) (@) =) [
O asa 4KB s 0 Mo ZaneEE
Pl | wvan 47MB 0 1 Mo (2) () (vs) (@) (=) [R)

Tatal: 12 | Display -

ntries per page.
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To create a share folder, click 'New Share Folder'.

Shares

l-&’} Mew Share Folder l-@ Festore Default Metwark Shares ]

Downlaad 2056 M () () (v (@) ()

Multimedia 19.87 GB 345 3994 Mo (2)(3) ) (@)

Network Recycle Bin 1 13.45 KB 4 2 Mo
Public 549 GB 1446 16458 Mo (2] (23 (ves () ()
Recordings 26 45 KB 19 2 Mo (22) (23 (hes) (8 ()
Ush 13.45 KB 1 2 No (Z)[@)w) (@)
ek 21.06 MB 86 1076 Mo (2) () (s () [

O root 170,08 GB 3973 64813 Mo ..@..

Taotal: 8 | Display 1 entries per page. I [
Click 'Next'.

Create A Share Folder G

QNAP Create a Share Folder

TURBD MAS

This wwizard guides you through the following settings:

® Share Folder Settings
* Privilege

To continue, click Mext. To exit, click Cancel.

Step 1 of 7 U nexr B cANCEL
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Enter the share folder settings.

Folder name: Enter the share folder name. The share folder name does not support" /\[]1:; | =,
+ X2 <>

Hide Folder: Select to hide the folder or not in Microsoft Networking. When a folder is hidden, you
have to enter the complete directory \\NAS_IP\folder_name to access the folder.

Lock file (oplocks): Opportunistic locking is a Windows mechanism for the client to place an
opportunistic lock (oplock) on a file residing on a server in order to cache the data locally for
improved performance. Oplocks is enabled by default for everyday usage. For networks that require
multiple users concurrently accessing the same file such as a database, oplocks should be disabled.
Path: Specify the path of the folder or select to let the NAS specify the path automatically.
Description: Enter an optional description of the folder.

Create A Share Folder

QNAP Share Folder Settings

rurEn NAS
Folder Name:; test @
Disk Yolume: Mirroring Disk Wolume: Drive 1 2w
Hide Folder: Oves@ng @
Lock file (oplocks): ® ves O Mo
Path: @'Speciﬁr path automatically

OEnterpath rmanually

Description:

Step 2 of 7 “gack @ NexT B CANCEL
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Select the way you want to specify the access right to the folder and specify the guest access right.

Create A Share Folder [ ]
aNnAp Brivilage

TUuURBDO MNAS
You can select ane ofthe following methads to configure the user
access right to the netwoaork share folder:

O Full access (Grant full access right for everyone)
* By User

(O By User Group

O Cnly the system administrator (admin) has full access. General
users have Read Onby access.

Guest Access Right
® Deny Access O Read anly O Readiwrite

Step 3 aof ¥
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If you select to specify the access right by user or user group, you can select to grant read only, read/
write, or deny access to the users or user groups.

Create A Share Folder A

Access Control (By User)

@, Total: 7 4!l 4
User Hame | Read onhs | ReadMyTite | Deny Access
admin F ]
test O ]
userd ] F ]
userd2 F O
userd3 Fl ]
userl4 F O
userds ] F bl

Step 4 of 7 “Back @ wexr W cANcEL
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Confirm the settings and click 'Next'.

Create A Share Folder ]

(Bl =] = Confirm Settings

TUREBDO NAS
Folder Hame: test
Hide Folder: Mo
Lock file {oplocks): Tes
Path: Mirraring Disk Volume: Drive 1 2 ftest
Description:
Access right: By Lser
Access UserUser Group: admin, test, user02, user03, userdd,
userls ..

Step & of 7 BacK W NEXT [ CANCEL
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Click 'Finish' to complete the setup.

Create A Share Folder (]

QNRAP Setup complete

TURBDO MAS
The new share folder has been created successfully.
Click FINISH to exit.
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To delete a share folder, select the folder checkbox and click 'Delete’. You can select the option 'Also
delete the data in these folder(s)' to delete the folder and the files in it. If you select not to delete the
folder data, the data will be retained in the NAS. You can create a folder of the same name again to
access the data.

Share Folders @

| SHARE FOLDERS ‘ | ISO SHARE FOLDERS (| FOLDER. AGGREGATION | | ADYANCED OPTIONS |

[G‘ Mew: Share Folder “O Restore Default Metwork Shares i

O All the selected share falder(s) will be removed. Are | 2 ° BEIROEIE
e B No EHEGOLIS

[ aiso delete the data in these falder(s). Y . @aneER

7w @EBEeEE

Public 26.55 GB 319 1850 Mo ()@@=
Recardings 88 KB 19 2 Mo ()3 ()@=

Ush 28 KB 4 2 Mo (&)@ ) (@)=

Web 236.48 MB 263 2108 Mo @) 2)® =R

aaa 4 KH g 0 Mo EEIRREIE

O ivan 47 MB 0 1 Mo ()@@=
Total 12 | Display ‘10 % entr :
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Icon

Description

(Folder property)

To edit the folder property. Specify to hide or shown the
folder, enable or disable oplocks, folder path, comment, and
enable or disable write-only access on FTP connection.

(Folder permissions)

Edit folder permissions and subfolders permissions.

(NFS access control)

Specify NFS access right to the network share. An asterisk

(*) means all connections.

@ (WebDAV access control)

Specify WebDAV access right to the folder.

(Microsoft Networking host access

control)

Enter the host names or IP addresses which are allowed to
connect to the folder via Microsoft Networking. Note that a
user still needs a correct login name and password to
access the folder via Microsoft Networking.

(Refresh)

Refresh the folder details.
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Folder Permissions

You can configure folder permissions and subfolder permissions on the NAS. To edit basic folder

permissions, locate a folder name in ‘Access Right Management’ > ‘Share Folders’ and click .

Share Folders

‘ SHARE FOLDERS ‘ | IS0 SHARE FOLDERS || FOLDER AGGREGATION | | ;nD‘u'nNEED OPTIONS |

Shares

i@ Mew Share Folder ][0 Restore Default Metwork Shares i

Dept
Dowenload
Multimedia
Metwork Recycle Bin 1
Fublic
Recordings
Ush
Wieh
[ iwvan
[ root

Total: 20 | Display

64 KB

400.22 MB

12.84 GH

28 kB

01 Ge

88 KB

28 KB

237.31 MB

4.7 B

28 KB

65

g

14

264

- entries per page.

576

1668
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The folder name will be shown on the left and the users with configured access rights are shown in the
panel. You can also specify the guest access right at the bottom of the panel.

Share Folders 7]

‘.. SHARE FOLDERS 1 [ IS0 SHARE FOLDERS l I FOLDER. AGGREGATION ] [ ADYANCED OPTIONS |

[ Dept e EvENONE ] | =]
& admin O O

|+ Addd ||— Remove |

Guest Access Right:

For detailed instructions, please click here:
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Click '+ Add' to select more users and user groups and specify their access rights to the folder. Click
‘ADD’ to confirm.

Select users and groups 52

LocalUsers (v [ Q) Q Total: 19 LTRSS

Name | Fead only | ReadMrite | Deny Access

messagehus F ] |

alex ] ] ]

ivan O O ]

test ] O] i

icecast 4 F 4

test0002 O 4

testd003 . ]

test0004 O O

test0005 ] F F

test0006 ] ] ]
o
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Click '- Remove' to remove any configured permissions. You can select multiple items by holding the
Ctrl key and left clicking the mouse. Click *APPLY’ to save the settings.

Share Folders 2

-

-

SHARE FOLDERS | | ISO SHARE FOLDERS |

FOLDER AGGREGATION \I |, ADVANCED OPTIONS |

[ Dept ) Eevewnne

O Ld
&, admin .l O
&, testonnz E O
&, testonnz | |
&, testonns O |

“Iﬂ A H|m Remove I

GuestAccess Right:

For detailed instructions, please click here
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Subfolder Permissions

The NAS supports subfolder permissions for secure management of the folders and subfolders. You can
specify read, read/write, and deny access of individual user to each folder and subfolder.

To configure subfolder permissions, go to ‘Access Right Management’ > ‘Share Folders’ > ‘Advanced
Options’ tab. Select ‘Enable Advanced Folder Permissions’ and click ‘APPLY".

Note: You can create maximum 230 permission entries for each folder when Advanced Folder

Permission is enabled.

Share Folders

| SHARE FOLDERS | | IS0 SHARE FOLDERS | | FOLDER AGGREGATION | | ADVANCED OPTIONS

Advanced Options

Enahle Advanced Folders Permissions

Go to ‘Access Right Management’ > ‘Share Folders’ > ‘Share Folders’ tab. Select a root folder, for

example Dept, and click .

Share Folders

| SHARE FOLDERS | | IS0 SHARE FDLDERSl | | FOLDER. AGGREGATION | | ADVYANCED OPTIONS |

Shares i@ Mews Share Folder “{3‘ Restore Default Metwark Shares |

] Dent 80 KB No ERRROE
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The folder name and its first-level subfolders are shown on the left. The users with configured access
rights are shown in the panel, with special permission below. Double click the first-level subfolders to
view the second-level subfolders.

Share Folders

EF Dept
[ Adrmin
E HR
[0 Production
[ Zales
[ test

For detailed instructions, please click here

!ever\rone ¥ E O

& admin ] =l |

|=i= Al | |'= Remove

Guest Access Righ

Owner. _admin Only the awner can delete the contents {see anline help)

Only admin can create files and folders (see online help)
Apply changes to files and sub-folders
L Apply and replace all existing permissions ofthis folder, files, and subfolders

APPLY

Select the root folder (Dept). Click '+ Add' to specify read only, read/write, or deny access for the

users and user groups.

Share Folders

| SHARE FOLDERS | | IS0 SHARE FOLDERS | | FOLDER AGGREGATION | ADVANCED OPTIONS

2 Production
[ Sales
[ test

For detailed instructions, please click here

o BVEIYONE .| ) )
&, admin O ] ]

=i= Ao == Remove

Guest Access Righ

Owner. _admin Only the owner can delete the contents (see online help)

Cnly admin can create files and folders (see anline help)
Apply changes to files and sub-folders
O Apply and replace all existing permissions ofthis falder, files, and subfolders

APPLY
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Note:

e If you have specified 'deny access' for a user on the root folder, the user will not be allowed to
access the folder and subfolders even if you select read/write access to the subfolders.

e If you have specified 'read only access' for a user on the root folder, the user will have read only
access to all the subfolders even if you select read/write access to the subfolders.

e To specify read only permission on the root folder and read/write permission on the subfolders,
you must set read/write permission on the root folder and use the option 'Only admin can create
files and folders' (to be explained later).

Click ‘ADD’ when you have finished the settings.

Select users and groups m
Lo w0 Q Totat 7 TIRT T
Name Read only ReadMWrite Deny Access

123 F Ll ]

456 ¥l F L
messagehus ] ] F]

alex ] F ]

ivan F Ll Ll

test ] Fi

icecast F E ]

Specify other permissions settings below the folder permissions panel.

Owner.  admin [ onlythe owner can delete the contents izee online help

O] Only admin can create files and folders (see onling helg)
Apply changes to files and sub-folders
O] Apply and replace all existing permissions ofthis folder, files, and subfolders
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e Guest Access Right: Specify to grant full or read only access or deny guest access.
e Owner: Specify the owner of the folder. By default, the folder owner is the creator. To change the

folder owner, click .

Share Folders a8

| SHARE FOLDERS | | .ISEI SHARE FOLDERS | | FOLDER. AGGREGATION | | ADVANCED OPTIONS I

: & everyone E ] E
— T Admin

1 HR & admin 4| O O
[=) Production &, test E O F
[ sales

[ test

|+ Add | |==" Remove

GuestAccess Right:

Owner. _admin | | Only the owner can delete the contents (see online help)

Only admin can create files and folders (see online help)
Apply changes to files and sub-folders
L4l Apply and replace all existing permissions of this folder, files, and subfolders

For detailed instructions, please click here

Select a user from the list or search a user name. Then click ‘Set’.

| Local Users v | E‘

Search to select the user or User group:

adrnin

123

456
messagebius
alex

ivar

test

icecast

a| [ set
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Only the owner can delete the contents

When you apply this option to a folder, e.g. Dept, only the folder owner can delete the first-level
subfolders and files. Users who are not the owner but possess read/write permission to the folder
cannot delete the folders Admin, HR, Production, Sales, and test in this example. This option does
not apply to the subfolders of the selected folder even if the options ‘Apply changes to files and

subfolders’ and ‘Apply and replace all existing permissions of this folder, files, and subfolders’ are
selected.

=@
= 25 Admin
I Admindl
I3 adminnz
= ) HR
51 HRL
I HRz
I3 Production
I Sales
I rest

Only admin can create files and folders: This option is only available for root folders. Select this
option to allow admin to create first-level subfolders and files in the selected folder only. For
example, in the folder ‘Dept’, only admin can create files and subfolders Admin, HR, Production,
and so on. Other users with read/write access to Dept can only create files and folders in the
second and lower-level subfolders such as Admin01, Admin02, HR1, and HR2.

22
= 53 admin
I3 Adminol
I3 Adminoz
= [ HR
I3 HR1
Iy HRz
I3 Production
[ Sales
[ test

Apply changes to files and subfolders: Apply permissions settings except owner protection and root
folder write protection settings to all the files and subfolders within the selected folder. These
settings include new users, deleted users, modified permissions, and folder owner. The options
‘Only the owner can delete the contents’ and ‘Only admin can create files and folders’ will not be
applied to subfolders.

Apply and replace all existing permissions of this folder, files, and subfolders: Select this option to
override all previously configured permissions of the selected folder and its files and subfolders

except owner protection and root folder write protection settings. The options ‘Only the owner can
delete the contents’ and ‘Only admin can create files and folders’ will not be applied to subfolders.

193



e Special Permission: This option is only available for root folders. Select this option and choose
between ‘Read only’ or ‘Read/Write’ to allow a user to access to all the contents of a folder
irrespectively of the pre-configured permissions. A user with special permission will be identified as
‘admin’ when he/she connects to the folder via Microsoft Networking. If you have granted special
permission with ‘Read/Write’ access to the user, the user will have full access and is able to
configure the folder permissions on Windows. Note that all the files created by this user belong to
‘admin’. Since ‘admin’ does not have quota limit on the NAS, the number and size of the files
created by users with special permission will not be limited by their pre-configured quota settings.
This option should be used for administrative and backup tasks only.

After changing the permissions, click 'APPLY' and then 'YES' to confirm.

Share Folders 7]

i SHARE FOLDERS | I 150 SHARE FOLDERS il FOLDER AGGREGATION l

| ADVANCED OPTIONS

Applying the permissions 1o files and sub-folders L O
may take some time depending on the number of
fileg and folders to be processed. L] L4

Do yvouwantto apply the permissions now?

| Productio

_| Sales 7
YES HO
=l test ! L -

|4=' Al | |'-= Remove

GuestAccess Right D

Cwiner: _admin

Only the owner can delete the contents {(see online helpj

Only admin can create files and folders (see online help)
Apply changes to files and sub-folders
O Apply and replace all existing permissions ofthis folder, files, and subfolders

For detailed instructions, please click here

I APPLY |
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Microsoft Networking Host Access Control

The NAS folders can be accessed via Samba connection (Windows) by default. You can specify the IP

addresses and hosts which are allowed to access the NAS via Microsoft Networking. Click @ to edit the
host access control of a folder.

Share Folders

| SHARE FOLDERS | | IS0 SHARE FOLDERS | | FOLDER. AGGREGATION | | ADVANCED OPTIONS |

Shares.mmmmmmmmmmmmmmm“

[0 Mews Share Folder “G Restore Default Metwaork Shares i

Dept

Dowenload

Multimedia

Metwork Reoycle Bin 1
Public

Recordings

40 KB
400.2 mB T
12.84 GH 65
28 KA 4
26.595 GH a1a
83 kB 19

a74

16450

Mo

Mo

Mo

Mo

Mo

Eawer=l)

A wizard will be shown. Enter the allowed IP addresses and host names. For example:

IP address 192.168.12.12
192.168.*.*
Host name dnsname.domain.local

*.domain.local
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Microsoft Networking Host Access Control

ONAP Host Access Control

TURBDO MNAS
Enterthe hosts or IP addresses which are allowed to connectto
this shared folder: Dept

Naote: Ulsars will st need access parmissions fo aocess the shared

folcar.
Allowed IP Address or Domain Name Examples
192, 168.%.* il :

* domain, local

MHote: Please make sure the format you enter is carrect. An incorrect
farmat can lead to access errorlf no entry () is entered, all hosts

access will be allovwed.
“aeeLy W cANCEL

Wildcard characters
You can enter wildcard characters in an IP address or host name entry to represent unknown
characters.

Asterisk (*)

Use an asterisk (*) as a substitute for zero or more characters. For example, if you enter *.domain.
local, the following items are included:

a.domain.local

cde.domain.local

test.domain.local

Question mark (?)

Use a question mark (?) as a substitute for only one character. For example, test?.domain.local includes
the following:

testl.domain.local

test2.domain.local

testa.domain.local

When you use wildcard characters in a valid host name, dot (.) is included in wildcard characters. For

example, when you enter *.example.com, ‘one.example.com’ and ‘one.two.example.com’ are included.
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ISO Share Folders

You can mount the ISO image files on the NAS as ISO share folders and access the contents without
disc burning. The NAS supports mounting up to 256 ISO share folders.

*TS-110, TS-119, TS-210, TS-219, TS-219P, TS-410, TS-119P+, TS-219P+, TS-112, TS-212 support
maximum 256 network share folders only (including 6 default network share folders). The maximum
number of ISO image files supported by these models is less than 256 (256 minus 6 default share
folders minus number of network recycle bin folders).

Follow the steps below to mount an ISO file on the NAS by the web interface.

1. Login the NAS as an administrator. Go to 'Share Folders' > 'ISO SHARE FOLDERS'. Click 'Mount An
ISO File'.

Share Folders

|: SHARE FOLDERS | ‘ IS0 SHARE FOLDERS ‘ | FOLDER. AGGREGATION | | ADVANCED OPTIONS |

150 Shares [| < Mount an 150 File ]

' entries per page.

2. Select an ISO image file on the NAS. Click 'Next'.

Create An IS0 Share Folder

QNAP Choose An ISO Image File

TURBDO MNAS

This wizard guides you through the following settings:

® |50 Share Folder Settings
® Privilege
Source 190 Image File: festISOF_TSCD_288L_ 20100514,

Mote: Cnly 150 image files will be listed.

Step 1 of 7 NextT B CANCEL
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3. The image file will be mounted as a share folder of the NAS. Enter the folder name.

CQNAP ISO Share Folder Settings
TurRBDO MNAS

Folder Name: [AS|

Hide Folder: (O ves & g @
Description:

Step 2 of ¥

Back B new B CANCEL

4.

Specify the access rights of the NAS users or user groups to the share folder. You can also select
'Deny Access' or 'Read only' for the guest access right. Click 'Next'.

Create An IS0 Share Folder

ONAPR Privilege

TurRBDO NAS
You can select one of the following methods to configure the user
access right to the netwoaork share folder:

@ Grant read-only access right for administrators only
O By User

) By User Group

Guest Access Right:
® Deny Access 0 Read arly

Step 3aof 7

“gack B Onextr B canceL
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5. Confirm the settings and click 'Next'.

Create An IS0 Share Folder

QNAP Confirm Settings

TurRED NAS
Folder Hame: MAS
Hide Folder: Mo
Path: iMAS
Description:

Grant read-only access right for

BECESS Ul administrators anly

Access User/User Group:

Step 6 of 7 “pack B next B CANCEL

o

6. Click 'Finish'.

Create An IS0 Share Folder

ONRAP Setup complete

TURBDO NAS
The newy share folder has been created successiully.
Click FINISH to exit.
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7. After mounting the image file, you can specify the access rights of the users over different network
protocols such as SMB, AFP, NFS, and WebDAYV by clicking the icons in the 'Action' column.

|" SHARE FDLDERS.-] | 150 SHARE FOLDERS ] |'.-.FEILDER AGGREGATION ﬂ| |" ADYANCED OPTIONS "|

T p i@ T ]

MAS 4.28 MB Mo EEEEE

Total: 1 | Display

entries per page.

The NAS supports mounting ISO image files by Web File Manager, see herel26% for more information.
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Folder Aggregation

You can aggregate the share folders on Microsoft network as a portal folder on the NAS and let the NAS
users access the share folders through your NAS. Up to 10 share folders can be linked to a portal

folder.

Note: This function is supported only in Microsoft networking service.

To use this function, follow the steps below.

1. Enable folder aggregation.

Share Folders ?

|. SHARE FEILDERS. | | iSD SHARE FOLDERS | | FOLDER. AGGREGATION “ "ﬁlDV.ﬂlNEED EIF'TIEINS--

Folder Aggregation
Enable Folder Agaregation
Enahle this function will allow you to aggregate all shared folders in local network into a * portal folder " inyour MAS.

Folder Aggregation is for Microsoft Metwork f Samba Service OMLY.

Folder Aggregation List

iC} Create & Portal Folder ][@ Import} Export Folder Tree i

2. Click ‘Create A Portal Folder’.

Folder Aggregation List

| & create & Portal Folder || € Irmporty Export Folder Tree |
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3. Enter the portal folder name. Select to hide the folder or not, and enter an optional comment for
the portal folder.

Create A Portal Folder

OQNAP Create A Portal Folder
TURBD MNMAS
Folder Name Shzres| @
Hide Folder: ) ves &) g @
Comment:

Step 1 of 1 APPLY CANCEL
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4. Click (Link Configuration) and enter the remote folder settings. Make sure the share folders

are open for public access.

Note: If there is permission control on the share folders, you need to join the NAS and the remote

servers to the same AD domain.

Folder Aggregation List

[ & create & Portal Folder || & Trportf Export Folder Tree |

.:1 .

1 | shares

Remote Folder Link o

Femote Folder Link

Fortal Faolder Mame: Shares

Link Name Host Hame Remote Share Folder
1 2ublic on 10812103 10812103 Public '
2 diaon172.17.27.240 {1 Media
4
5
6
i
g
a
10

Step 1 of 1 .Al.'-'PLY. (AN(EL
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File Edit Wiew Favorites Tools  Help #
e Back = [ ; @ p Search [F‘ Folders v
Address |l 11172.17.23.107\shares v| Go
; Mame = Siz
File and Folder Tasks g IE:]Media on 172.17.27.249
[CPublic on 10.8.12,103
Other Places
Details
& Al ] bl |

0 bytes e Internet
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Advanced Options

To configure subfolder permissions on the NAS, select 'Enable Advanced Folder Permissions' and
specify the permissions in 'Share Folders' > 'Folder Permissions'.

Share Folders (2

9

| lSHARE FDLDERE‘:.-I | IS0 SHARE FOLDERS | | lFEILDER AEEREEATIDN. | ‘ ADVANCED OPTIONS

Advanced Options

Enable Advanced Folder Permissions

Share Folders

b

‘ SHARE FOLDERS

|. IS0 SHARE FOLDERS ﬁ| |.lFDLDER AGGREGATION | | ADVANCED OPTIONS |

i@ Mews Share Folder ]i@ Restare Default Metwork Shares ]

Diownload 400.2 MB 7 g Mo
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5.4 Quota

To allocate the disk volume efficiently, you can specify the quota that can be used by each user. When

this function is enabled and a user has reached the disk quota, the user cannot upload any data to the

server anymore. By default, no limitations are set for the users. You can modify the following options:

e Enable quota for all users
e Quota size on each disk volume

Quota

Quota

Enahle quota for all users

Cunta size on the disk

Mote: Individual user guota size can be changed in Users - Quota Settings [ Users ]

APPLY

After applying the changes, the quota settings will be shown. Click 'GENERATE' to generate a quota
settings file in CSV format. After the file has been generated, click 'DOWNLOAD' to save it to your

specified location.

[Localusers (v | Q|

admin =
test 1.95 GB
user0 195 GB
userd2 1.95 GB
userd3 1.95 GB
userl4 1.95 GB
userls 1.95 GB
guest 185 GB
Total: & | Display entries per page.

[ GENERATE ] [ DOWNLOAD ]

Mote: 2010_05_12_Local_User_Quota_Volumel.csvis ready to be downloaded.

167 MB

0Me
0me
0me
0MB
0MB
0Me
0me

|Mirr0ring Disk Volume: Drive 1 2 V|

Ma size limitation

Available1.95 GB
Available1.95 GB
Available1.95 GB
Available1.95 GB
Available1.95 GB
Available1.95 GB

Available1.95 GB

N
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6. Network Services

Microsoft Networking[208)
Apple Networking[22h

NFS ServiceR2h

FTP Service[23%
Telnet/SSH[232

SNMP Settings[23d

Web Serverl[233

Network Service Discovery[262
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6.1 Microsoft Networking

Enable file service for Microsoft networking: If you are using Microsoft Windows, turn on this option so
that you can access the files on the network share folders. Assign a workgroup name.

Microsoft Networking O

| MICROSOFT NETWORKING i| ADVANCED OPTIONS |

Microsoft Networking

Enahle file service for Microsoft networking
® standalone Server

Server Description (Optional): N S e

Workgroup:

) AD Domain Member (For detailed instructions, please click here)

QUICK CONFIGURATION WIZARD Quick Configuration Wizard will help you join the MAS to an Active Directory domain.

Server Description (Optional):

Domain MetBIOS Name:

AD Server Mame:

Darmnain:

Qrganization Unit (Qptionaly:

Domain Administratar Username:

Domain Administratar Password:
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Standalone Server
Use local users for user authentication.

AD Domain Member

The NAS supports Windows AD (Active Directory) to provide quick and direct import of the user

accounts to the existing AD server available on your network. This function helps you save the time and

effort on creating the user accounts and passwords and lowers the IT maintenance cost by automatic

configuration procedure.

e Server Description
Describe the NAS for the users to identify the server. To use the NAS on the Microsoft Windows OS,
you must enable Microsoft Network Services.

e Workgroup
Specify the workgroup the NAS belongs to. The workgroup is a computer group unit on Microsoft
Windows network for network sharing.

e AD Server Name
Enter the name of the AD server when the AD domain is selected for authentication.

¢ Domain Name
The name of Microsoft domain. When you select AD domain, you must enter the domain name, the
login user name, and the password.
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Join QNAP NAS to Windows Server 2003/2008 Active Directory

Active Directory is a Microsoft directory used in Windows environments to centrally store, share, and
manage the information and resources on your network. It is a hierarchical data centre which centrally

holds the information of the users, user groups, and the computers for secure access management.

The NAS supports Active Directory (AD). By joining the NAS to the Active Directory, all the user
accounts of the AD server will be imported to the NAS automatically. The AD users can use the same
set of user name and password to login the NAS

If you are using Active Directory with Windows Server 2008 R2, you must update the NAS firmware to
V3.2.0 or above to join the NAS to the AD.

Follow the steps below to join the QNAP NAS to the Windows Active Directory.

1. Login the NAS as an administrator. Go to ‘System Administration’ > ‘General Settings’ > ‘Date and
Time'. Set the date and time of the NAS, which must be consistent with the time of the AD server.
The maximum time difference allowed is 5 minutes.

2. Go to ‘System Administration’ > ‘Network’ > ‘TCP/IP’. Set the IP of the primary DNS server as the
IP of the Active Directory server that contains the DNS service. It must be the IP of the DNS server
that is used for your Active Directory. If you use an external DNS server, you will not be able to
join the domain.

Home > System Administration > Network Welcome admin | Logout

1F ALLINeESY

Interface DHCP  IP Address Subnet Mask MAC Address Speed MTU Link Edit

Ethernet 1+2 fes 10.8.12.46 255.255.254.0 108121 00:08:88:8C:BCEC 100Mbps 1800 @

Default Gateway

Use the ssttings from: Etrernet 142 %

Port Trunking

Fart Trunking pravides netwark: load balancing and fault tolerance by combining twao Ethernet interfaces into ane to increase the bandwidth
hevond the limits of any one single interface atthe same time offers the redundancy for higher availahility when both interfaces are
connected ta the same switch that supparts 'Port Trunking'.

Enable Netwark Port Trunking

Selectthe port trunking mode from below. Please note that incompatible mode settings might cause the network interface to hang ar
affect the owerall performance. For mare information, please click here.

: Balance-rr (Round-Raobin) W
DNS Server:
| Primary DNS Server: 110 B 2 Ll |
Secondary DMS Server: 10 8 ] i
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3. Go to '‘Network Services’ > ‘Microsoft Networking’. Enable AD Domain Member, and enter the AD
domain information.

Microsoft Networking i

|  MICROSOFT NETWORKING i | ADVANCED OPTIONS |

Microsoft Networking

Enahble file service for Microsoft netwarking
O standalone Senver

Wotkgroup: NAS o

& AD Domain Member (For detailed instructions, please click herg)

[ OUICKE COMFIGURATION WIZARD | cuick Configuration Wizard will help waud join the MAS to an Active Directory domain.

Server Description (Optional): myserver

Domain MetBIos Name: test

AD Server Name:

Domain:

Crganization Unit (Optional);

Domain Administratar Username:

Domain Administratar Passwoard:

Note:
e Enter a fully qualified AD domain name, for example, gnap-test.com
e The AD user entered here must have the administrator access right to the AD domain.

e WINS Support: If you are using a WINS server on your network and your workstation is configured
to use that WINS server for name resolution, you must set up your WINS server IP on the NAS
(use the specified WINS server).
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Join QNAP NAS to Active Directory (AD) by Quick Configuration Wizard

The NAS provides Quick Configuration Wizard for you to join the NAS to an AD domain. Select ‘AD
Domain Member’ and click *QUICK CONFIGURATION WIZARD'.

Home > Metwork Services > Microsoft Networking Welcome admin | Logout
Microsoft Networking g
| MICROSOFT NETWORKING || ADVANCED DOPTIONS

Microsoft Networking

Enable file service for Microsoft netwarking

O sStandalone Server

Server Description (Optional); MNAS Server

Workgroup: HAS

{31 AD Domain Member (For detailed instructions, please click here)

|[ QUICK, CONFIGURATION WIZARD ] Quick Configuration Wizard will help you join the MAS to an Active Directory darnain.

Server Description (Optional):

Domain MetBIOS Mame:

AD Servar Mame: AD

Daomain:

Cirganization Unit (Optianaly:

Daomain Administrator Username:

Domain Administrator Passwoard:
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The NAS helps you:

e Configure the DNS information on the NAS.

e Synchronize the time of the NAS with a domain controller.
e Join the NAS to an AD domain.

Click *"NEXT’ to continue.

Active Directory Wizard

ONAP Wizard information

TURBO MNAS

This wizard will help you complete the fallowing actions:

® Configure the DMS information on the MAS,
& Synchronize the time of the KAS with the domain controller.

# |ain the MAS to an Active Directory domain.

Introduction m CANCEL .
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Enter the domain name of the domain name service (DNS). The NetBIOS name will be generated
automatically when you type the domain name. Specify the DNS server IP for domain resolution. The
IP must be the same as the DNS server of your Active Directory. Click ‘NEXT'.

Active Directory Wizard

QNRAP Domain name service (DNS) and Domain
TURBO NAS information _
Full DMS domain name: adtest local
Exainpie. mydomain lacal
MetBios domain name: ADTEST :
Exarngie; W¥OOMATN

Enter the OMS Server [P for the domain resolution. It must be the
DME server of your Active Directory.

Chtain DMES server address automatically by DHCP server.
Domain DME Server 172 L ] (23 ]

o e
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Select a domain controller from the drop-down menu. The domain controller is responsible for time

synchronization between the NAS and the domain server and user authentication. Enter the domain
administrator name and password. Click *JOIN’.

Active Directory Wizard

ONRAP Authentication information

TURBDO NAS

The selected Domain Controller will e used for the time
synchronization and the user authentication.:
Selectthe Domain Contraller:

§win-mbEnEpDrch.adteat.lucal

Domain Administrator Username: admind 23

Domain Administrator Password: ssssssss

Step 2 of 3

If you failed to join the NAS to the domain, you could copy the error logs or go back to modify the
settings.

Active Directory Wizard

QNRAP Summary
TurRBO NAS
Damain infarmation
CHS Server: 172.17.23.230
DME name: adtestlocal
MetBIOS Mame:  ADTEST
Domain controller: WinN-MBEMNSFORUAC adtest.local
Failed to join the domain.
Microsoft Metworking configured failed, Authentication ~
failed, pleaze check Domain Administrator m and =2
Domain Adminiztrator Paszword.
======== [EBUG 5TAHRT =======
w
Copy to clipboard
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Upon successful login to the domain server, the NAS has joined to the domain. Click ‘FINISH’ to exit the
wizard.

Active Directory Wizard

QOQNRAP Summary

TUuRBDO MNAS
Damain infarmation
CME Server: 172.17.23.230
DME name: adtestlocal

MetBIOS Mame:  ADTEST
Domain controller; WIN-MBEMNEPOIRLUSC adtestlocal
Tirme Server: Win-MBENBPORLISC adtest local

The NAS has joined the domain successfully.

Step 3 of 3 FINISH

You can go to ‘Access Right Management’ > ‘Users’ or ‘User Groups’ to load the domain users or user

groups to the NAS.

Home > Access Right Management »> Users Welcome admin | Logout Erigis
Users
Domain Users i w | Q] @ | ImportfExport Users || €3 Create a New User || < Create Multile Users |
ADTEST +krhtgt B3
ADTEST+administrator -
ADTEST+Guest -
ADTEST+kent -
ADTEST+rances -
ADTEST+jaussadm =
ADTEST+t =
ADTEST+exc =
ADTEST+mathieu B3
ADTEST+uu
Total: 27 | Display entries per page.
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Windows 2003

You may check the AD server name and AD domain name in ‘System Properties’.
System Propetties

Carnputer M anme | Hardwarel .ﬁ.dvancedl Hemu:utel

Full cormputer name; gnap-test.com

Dramair; qnap-test com

To rename thiz computer or change itz
workgroup, click Change.

2k, I Cancel Spply

a. In Windows 2003 servers, the AD server name is ‘nodel’ NOT ‘nodel.gnap-test.com’.

b. The domain name remains the same.
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Windows Server 2008

You may check the AD server name and domain name in ‘Control Panel’ > ‘System’.

B system [ [O] |

T

)~ o - st @l “
Fle Edt wew Took Heb :
o
Tarshes Wiew basic information about your computer
Y Codos Mansoer Wirdves edition
) Remobe seltings Wirwdores Serven® Dwtacenter
¥ Advanced system sebtings Copyright & 2007 Microsolt Corporation. Al rights reserved, !'u -
Servion Pad I f s
ol
Spshesm
Processor: Inbek(R) Cora{TMI2 Quad OFU  QRE0D & 240GHE 2,49 GHz
Maemary [RAM): 1.00 GE
Sytem bypa: Ed=bat Operating Syshem
a rusimes, domasin, snd workgroup settings
| Comoter rurse: roded |  Charge sattngs
b‘ Full computer name: recde 1. gnap-test .com
Congatey Seoriplion:
Wirdowes ackivation
W Y% 53 day(s) to sdtivabe. Activate Windows now
See alvo
Wirsdowe: Lipdate

This is your AD server name.
This is your domain name.

Note:

o After joining the NAS to the Active Directory, the local NAS users who have access right to the AD
server should use ‘NASname\username’ to login; the AD users should use their own user names to
login the AD server.

e The local NAS users and the AD users (with username as domain name + username) are allowed to|
login the NAS (firmware version 3.2.0 or above) via AFP, FTP, Web File Manager, and WebDAV.
However, if the firmware version of the NAS is earlier than 3.2.0, only the local NAS users are
allowed to login the NAS by Web File Manager and WebDAV.

e For TS-109/209/409/509 series NAS, if the AD domain is based on Windows 2008 Server, the NAS
firmware must be updated to version 2.1.2 or above.
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Windows 7

If you are using a Windows 7 PC which is not a member of an Active Directory, while your NAS is an
AD domain member and its firmware version is earlier than v3.2.0, change your PC settings as shown
below to allow your PC to connect to the NAS.

a. Go to ‘Control Panel’ > ‘Administrative Tools’.

r Control Panel » All Control Panel Items »

Adjust your computer’s settings

P’ Action Center -@ Adrninistrative Tools

& BitLocker Drive Encryption Bl Color Management

b. Click ‘Local Security Policy’.

& <« All Control Panel ltems » Administrative Tools = [ 42 ||[ Search Administrative Tools o)

Organize » Open Burn ==« [ e
* P MNarme ° Date modified Type Size
@- Component Services 14/07/2009 12:46 Shortcut 2KB
[ Libraries @ Computer Management 14/07/2009 12:41 Shortcut 2KB
Data Sources (QDBC) 14/07/200912:41 Shortcut 2KB
1% Computer {7l Event Viewer 14/07,/2009 12:42 Shortcut 2KB
@, 15CSI Initiator 14/07/2009 12:41 Shorteut 2KB
€ Netwark HE; Local Security Policy | 13/11/200917:31  Shortcut 2KB
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c. Go to ‘Local Policies’ > ‘Security Options’. Select ‘Network security: LAN Manager authentication

level’.

g
S Local Security Policy

= | E S |

i [ & User Rights Assignment
[ Security Options
i+ [ Windows Firewall with Advanced Sec

] Metwork List Manager Policies
[ || Public Key Policies
i || Software Restriction Policies
i [ Application Contral Policies
[ g IP Security Policies on Local Compute
[

| Advanced Audit Policy Configuration

File Action View Help
o2 2EXE = H
i Security Settings Policy = Security Setting -
B Cecomne Balioes 1] Metwark security: Configure encryption types allowed for Ke... Mot Defined
WL 1] Metwark security: Do not store LAN Manager hash value on ... Enabled
L e 17| Network security: Force logoff when logon hours expire Disabled

[ Metwork security: LAN Manager authentication level Mot Defined

1] Network security: LDAP client signing requirements

17| Metwork security: Minimum session security for NTLM 55P ...
17s] Network security: Minimum session security for NTLM 55P ...
17| Metwork security: Restrict NTLM: Add remote server excepti...
17| Metwork security: Restrict NTLM: Add server exceptions in t..,
1| Metwork security: Restrict NTLM: Audit Incoming NTLM Tra...
17s] Metwork security: Restrick NTLM: Audit NTLM authenticatio...

Megotiate signing

Require 128-bit encrypti...

Require 128-bit encrypti... I
Mot Defined
Mot Defined
Mot Defined
Mot Defined i

d. Select the ‘Local Security Setting’ tab, and select ‘Send LM & NTLMv2 - use NTLMv2 session
security if negotiated’ from the list. Then click ‘OK’.

Ft B
MNetwork security: LAN Manager authentication level Properties &Ig
Local Security Setting | Explain |
3 Metworl securty: LAM Manager authentication level
=H=
[Send LM & NTLM -use NTLMvZ session security f negotiated -
|
|
s Modifying this setting may affect compatibility with clients, services, |
Y| AbL and appiications.
For more information, see Network security: LAN Manager |
i authentication level. (3823659) |
| |
l 1
[l |

0K || Canel

J

Apply
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Verify the settings

To verify that the NAS has been joined to the Active Directory successfully, go to 'Access Right
Management' > 'Users' and 'User Groups'. A list of users and user groups will be shown on the 'Domain
Users' and 'Domain Groups' lists respectively.

If you have created new users or user groups in the domain, you can click the reload button next to
'Domain Users' drop-down menu in 'Access Right Management' > 'Users' or 'Domain Groups' drop-down
menu in 'Access Right Management' > 'User Groups'. This will reload the user and user group lists from
the Active Directory to the NAS. The user permission settings will be synchronized in real time with the
domain controller.

= Users Welcome admin | Logout

$Domain Users | v @ Q. | & Create a Mew User || € Create Multiple Users || © Import/Export Users |
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Advanced Options

Microsoft Networking
| MICROSOFT NETWORKING i| ADVANCED OPTIONS

Advanced Dptions
[J Enable WiNS server

[0 usethe specified WINS semwer
Wil 3 server IP address: 0 ) ) k)

Local Master Browser
[ alow anly MTLM2 authentication.

Mame Resolve Priority NS Dnl y V
d Laogin style: DOMAIRUISERMAME instead of DOMAIMN+LUISERMAME for FTR, AFF, &YWeb File Manager
i Altomatically register in DMS

[J Enable trusted domains

WINS server

If the local network has a WINS server installed, specify the IP address. The NAS will automatically
register its name and IP address with WINS service. If you have a WINS server on your network and
want to use this server, enter the WINS server IP. Do not turn on this option if you are not sure about
the settings.

Local Domain Master

A Domain Master Browser is responsible for collecting and recording resources and services available
for each PC on the network or a workgroup of Windows. When you find the waiting time for connecting
to the Network Neighborhood/My Network Places too long, it may be caused by failure of an existing
master browser or a missing master browser on the network. If there is no master browser on your
network, select the option ‘Domain Master’ to configure the NAS as the master browser. Do not turn on

this option if you are not sure about the settings.

Allow only NTLMv2 authentication

NTLMv2 stands for NT LAN Manager version 2. When this option is turned on, login to the shared folders
by Microsoft Networking will be allowed only with NTLMv2 authentication. If the option is turned off,
NTLM (NT LAN Manager) will be used by default and NTLMv2 can be negotiated by the client. The default
setting is disabled.
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Name resolution priority

You can select to use DNS server or WINS server to resolve client host names from IP addresses.
When you set up your NAS to use a WINS server or to be a WINS server, you can choose to use DNS
or WINS first for name resolution. When WINS is enabled, the default setting is 'Try WINS then DNS".
Otherwise, DNS will be used for name resolution by default.

Login style: DOMAIN\USERNAME instead of DOMAIN+USERNAME for FTP, AFP, and Web File Manager
In an Active Directory environment, the default login formats for the domain users are:

Windows shares: domain\username

FTP: domain+username

Web File Manager: domain+username

AFP: domain+username

When you turn on this option, the users can use the same login name format (domain\username) to
connect to the NAS via AFP, FTP, and Web File Manager.

Automatically register in DNS: When this option is turned on and the NAS is joined to an Active
Directory, the NAS will register itself automatically in the domain DNS server. This will create a DNS
host entry for the NAS in the DNS server. If the NAS IP is changed, the NAS will automatically update
the new IP in the DNS server.

Enable trusted domains: Select this option to load the users from trusted Active Directory domains

and specify their access permissions to the NAS in 'Access Right Management' > 'Share Folders'. (The
domain trusts are set up in Active Directory only, not on the NAS.)
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6.2 Apple Networking

To connect to the NAS from Mac, enable Apple Filing Protocol. If your AppleTalk network uses extended
networks and is assigned with multiple zones, assign a zone name to the NAS. If you do not want to

assign a network zone, enter an asterisk (*) to use the default setting. This setting is disabled by
default.

Apple Networking

Apple Networking
Enable Apple Filing Protocol

Zone: *

APPLY
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You can use the Finder to connect to a shared folder from Mac. Go to 'Go' > 'Connect to Server', or
simply use the default keyboard shortcut '‘Command+k"'.

Window Help
Back B[
Forward 3]

Enclosing Folder

B Computer
7% Home {+3H
4 Desktop %D
A Network {+ 38K
El iDisk >
% Applications {+38A
" Documents {380
S Utilities

Recent Folders

Co to Folder...
Connect to Server...
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Enter the connection information in the 'Server Address' field, such as 'afp://
YOUR_NAS_IP_OR_HOSTNAME'. Here are some examples:

afp://10.8.12.111

afp://NAS-559

smb://192.168.1.159

Server Address:

afp://192.168.1.159
Favorite Servers:

2 afp://192.168.1.159
I afp://10.8.12.111

@ [ Remove

Note: Mac OS X supports both Apple Filing Protocol and Microsoft Networking. To connect to the NAS
via Apple Filing Protocol, the server address should start with 'afp://'. To connect to the NAS via
Microsoft Networking, please use 'smb://".
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6.3 NFS Service

To connect to the NAS from Linux, enable NFS service.

NFS Service

NFS Service
Enable MNFS Service

Yol can setthe allowed damain name and the access authority in Share Falder Management.
Click here to setthe NFS access right of the netwark share.

APPLY

To configure the NFS access right to the share folders on the NAS, go to 'Access Right Management' >
'‘Share Folders'. Click the NFS button on the 'Action' column.

ccess Right Management > Share Folders Welcome admin | Logout English =

Share Folders 2

‘- SHARE FOLDERS | | IS0 SHARE FOLDERS | | FDLDER AGGREGATION “ ;ADVANEED DPTIDNS. [

[@ Mews Share Folder "{3 Restore Default Metwork Shares ]

O Dept 30 KB EBEEEE

Download 400.2 MB 7 8 MNo
Multimedia 123468 85 575 No
Network Recycle Bin 1 12013 B 22 77 Mo
Public 26,55 GB 318 1850 Mo (22) (23] (wrs () () )
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Specify the access right to the network share. If you select 'No limit' or 'Read only', you can specify the
IP address or domains that are allowed to connect to the share folder by NFS.

No limit: Allow users to create, read, write, and delete files or folders in the network share and any
subdirectories.

Read only: Allow users to read files in the network share and any subdirectories but they are not
allowed to write, create, or delete any files.

e Deny access: Deny all access to the network share.

NFS Access Control

ONRAP NFS Access Control

TURBDO MAS

You can setthe MFS access right of the network share.
Metwork Share Name: Fublic

Access Right: Mo limit il
Allowed IP Address or

Read only
10.8.12.12 Deny access

Mote: Please make sure the format vou enter is correct. An incorrect
format can lead to access error.

Step 1 of 1
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Connect to the NAS by NFS

On Linux, run the following command:
mount -t nfs <NAS IP>:/<Network Share Name> <Directory to Mount>

For example, if the IP address of your NAS is 192.168.0.1 and you want to link the network share folder
‘public” under the /mnt/pub directory, use the following command:
mount -t nfs 192.168.0.1:/public /mnt/pub

Note: You must login as the ‘root’ user to initiate the above command.

Login as the user ID you define, you can use the mounted directory to connect to your shared files.
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6.4 FTP Service

When you turn on FTP service, you can specify the port number and the maximum number of users
that are allowed to connect to the NAS by FTP at the same time.

FTP Service

General
Enable FTP Setvice
Protocol Type: FTP {standard)

CI FTP with SSLTLS (Explicit)
Part Murmber:

Unicode Support; Oves @ no
Enable Anonymous:; Oves @ no

Note: Ifyour FTF client does not support Unicode, please select"Mo" for Unicode Support and select a supported filename encoding
from [Filename Encoding] under [General Settings] so that the folders and files on FTF can be properly shown,

Connection
Maximurm Mumhber of all FTP connections:

Maximurm Mumhber of Connections Faor a Single Account: (10

[ Enable FTF transfer limitation
KBis
kBis

Maximurm upload rate (<Brs);

Maximurn download rate (KBis): |

Advanced

Passive FTP Port Range: @ Use the default port range (55536 - 56559)
O Define purtrange:é_ i

O Respond with external IP address for passive FTP connection request

Extarnal IP address:

To use the FTP service of the NAS, enable this function. Open an IE browser and enter ftp://NAS IP.
Enter the user name and the password to login the FTP service.

Protocol Type
Select to use standard FTP connection or SSL/TLS encrypted FTP. Select the correct protocol type in
your client FTP software to ensure successful connection.
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Unicode Support

Turn on or off the Unicode support. The default setting is No. If your FTP client does not support
Unicode, you are recommended to turn off this option and select the language you specify in ‘General
Settings’ > ‘Language’ so that the file and folder names can be correctly shown. If your FTP client
supports Unicode, enable Unicode support for both your client and the NAS.

Anonymous Login
You can turn on this option to allow anonymous access to the NAS by FTP. The users can connect to the
files and folders which are open for public access. If this option is turned off, the users must enter an

authorized user name and password to connect to the server.

Passive FTP Port Range
You can use the default port range (55536-56559) or specify a port range larger than 1023. When using
this function, make sure you have opened the ports on your router or firewall.

FTP Transfer Limitation
Specify the maximum number of FTP connections, maximum connections of a single user account and

the maximum upload/download rates of a single connection.

Respond with external IP address for passive FTP connection request

When passive FTP connection is in use, the FTP server (NAS) is behind a router, and a remote computer
cannot connect to the FTP server over the WAN, enable this function. When this option is turned on, the
NAS replies the IP address you specify or automatically detects the external IP address so that the
remote computer is able to connect to the FTP server.
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6.5 Telnet/SSH

You can turn on this option to connect to the NAS by Telnet or SSH encrypted connection (only the
‘admin’ account can login remotely). You can use Telnet or SSH connection clients, for example, putty
for connection. Make sure you have opened the ports you specified on your router or firewall.

To use SFTP (known as SSH File Transfer Protocol or Secure File Transfer Protocol), make sure you
have turned on the option 'Allow SSH connection'.

Telnet / SSH

Telnhet / SSH

After enabling this option, you can access this servervia Telnet or S5H connection. (Only the account admin can login remotely.)
O] allow Telnet connection

Fort Murmber:

Allaw S5H connection
Porthumber 22
Enakle SFTP
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6.6 SNMP Settings

You can enable SNMP (Simple Network Management Protocol) service on the NAS and enter the trap

address of the SNMP management stations (SNMP manager), for example, PC with SNMP software

installed. When an event, warning, or error occurs on the NAS, the NAS (SNMP agent) reports the real-

time alert to the SNMP management stations.

The fields are described as below:

Field

Description

SNMP Trap Level

Select the information to be sent to the SNMP management stations.

Trap Address

The IP address of the SNMP manager. You can specify maximum 3
trap addresses.

SNMP MIB (Management
Information Base)

The MIB is a type of database in ASCII text format used to manage
the NAS in the SNMP network. The SNMP manager uses the MIB to
determine the values or understand the messages sent from the
agent (NAS) within the network. You can download the MIB and view
it with any word processor or text editor.

Community (SNMP V1/V2)

An SNMP community string is a text string that acts as a password. It
is used to authenticate messages that are sent between the
management station and the NAS. The community string is included
in every packet that is transmitted between the SNMP manager and
the SNMP agent.

SNMP V3

The NAS supports SNMP version 3. You can specify the authentication
and privacy settings if available.
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SNMP Settings

SHNYIP

After enahling this service, the MAS will he able to report information via SMNMP to the managing systems.
Enable SNMP Service
Paort Murmber: 1161

SHMP Trap Level: [ information [ Warning O Error

Trap Address 1;

Trap Address 2:

Trap Address 2:

SNMP Version: SR VLN v

Comrmunity; public

SNVIP MIB

Toinstall the MIB to your managing systems, click [Download].

DOWHLOAD

APPLY
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6.7 Web Server

The NAS enables you to upload the web pages and manage your own website easily by Web Server. It
also supports Joomla!, PHP and MySQL/SQLite for you to establish an interactive website.

Metwork Services = Web Server Welcome admin | Logout
Web Server i
| WEB SERVER || VIRTUAL HOST
web Server

After enahbling this function, vou can upload the wehpage files to "Weh" network share to publish your wehsite.
Enable weh Ser\ter@
Part Mumber:
register_glohals: O on @ of
Enahle Secure Connection (SSL)

Port
Mumber:

Enable WebDAY

Show service link on the login page

After enahling this service, click the following link to enter to Weh Server.
hittpoir1 0.8.12.111:800
hitps:r10.8.12.111:8081/

php.ini Maintenance
O php.ini Maintenance

The file php.ini is the system configuration file of Weh Server. After enabling this function, you can edit, upload ar restore this file. It
is recammended to use the systern default setting.
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To use Web Server, follow the steps below.
1. Enable the service and enter the port number. The default number is 80.

2. Configure other settings:

e Configure register_globals
Select to enable or disable register_globals. The setting is disabled by default. When the web

program prompts you to enable php register_globals, enable this option. However, for system
security concern, it is recommended to turn this option off.

e php.ini Maintenance
Select the option ‘php.ini Maintenance’ and choose to upload, edit or restore php.ini.

Note: To use PHP mail(), go to ‘System Administration’ > *Notification” > *‘Configure SMTP

Server’ and configure the SMTP server settings.

e Secure Connection (SSL)
Enter the port number for SSL connection.

3. Upload the HTML files to the share folder (Qweb/Web) on the NAS. The file index.html, index.htm

or index.php will be the home path of your web page.

You can access the web page you upload by entering http://NAS IP/ in the web browser. Note that
when Web Server is enabled, you have to enter http://NAS IP:8080 in your web browser to access

the login page of the NAS.
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WebDAV

WebDAV (Web-based Distributed Authoring and Versioning) is a set of extensions to the HTTP(S)
protocol that allows the users to edit and manage the files collaboratively on the remote World Wide
Web servers. After turning on this function, you can map the share folders of your NAS as the network
drives of a remote PC over the Internet. To edit the access right settings, go to ‘Access Right
Management’ > ‘Share Folders’ page.

To map a share folder on the NAS as a network drive of your PC, turn on WebDAV and follow the steps
below.

Go to ‘Access Right Management’ > Share Folders’ > ‘Share Folder’. Click the ‘WebDAV Access Control’

button in the *Action’ column, and set the WebDAV access right of the users to the share folders.

Home > Access Right Management >3- Share Folders Welcome admin | Logout Eriglish

Share Folders 2

I SHARE FOLDERS | | IS0 SHARE FOLDERS | | FOLDER AGEREG&TIDN. H ADVANCED DF'TIIJNSI |

Sharas [ & Mews Share Folder || € Restore Default Metwork Shares |

O 13 2 Mo

Dept B4 KB BRI
Download 400.23 MB 9 14 Mo NS | | ()
Multimedia 14.95 GB i 580 Mo BEIEE]
Metwork Recycle Bin 1 28 KB 4 9 Mo [ (@ EE
Public 30.1 GB e 1668 Mo B EIEHE

Next, mount the network share folders of the NAS as the network shares on your operating systems by
WebDAV.
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Windows XP:

1.

I

OCUmMEents

Fix_

Open
Explare
Search...
Manage

Right click *‘My Computer’ and select ‘Map Network Drive...”

PL Scan For wiruses

Create Sharkcut
Intermn Delete
Excplar
! Renarne

Propetties

2. Click ‘Sign up for online storage or connect to a network server’.

e tWorkDrive

Windows can help vou connect to a shared network Folder
and assign a drive letker ko the connection so that you can
access the Folder using My Computer,

Specify the drive letter For the connection and the Folder
that wou wank to connect bo;

Drive: ‘f - EJ

Example: Yiserverishare
Reconnect at logon

Conneck using a different user name,

= Back Finish Cancel
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3. Select'Choose another network location’.

Add I etworKa aoe Wivarnd

Where do you want to create thiz network place?

:
‘
2
1
g
:
:
g

Select a service provider, |f you do not have a membership with
you create an account, To just create a shorout, click "Choose another network location.”

Service providers:
| MSN Commurities

Share wour files with others, ar stare them for your personal uze,

| <Back || Nest> | [ Cancel |
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4. Enter the URL of your NAS with the share folder name. Note that you should put a ‘#’ key at the
end of the URL. Click ‘Next'.
Format: http://NAS_IP_or_HOST_NAME/SHARE_FOLDER_NAME/#

‘What iz the addresz of this network place?

Type the address of the Web site, FTP site, or network location that thiz shortcut will open.

| <¢Back || Mew> | | Cancel |

5. Enter the user name and password which has the WebDAV access right to connect to the share
folder.
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6. Type a name for this network place.

AddNetworkPlace Wizard o

What do you want to name this place?

Create a name fior thiz shortcut that will help you easily identify this network place:
hittpe /41 92,1681, 39 MywebD AW .

Type a name for thiz network: place:
iu,mnnmm 192168.1.39

| <Back |[ Mew> | | Cancel |
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7.

A iR etwors Il dee iz

The network place has been created and is ready to be used.

Completing the Add Network Place
Wizard

You have successfully created thiz network place:

A shostout For this place will appear in My Metwork Places,

Open this netwaork, place when | click Finizh.

To cloze thiz wizard, click Finish.

| Finizh

.If!ani:e.]. ]
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8. Now you can connect to this share folder anytime through WebDAV. A shortcut has also been

created in ‘My Network Places’.

i My WebDAY on 192.168.1.39 =8
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Windows Vista

If you are using Windows Vista, you might need to install the ‘Software Update for Web Folders
(KB907306)". This update is for 32-bit Windows OS only. http://www.microsoft.com/downloads/details.
aspx?Familyld=17c36612-632e-4c04-9382-987622ed1d64&displaylang=en

1. Rightclick ‘*Computer’” and select ‘Map Network Drive..."

Disconnect Metwork Drive...

Create Shortcut
Delete

Rename

Properties
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2. Click ‘Connect to a Web site that you can use to store your documents and pictures’.

What network folder would you like to map?

Specify the drive letter for the connection and the folder that you want to connect to:

Drive:  |X: -]

Folder: |

Example: \\server\share

[¥] Reconnect at logon

Connect using a gifferent user name.
| Connect to a Web site that you can use to store your documents and pictures. I
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3. Select‘Choose a custom network location’.

Where do you want to create this network location?

Choose a custom network location
el Specify the address of a website, network location, or FTP site.

| Net || cancel |
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4. Enter the URL of your NAS with the share folder name.
Format: http://NAS_IP_or_HOST_NAME/SHARE_FOLDER_NAME

Specify the location of your website

Type the address of the website, FTP site, or network location that this shortcut will open.

[ Net || cancel |

5. Enter the user name and password which has the WebDAV access right to connect to this share
folder.
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6. Type a name for this network location.

What do you want to name this location?

Create a name for this shortcut that will help you easily identify this network location:

http://10.8.12111/ My Web DAY,

Type a name for this network location:
MyWebDAV@TS-509|
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7. The Web folder has been successfully created.

Completing the Add Network Location Wizard

You have successfully created this network location:

A shortcut for this location will appear in Computer.

[ Open this network location when [ click Finish,

| Finish || cCancel |
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8. You can locate the web folder in the ‘Network Location’ section in ‘Computer’.

Total Size Free Space

Devices with Remevable Sterage (B)
t| Dacuments

; & ;

Fictures DD RV Dirive (E2) ; CD Drive (k)
- S

Music $ =

¢ Recently Changed P ble Disk (F:) Remevable Disk (G:)
- smevable Disk (F: =D ona :
Searches wf‘ "?

s Public
== Remeovable Disk (He) = Removable Disk (T}
—-— -

Metwork Lecation (3)

- Qmultimedia (\10.812.119)
)

=
[ MyWebDAVETS-500

IW-PC Werkgroup: WORKGROUP

- Processor: Intel(R) Pentium(R) D CPU 280GH:
A Memorn: 300 GB
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9. You can connect to the share folder though this link via HTTP/WebDAV.

Favorite Links MName Internet Address
T Testing Feed  http://10.812.111/MyWebDAV/ Testing Fead.ml

B Documents
B Pictures

n' Music

Maore »

Folders
B Desktop

B w
J Public
1S Computer
&L Local Disk (C:)
a Local Disk (D:)
i DVD RW Drive (E:)
- Remaovable Disk (F:)
. Remmahle Mick (51
1 item
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Mac OS X

Follow the steps below to connect to your NAS via WebDAV on Mac OS X.
Client Operating System: Mac OS X Snow Leopard (10.6.1)

1. Open ‘Finder’ > ‘Connect to Server’, and enter the URL of the share folder.
Format: http://NAS_IP_or_HOST_NAME/SHARE_FOLDER_NAME
Server Address:

| http://10.8.12.111 /MyWebDAW J(+]) (©7)
Favorite: Sereers:

@ ( Remove ) [ Browse | ( Connect )

4

2. Enter the user name and password which has the WebDAV access right to connect to this share
folder.

Enter your name and password for the server
“10.8.12.111".

Connect as: () Guest
) Registered User

Name: James

Password: l-----l ]

| Remember this password in my keychain

(" Cancel )  Connect )
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3. You can connect to the share folder through this link via HTTP/WebDAV.

I e Dabe Modfed
B ioisk _ Testing Feed.xml Today, 2:00 PM

4. You can also find the mount point in the ‘SHARED' category in Finder and make it one of the login
items.

Note that the instructions above are based on Mac OS X 10.6, and can be applied to 10.4 or later.
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Ubuntu

Follow the steps below to connect to your NAS via WebDAV on Ubuntu.
Client Operating System: Ubuntu 9.10 Desktop

1. Open 'Places’ > ‘Connect to Server...’

<3 Applications system @@
|8 Home Foider

[l Desktop
I"_-:Ifm-l:l.lﬂuerls

| Music

i Pictures
ﬁmm

i} Downloads

& 4| E MonMov 2, %:25PM () james

B computer

nmﬁ:

Search for Files...

Recent Docurments
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2. Select ‘WebDAV (HTTP)' or ‘Secure WebDAV (HTTPS)’ for the Service type according to your NAS
settings and enter your host information. Enter the user name and password which has the
WebDAV access right to connect to this share folder. Click *Connect’ to initialize the connection.

(% Applications Places System (@ & 4 Mon Nav 2, S:26PM () james

Conmnect T
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3. This WebDAV connection has been established successfully, a linked folder will be created on the

desktop automatically.
& Mon Nov 2, 9:29PM () james

MyWebDAVY - File Browser
File Edit View Go Bookmarks Tabs Help

Back ~ Forward ~ ﬁ X | e l.‘ ! q
EI | dav| MywebDAV € 100% @ I'Jmn'l;iew vl

Places~ =
ini james =
B Deskiop Testing Fead.xmil
1 File Systerm

121 Network

— Floppy Drive

= WebDAV ...

F2 Trach

1 itemn
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MySQL Management

You may install phpMyAdmin software and save the program files in the *‘Web’ share folder of the NAS.
You can change the folder name and connect to the database by entering the URL in the browser.

Note: The default user name of MySQL is ‘root’. The password is ‘admin’. Please change your root
password immediately after logging in to the phpMyAdmin management interface.

SQLite Management

Follow the steps below or refer to the INSTALL file in the downloaded SQLiteManager-*.tar.gz? to install
SQLiteManager.

(1) Unpack your downloaded file SQLiteManager-*.tar.gz.

(2) Upload the unpacked folder SQLiteManager-* to \\NAS IP\Web\ or \\NASIP\Qweb.

(3) Open your web browser and go to http://NAS IP/SQLiteManager-*/.

?: The symbol **’ refers to the version number of SQLiteManager.
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6.7.1 Virtual Host

Virtual host is a web server technique that provides the capability to host more than one domain

(website) on one physical host offers a cost-effective solution for personal and small business with such

need. You can host multiple websites (maximum 32) on the NAS with this feature.

In this tutorial we will use the information provided in the table below as the reference guide.

Host name WAN/LAN IP and port Document root Demo web application

sitel.mysite.com

WAN IP: 111.222.333.444 /Qweb/sitel_mysite | Joomla!

LAN IP: 10.8.12.45 (NAS)

site2.mysite.com Port: 80 (NAS)

/Qweb/site2_mysite | WordPress

www.mysite2.com

/Qweb/www_mysite2| phpBB3

Before you start, make sure you have checked the following items:

Web Server

Enable Web Server in 'Network Services' > 'Web Server'.

DNS records

The host name must point to the WAN IP of your NAS and you can normally configure this from
your DNS service providers.

Port forwarding

If the web server listens on port 80 you need to configure port forwarding on your router to allow
inbound traffic from port 80 to the LAN IP (10.8.12.45) of your NAS.

SSL certificate import

If you are going to enable SSL connection for the website and intend to use your own trusted SSL
certificates you may import the certificate from within the administration backend under ‘System
Administration’ > ‘Security’ > ‘Import SSL Secure Certificate’.
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Follow the steps below to use virtual host.
1. Select 'Enable Virtual Host' and click 'Apply'.
2. Click 'Create New Virtual Host'.

Web Server
| WEB SERVER” | | VIRTUAL HOST

virtual Host

After enahling this function, you can create multiple wehsites by uploading Weh files to each folder.
{¥] Enable virtual Host

|[ & Create Mew Virtual Host |

3. Enter the host name and specify the folder (under Web or Qweb) where the web files will be
uploaded to.

4. Specify the protocol (HTTP or HTTPS) for connection. If you select HTTPS, make sure the option
'Enable Secure Connection (SSL)' in Web Server has been turned on.

5. Specify the port number for connection.

6. Click 'Apply'.
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7. Continue to enter the information for the rest of the sites you want to host on the NAS.

Modify Virtual Host

ONAP Modify Virtual Host

TURBO MAS

Host Hame: ‘gite] mysite.com
Folder Name: ek sitel _mysite
Protocol : & HTTP O HTTPS
Port: a0 :

Step 1 of 1 " UAPPLY CANCEL

Web Server

| WEB SERVER || VIRTUAL HOST

Virtual Host

After enahbling this function, you can create multiple wehsites by uploading Web files to each falder.
[l Enable virual Host

[ €2 Create New virtual Host |

O | sitet mysite.com Iowebisitel_mysite HTTP an
] site2_tmysite.com Ioweblisite2_mysite HTTF an
O wan Imysite?.com ICnwe b _mysite2 HTTP an
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8. Create a folder for each website (sitel_mysite, site2_mysite, and www_mysite2) and start
transferring the website files to the corresponding folders.

Organize = Burn Mew folder

4 & Downloads
4 | Web Sites
b Joomla
b 4. phpBB3
b WordPress

)

sitel_mysite site2_mysite www_mysited

from Joomla (C\Users..\Joomla) to sitel_mysite (P:\sitel_mysite)
About 3 Minutes and 30 Seconds remaining

(%) More details

Once the files transfers complete point your web browser to the websites by http://NAS_host_name or
https://NAS_host_name according to your settings. In this example, the URLs are:
http://sitel.mysite.com

http://site2.mysite.com

http://www.mysite2.com

You should see the Joomla!, phpBB3, and WordPress web pages respectively.
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6.8 Network Service Discovery

UPnP Discovery Service

When a UPnP device is added to the network, the UPnP discovery protocol allows the device to
advertise its services to the control points on the network.

By enabling UPnP Discovery Service, the NAS can be discovered by any operating systems that support
UPNP.

_Home == Network Services == Netwm_'k Service Discovery

Welcome admin | Logout

Network Service Discovery (
| UPNP DISCOVERY SERVICE || BOMIOUR. |

UPnhP Discovery Service

After enabling this service, your NAS can be discovered by any operating systems that support UPnP.
Enable LIPnP Service
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Bonjour

By broadcasting the network service(s) with Bonjour, your Mac will automatically discover the network
services, such as FTP, running on the NAS without the need to enter the IP addresses or configure the
DNS servers.

Note: You have to activate the services on their setup pages and then turn them on in this section so

that the NAS will advertise this service with Bonjour.

UPNP DISCOVERY SERVICE BOMIOUR

Bonjour

Before broadcasting the following services through Bonjour, please DO MNOT forget to enable these semvices first.
Web Administration
Senice Mame: MNASSCECGC

SAMBA (Sener Message Block over TCPIARP)
Senice Name: MASBCECAC(SAMEA)

] arp fApple File Protocaol over TCRIP)
Serdce Mame: MASSCBCACIAFP)

O ssH
Senice Name: MASBCECAC(SSH)

FTF (File Transfer Protacaol)
Serice Mame: MASSCBCAECFTR)

O] HTTPS (Secureweh serer)
Senice Name: MASBCECAC(HTTPS)

] UPHP (DLMA media server
Sendce Mame: MASSCEBCAC(LIPME)

] omobile for iPhoneiPod Touch,
Service Mame: MNASBCBCAC(OMobile)
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7. Application Servers

Web File ManagerR63
Multimedia Station8h
Download Station[338
Surveillance Station[353
iTunes Service[363
UPNP Media Server[B6d)
MySQL Server[36h
QPKG PluginspBed
Backup ServerB7h
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7.1 Web File Manager

To connect to the files on the NAS by a web browser, enable Web File Manager. If the NAS is connected

to the Internet and uses a valid IP address, you can connect to the NAS by web browser from
anywhere.

To use Web File Manager, go to 'Application Servers' > '"Web File Manager'. Enable the service.

Web File Manager

web File Manager

Enahle Weh File Manager
Show service link on the login page

Click 'Web File Manager' on the top or on the login page of the NAS to connect to the Web File Manager.

If you login the service from the login page of the NAS, you are required to enter the user name and
password.

Note: Make sure a network share has been created before using Web File Manager.
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You can organize the network share folders of the NAS. With Web File Manager, you can upload,

download, rename, move, copy, or delete the files and folders in the network shares.

Web File Manager

<<

[/ Metwork Recycle Bin 1 Welcome admin | Logout English

= = NASECECEC
S | MNetwark Recycle Bin 1
[ [ Public
] Gdovenlaan
[ [ Gmultimedia
=[] Grecordings
&[] Gush
[ Grwveb

Details

Mo Selection

O® BB / 460 [ ==

Matmne = Size Type Modified Time  Permission Oyt FrOLIp

4 4 | Page 1 lof 1 L | l:;? Mo data to display  Show 50 | items

[ Disk info ] Used Size : 32,28 GB |, Free Size @ 112,96 GB
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Upload file
To use this feature, install Adobe Flash plugin for your web browser.

i. Open the folder to upload file to. Click E’ .
ii. Click 'Browse' to select the file(s).
iii. Select to skip or overwrite existing file in the folder.

Upload to /Qmultimedia

Browse | Start | Clear

Maode : (&) skip O Overwrite

L 7.9 kB
J Blue hills.jpg i
L . £2.5 kE
J SRl Remove
i s ELEkE
J Water lilies.jpg ———
T . 103.1 kE
J Wi berpy Remove

Close

iv. Click 'Start'.

Download file
i. Select a file or folder to download.

ii. Rightclick the mouse and select 'Download' or click ! to download the file.

Create folder
i. Select a network share or folder in which you want to create a new folder.

ii. Click l-@ (Create Folder).

iii. Enter the name of the new folder and click 'OK'.
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Rename file or folder
i. Select a file or folder to rename.

ii. Click = (Rename).
iii. Enter the new file or folder name and click 'OK".

Copy files or folders

i. Select the files or folders to copy.
ii. Click — (Copy).

iii. Select the destination folder.
iv. Select to skip or overwrite the existing file in the destination folder. Click 'OK".

Move files or folders
i. Select the files or folders to move.
i. Click % (Move).

iii. Select the destination folder.
iv. Select to skip or overwrite the existing file in the destination folder. Click 'OK".

Delete file or folder
i. Select a file or folder to delete.

ii. Click 0 (Delete) on the toolbar.
iii. Confirm to delete the file or folder.
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Extract files

i. To extract a zipped file on the NAS, right click the zipped file and select 'Extract'.

O® BRIk / 1 0

Matme - Size Type

i e inl T R

o Dowenload

Exdract |k Extract...

o hlove

o Copy

&) Delete

/ Rename

Propetties

ii. Select the files to extract and configure the extraction settings.
Extract - sky and flowers.zip

File List Setkings

Mame « Size Packed Modified Time
% Blue bills jpy 2785 KB 26.06 KB 200110823 20:00:00
™ Sunsetjog B352HB  B7.85HB 200108623 20:00:00
yeter filies jog 81.83 KB 80.53 KB 200110823 20:00:00
# inter jog 10307KB 10167 KB 200108623 20:00:00
Page 1 of1 A | »T? Digplay tem: 1 ~4  Tatal: 4 Show S0 v items

| Extract to : iGdovwnioad

Extract Select Extract Al Cancel
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Files/Folders Search

Web File Manager supports smart search of files, sub-folders, and folders on the NAS. You can search a

file or folder by all or part of the file or folder name, or by the file extension, for example, AVI, MP3.

Web File Manager | |/ Qmultimedia / video Welcome admin | Logout English
= o NASECECEC © 0 @ B E B 0 | B2 | [ Search |
& [ Metwork Recycle Bin 1 —
& ] Public Mame - Size Type Modified Time Permizsion Cwwner Group
2] Gdovwniosd [ b Falder 2010M05A 7 190446 77T (ravxroexra) admin administrators ™
33 Smutimedis 1 3010.05.05 22.00.0722.01.09.0 1 FEMB Y1 Flle 20100SAT 152712 644 (Pvr--r—) htpoust  everyone
= ) system :
& [ Jmusic S 9010-05-05 22-00.07~22.01-09 2 1 96ME AW File 20100505 22:01:09  BEE (re-rwe-rav-1 admin administrators
& Jphotos B 3010-05-05 22-01-09~22-02-10.avi  2MB 24 File 2010/05/08 220211 BBE (rev-rw-rw-) admin administrators
H [ viden
(] Grecordings 20 0-05-05 22-02-10~22-03-11 avi 2 MB A5 File 2010505 220312 BEE (re-rwe-rov-) admin administrators
[ Gush B 204 0-05-05 22-05-11~22-0d4-00 avi 136 ME AN File 20100505 22:04:01  BEE (Pwv-rwi-rav-) admin administratars
([ Grwvel
e S 9010-05-05 22-04-00~22-05-02 av 1 52MB AW File 201000505 22:05:02  BEB (rv-ring-rad-) admin administrators
& ront 901 0-05-05 22-05-02~25.06- 03 avi 194 MB  AvIFle 2010/0505 2206:03 666 (rw-rw-rw-)  admin administrators
© [Jtest
= 4 9010-05-05 22-06-03~22-07-05 avi 1S MB &% File 20100505 22.07:05 BB (rov-ro-rae-] admin administrators
4 9010.05-05 22-07-05~22 08-06.avi 1-93MB  AYIFie 20100505 22.058:07  BE6 (rav-ro-rae-) admin administrators
Details 1 2010-05.05 22-08-08~22.00-07 avi 1 09MB  AVIFile 2010005105 220908 666 (rw-rw-rw-)  admin administrators
M0 Selection 4 9010.05.05 22-09.07~22-10.08 v 1 S6MB &I Fle 2010/0505 2210:09 686 (rwv-rwrw-]  admin administrators
S 9010-05-05 22-10-08~22-11-11 awi 1S MB A5 File 2010505 221111 BEE (rwe-rwe-rov-) admin administrators
B 20 0-05-05 22-11-11~22-12-00.av  149ME AN File 20100505 2212:00  BEE (Pwe-rwe-rov-) admin administratars
1 204 0-05-05 22-1 2-00~22-15-01 avi 1 S6ME AN File 20100505 221302 BEE (Pwv-rwi-rav-) admin administrators F
{ |Page| 1fotz| b M [ & Display tem: 1 - 50, Total: 62 | Show |50 | ftems
[ Disk info ] Used Size : 22,95 GB , Free Size : 122,28 GB
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Mount ISO Shares

To mount an ISO file on the NAS as a share folder, follow the steps below.

Locate the ISO file on the NAS. Right click the file and select 'Mount ISO".

S test /IS0
— _ I —
O® BRi / @ ¢®
hame Size Type
F_TSCD_859U_20100514_3.2 6.cksum 528 CHSLM File
< F_TSCD_§59U_20100514_3.2 Biso 430.38 b IS0 Fils
5 Dowenload ;
. 55-439_3.1.1_BuildDa15 img - MG File
) $5.439_3.1.1_Puildoa15.zip ZIP File
o Mourt IS0
o Move
o Copy
&3 Delete
f Rename
Properties

Enter the share folder name and click 'OK'.

' Mount IS0

Share folder F_TSCD 859U 20100
name: i i

‘ | Ok || Cancel |

Click 'OK' to confirm.
. System message
ja) This 150 share [F_TSCD_8591) 20100514 3.2.6] has been mounted successtilly,
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The ISO share folder will appear on the share folder list. You can access the contents of the ISO image
file. You can login the NAS web interface with an administrator account and specify the access rights of
the users in 'Access Right Management' > 'Share Folders' > 'ISO Share Folders'.

Web File Manager “| | /F_TSCD_859U_20100514_3.26 Welcome admin | Log:
= 2 NASECECES o ~ O @ ! "y
Id [EIF_TSCD_g590_20100514_3.26 | ==
TR Maime - Size Type Modified Time Permission Crvniet
& (] Finder 1 avgoRun Folder 20100514 10:33:41 355 (F-xr-xr-x) acdmin
& e )
(== Folder 201000514 1003341 555 (r-xr-xr-x) admin
(3 anusl Sindet
=[] Gzt I Mac Folder 20100514 1003547 355 (r-xr-xr-x) aclmin
| 1656 3 Manual Folder 20100514 103355 555 (r-xr-r-x) acmin
= P_'l Replicator
[ [~ Metweork Recyels Bin 1 2 et Folder 2010005M4 10:33:44 555 (r-xr-xr-x) admin
[+ (] Public Desc Folder 201000514 1005350 595 (F-xr-xr-x) acimin
[ ] @download ; _
& [ emutimedia = Replicator Folder 20100054 10:33:47 555 (r-xr-xr-x) admin
[ [ ] Grecordings - = A TORUM IS0 JEE B 12O File 20000051 4 1005424 855 (r-xr-xr-x) Scimin
B Qusb 3 558 IMF Fil 2010/05M4 10:34:24 555 () g i
ile 134 F-HF K- acdmin
Qe AUTORUN JMF

To unmount the share folder, right click the folder name and select 'Unmount'. Click 'Yes' to confirm
and then click 'OK' to unmount.

Web File Manager

= o MASECRCEC o
S (EIF_TSCD 8590 20100514 298
& ] AutoRun Unmourt
[ IFinder
= [ M
[ Manual
H Qe
H(]ess
= [ Replicator
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File/Folder Level Permissions

You can set file or folder level permissions on the NAS by Web File Manager. Right click a file or folder
and select 'Properties’.

Web File Manager “ | fDept/Admin/Admin01
= o nas & ~ €Y (% B e LN @
e QO® B / ©
=5 Admin Mame « Size Type
# [ Admind1 Sl 105KE  DOC File
[ Admin0z
= [CJHR
4 [ Production 3 3.dod 105KB DG File
H ] Sales
H [ Jtest
[~ Dowvnlosd o Move
&[] Live_CD_build 0081
=[] Multimediz
& [ Metwork Recycle Bin 1 €9 Delete
& [ Public
H [ Recordings

s e .

H T ek

T2 god ME| Downicad 105KB  DOC File

o Copy

! Rename
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If the 'Advanced Folder Permissions' option is disabled in 'Access Right Management' > 'Share Folder' >
'Advanced Options', the following settings will be shown. Define the Read, Write, and Execute access
rights for Owner, Group, and Public.

e Owner: Owner of file or folder.

e Group: Group owner of the file or folder.

e Public: Any other (local or domain member) users who are not the owner or a member of the group

owner.
Properties
—Info
Mame @ 1.doc
Location : fDepkiadmingadmindl
Size: 1I0.5 KB

Modified Time : 2011/01/19 09:15:54

— Permission
Read Write Execute
Chaner
Group
Public ]
Ok || Cancel |
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If a folder is selected, you can choose 'Apply changes to folder(s), subfolder(s) and file(s)' to apply the
settings to all the files and subfolders within the selected folder. Click 'OK' to confirm.

Properties

—Info

Marne : Admin0l

Locakion @ [Depkadmin

Size 1 31,5 KB

Modified Time ; 201101719 09:16:12

— Permission
Fead Wite Execute
Chaner
Graup
Public

] Apply changes to the Folder{s), subfolder(s) and File{s)

Ok || Cancel |
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If the 'Advanced Folder Permissions' option is enabled in 'Access Right Management' > 'Share Folder' >
'Advanced Options', you will be able to specify the file and folder permissions by users and user groups.

I:E:I .

Properties

Click

Info
Mame
Location
Size

Modified Time

Permission
Mame
,f; admin

& guest

O FIEES | Sdmmin

1.doc
Dept/Admind2dming
10.5 KB

20118149 091354

Read
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Witite Execute
[ [

o] .4 Cancel



Select the users and user groups and specify the Read, Write, Execute rights. Click 'Add".

Local Users

| | festt 234

|E|| jauss

[l | testsss
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To remove the permissions on the list, select the user(s) or user group(s) and click

Properties
Info
rame 1 .doc
Location Deptradminscming
Size 10.5 KB
Modified Time 20118119 09:15:54

Permission

Marme Fead Wykite Execute

& admin

& guest O ] [

& test [l [ [l

& testl ] [l ]

& testz [l ] [
.:ﬂ:. ==

Cheers | 5dmin 2|

8]38 Cancel
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You can also define the file and folder owner by clicking . Select a user from the list or search a

user name. Then click “"Set”.

Local Users 2
Search bo select the user:

admin

Ale

jauss

test

te=t

test1234

test2

Set
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The following options are available for folder permission settings. You are recommended to configure
folder permissions and subfolder permissions in 'Access Right Management' > 'Share Folders'[178,

e Only the owner can delete the contents: When you apply this option to a folder, the first-level
subfolders and files can be deleted only by their owner.

e Apply changes to files and subfolders: Apply changed permissions settings except owner protection
to all the files and subfolders within the selected folder. The option 'Only the owner can delete the
contents' will not be applied to subfolders.

e Apply and replace all existing permissions of this folder, files, and subfolders: Select this option to
override all previously configured permissions of the selected folder and its files and subfolders
except owner protection. The option 'Only the owner can delete the contents' will not be applied to

subfolders.
Properties
Info
Marme Admind1
Location DeptrAdmin
Size 31.5KB
Modified Time 20110118 091 6:12

Permission

Matme Read Write Execute
& admin
& guest [l [ [l
.:ﬂ:. ==
CWREr! | 5omin [ 2|

[ ] 2nly the owner can delete the content
Apply changes to this folder, files and subfolders
[ ] &pply and replace all existing permissions of this folder, files and subfolders

Ik Cancel
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7.2 Multimedia Station

Multimedia Station is a web-based application which lets you play your photos, music, and videos on the
NAS by a web browser. You can also share the multimedia files with your friends and publish photos to
popular social networking sites such as Facebook, Plurk, Twitter, Blogger, and so on.

To use Multimedia Station, follow the steps below.
1. Go to 'Network Services' > 'Web Server'. Turn on the web server feature. To allow access to
Multimedia Station by HTTPS, turn on the option 'Enable Secure Connection (SSL)'.

2. Go to ‘Application Servers’ > ‘Multimedia Station’. Enable the service. Next, go to the web page of
Multimedia Station by http://NAS_IP:80/MSV2/ or https://NAS_IP:8081/MSV2/ (secure connection).
The port number may be different according to your own settings.

Multimedia Station

Multimedia Station

Enable Multimedia Station
[ show service link on the login page

After enabling this semvice, you may click one ofthe following links to enter Multimedia Station.
hittp: 10,81 2. 46:80/M SV 2S
hitps:10.8.12 46:8081/MEW 2!

[“] Rescan media library

Daily starttime:

Reset admin password

Password :

Werify Password :
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3. The first time you connect to Multimedia Station, enter a new password for the 'admin' account.
Then click 'Submit'. If you have created user accounts for the previous version of Multimedia
Station, you may select 'Keep existing user accounts' to reserve the user accounts. Note that the
user accounts (including admin) of Multimedia Station are different from the system user accounts
on the NAS. For security concern, you are highly suggested to set a different password for admin.
The password must be 1 to 16 characters long. It can only contain A-Z, a-z, 0-9, -, !, @, #, $, %,

Welcome

dmin

m the
i f[:] r
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4. When the page of Multimedia Station is shown, click 'Login'. Enter the user name with access right
to this service and the password. If you login as the administrator (admin), you can create new

users and configure other advanced settings.

MULTIMEDIA STATI Home | Li | About | Help

Media Center -
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Multimedia Station consists of Media Center, My Jukebox, and Control Panel.

Home t (James) | About

Media Center
My Music
My Photo
My Video

ta Rican Fr.

My Jukebox

Contrel Panel
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Media Center
The folders and multimedia files of the default network share (Qmultimedia/Multimedia) of Multimedia
Station are shown in Media Center. You can view or play the multimedia contents (images, videos, and

audio files) on the NAS on the web browser over LAN or WAN.

Supported file format

Type File format

Audio MP3

IPG/IPEG, GIF, PNG

Image . . . . .
(Animation will not be shown for animated GIF files)

Playback: FLV, MPEG-4 Video (H.264 + AAC)
Video Transcode: AVI, MP4, M4V, MPG, MPEG, RM, RMVB, WMV
(Files will be converted into FLV)

Home J music

>

alburnol
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Home

Return to the home directory of Multimedia Station

Parent Directory

Return to the parent directory

Refresh

Refresh current directory

Manage Album*

You can: 1. Create new album under the current directory and 2. Add new files to this
album by copying or uploading files to this directory.

B 0088

Set Album Cover*

You can set up the album cover for each album/directory by specifying one photo in
this album/directory.

®

Cooliris

Browse your photos in 3-dimensional way with Cooliris. You need to install the Cooliris
plug-in for your browser first.

Slide Show

Start slide show. You can set up the photo frame, background music, and animation in
the slide show mode.

Publish*

Publish the chosen photos (max. 5 photos) to popular social networking sites. It now
supports: Twitter, Facebook, MySpace, Plurk, Windows Live, and Blogger. Note that
the album must be set to public (Control Panel > Set Folder Public) before it can be
published, and Multimedia Station must be accessible from the Internet. It is
suggested to set up the DDNS for the NAS before using this feature.

E-mail*

Send photos (max. 5 photos) to friends by e-mails. Note that you have to set up the
SMTP server in the NAS administration console before using this feature.

Thumbnails

You can browse the files in thumbnail view. This is the default view in Multimedia
Station.

Details

You can browse the files in detailed view. It supports the following functions: Open,
Rename, Delete, Download, and Full Image View.
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A Sort

You can choose to sort files alphabetically in ascending or descending order.

o~ Search

You can search files by this function. Note that it only supports search within the

current directory.

*Options that can be operated by administrators only.
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Play music

The NAS supports playing music files on the web browser. Simply click a file (MP3) on the web page,
the NAS will start playing it. If you click a music file in a folder, all other supported music files in the
folder will also be shown in the playlist and played. Click 'X' to exit the playback page.

01 Love of My Life.mp3

02 Can't Live a Day.mp3

03 Celebrate You.mp3

04 I You Could See What | See.mp3

05 Answered Prayer.mp3

06 God Causes All Things to Grow.mp3
07 Love Will Be Our Home.mp3

08 Go There with You.mp3

09 How Beautiful.mp3

10 Shine on Us.mp3

11 In Rememhbrance of Me.mp3

12 Household of Faith.mp3

Title: 01 t Life

02:04 /04:50 Volume:
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View image files

When viewing an image file, you can click 'EXIF' to view the detailed information such as file name,
size, date, and aperture. To add a caption for the file, click 'Edit caption' and enter the description. The
description must not exceed 512 characters.

You can also submit your comments on the image file and view the comments from other users on 'All
comments'. Each comment cannot exceed 128 characters.

0 Edit caption .

Comment All comments

Name: admin

Comment:

(MSubmit |
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Set background music

To set the background music of an image file or a folder of image files, make sure you have created a
playlist in 'Control Panel' > 'Playlist Editor' (to be introduced later) in Multimedia Station.

Open an image file in Media Center and click B

Photo Frame | v |
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Select the playlist and click 'Save'. To remove the background music, you can select 'No music'.

Mo music

291



Create album

To create an album (folder) by the web-based interface on Multimedia Station, locate the directory in

Media Center. Click E (Create Album).

¥ | Sor: Mame |+

Select 'Create New Album' and enter the album name. Click 'Next'.
The album name must be 1 to 64 characters long, and cannot contain | \ : ?" < > *

Manage Album
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To copy the files from other location in Media center to the album, select 'File Copy', choose the files to
copy and click >. Then click 'File Copy' to start copying the files.

Manage Album

Mate: The fil fth & Name he files in th ation falr

File Copy File Upload

Current Path: Homelphotos

& music Song_of_Solomon_01.mp3
& photos

& video

' File Copy
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To upload files to the album, click 'Browse' to select the files and click 'File Upload'.

Manage Album

The: fil
'-W File Upload
current Path: Homel/photos
2010-05-18_095043.pny
2010-05-20_153954.pny

2010-05-18_095043.png
2010-05-18_111205.jpy

[ Browse || Remove File Upload
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Manage album

To manage an album (folder) by the web-based interface on Multimedia Station, locate the directory in

Media Center. Click E (Create Album).

¥ | Sor: Mame |+

Select 'Upload & Organize' and click 'Next'.

Manage Album

On b i W T

R D
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To copy the files from other location in Media center to the album, select 'File Copy', choose the files to
copy and click >. Then click 'File Copy' to start copying the files. To upload files to the album, click
'Browse' to select the files and click 'File Upload'.

Manage Album

Mete: The fil [ th me Name he files in the ¢ tion fole

File Copy File Upload

Current Path: Homefphotos

& music Song_of_Solomon_01.mp3
& photos
& video

File Copy

You can click E to browse the multimedia contents in details and click the icons to open, rename,

delete, or download the files or folders.

Home ! music

® > | =1 3 wiew: [ All Name |+
Hame ‘ Date ‘ Tvpe ‘
alburmol 20 [ Folder

Folder

audio
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Set album cover

To set an image file as the album cover, click ﬂ

12616-1920-1... 2630-1800-1... 1e00-12... 12 81_32 pre...

L

£\
G

flowe r=.jpg
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Select the image file and click 'Save'.

Set Album Cover

(Msave | [ Cancel |
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Slide Show

Click n to view multiple image files in slide show. Select the playback speed (3s/6s/9s/15s) and the
slide show effect (for full screen display) from the drop-down menu. You can also select the photo

frame for displaying the image file. To view the image files in 3-dimensional (3D) display, click E

- | g2
["No Frame ol Ble | - =
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Publish image files

You can publish the image files on Multimedia Station to social networking sites such as Facebook and

Twitter. Click

Home | photos

fF O

>

01 Love of My ..,
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Select the image files to publish. You can publish maximum 5 photos at a time. Enter the title and

description. Then select the website to publish the files to and enter the login information of the website.
Note that the album must be set to public (Control Panel > Set Folder Public) before it can be published,
and Multimedia Station must be accessible from the Internet. It is suggested to set up the DDNS for the

NAS before using this feature.

Field Limitation

Title Maximum number of characters: 256

Link (the IP address or host Support alphanumeric characters, dot (.), and slash (/) only
name of the NAS) Maximum number of characters: 256

Description Maximum number of characters: 1024

nan MULTIMEDIA STATIOMN

«

Wl 10.5.12.46 i

B 7 U=#=|9o|F[iEi=
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Email image files

To email the image files, make sure SMTP server settings have been correctly configured on the NAS.

Click .

Enter the information and click 'Send'.

Field Limitation
Subject Maximum number of characters: 128
My Name The name only supports alphabets (A-Z and a-z), humbers (0-9),

dash (-), and underscore (_)

My Email Maximum number of characters: 128
Friend's Name Maximum number of characters: 128
Friend's Email Maximum number of characters: 128
Message Maximum number of characters: 1024

uan MULTIMEDLA STATION

«

Yoo can post your personal message
here.
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Play video
The NAS supports playing video files on the web browser. Simply click a video file on the web page, the

NAS will start playing it. If you click a video file in a folder, all other supported video files in the folder
will also be shown in the playlist and played. Click 'X' to exit the playback page.

QNAP TS-639 Pro Turbo NAS.MP4

i 00:01:19 ) 00:07:27 seeking Volume: - '
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Transcode video

If the video files are in AVI, M4V, MPG/MPEG, RM/RMVB, WMV formats, you need to transcode the file
in order to play it on Multimedia Station properly. A video file which can be transcoded is shown with an
icon like below in thumbnail view.

vy -

Click the icon and confirm to perform video transcoding. Wait patiently when transcoding is in process.

The video will be converted into FLV format. You can then play it on your web browser. Only
administrators are allowed to transcode a video.

QNAP does not guarantee all video formats or codecs are supported. You are highly recommended to
convert the video files into the formats that Multimedia Station supports before uploading the files to the
NAS.

Home !video

f X O EE Al ¥, 2O m % I
Hame Date Type
: 2010005017 : Falder
201 M7 video
viden
201 M7 viden

01000817 video

201000817 video
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My Jukebox

You can create playlists of music files and play them in My Jukebox. The album art and its information
will be read from the ID3 tag automatically if applicable.

To create or edit your own playlist for My Jukebox, go to 'Control Panel' > 'Playlist Editor'. Note that

only the administrators can edit the playlists. The playlists in My Jukebox will be shared with all the
users of Multimedia Station.
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Control Panel

User Management

You can create multiple user accounts on Multimedia Station. Note that the user accounts created here
are different from the system accounts you create on NAS (Access Right Management > Users). Click
'Add User' to create a user. The maximum number of users Multimedia Station supports is 128,
including 'admin’.

Media Center
User Management

My Jukebox

Username Description Disabled IS Admin

Cohtrol Panel =
Edit User

User Management
Change Password
Playtist Edrtor
Photo Frame Settings

Set Folder Public

Add User Refresh
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Enter the user information. The user name only supports alphabets (A-Z and a-z), numbers (0-9), dash
(-), and underscore (_). The user name cannot exceed 32 characters.

Specify whether or not the user is an administrator and the folders that the user can or cannot access.
Click 'Save'. Note that the password must be 1 to 16 characters long. It can only contain A-Z, a-z, 0-9,
“r !l @l #l $l 0/01 —

Add User

Username
Password

Yerify Password

Description

Inaccessihle Folder Accessible Folder

music photos

video

Save || Cancel |

The users are shown on the list. You can edit the user information, delete the user, or change the login

password. Note that the default account 'admin' cannot be deleted.

User Management

Username | Description | Disabled ‘ Is Admin

admin Administrar © | EditUser |

test Edit User | | DeleteUser | Change Password |
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Change Password

You can change the administrator password in this section. The password must be 1 to 16 characters

long. The password can only contain A-Z, a-z, 0-9, -, !, @, #, $, %, _

Maedia Center
My Jukebox
Control Panel

Change Password
ed Managermend g

Chanepe Pasywod d

Old Password

Pt ol oo
— New Password

Photo Frame Settings Verify Password

St Folder Pobilie
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Playlist Editor

To create a playlist, enter Playlist Editor. Select an existing playlist from the drop down menu or click

'Add' to create a playlist.

Next, select the music files from the left column (folders on Multimedia Station) and click > to add the

files to the playlist. Click 'Save' and then 'Close’.

After creating the playlist, you can play it in My Jukebox.

Maximum number of characters in a playlist 24
Maximum number of songs in a playlist 512
Maximum number of playlists 128

Playlist Editor

| [MDelete |

Plaviist ™07 v [ Add

= Up 12 Household of Faith.mp3
11 In Remembrance of Me.mp3
10 Shine on Us.mp3
09 How Beautiful.mp3
08 Go There with You.mp3
07 Love Will Be Our Home.mp3
06 God Causes All Things to Grow.mp3
05 Answered Prayer.mp3
04 If You Could See What | See.mp3
03 Celebrate You.mp3
02 Can't Live a Day.mp3
01 Love of My Life.mp3

| | Cancel | | Close |
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Photo Frame Settings

You can upload your photo frames for viewing the image files. The suggested resolution is 400 (width) x
300 (height) pixels, or you can use an image with 4:3 aspect ratio. The supported format is PNG. To
add a photo frame, click 'Add' and upload the file.

Photo Frame Settings

Photo Frame List
clasico

marco blanco
mosaico
pelicula

velloso

add | [ Delete | [
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The name of a photo frame must be 1 to 16 characters long. The maximum number of photo frames
Multimedia Station supports is 64 (including the system default photo frames). Note that the system
default photo frames cannot be deleted.

Photo Frame Settings

Phaoto Frame List
hlogue

clasico

marco blanco
Mmosaico
pelicula

velloso

Hame

Select File - o = i

Upload | [ Cancel |

add | [ Delete | [ Close |
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Set Folder Public

To publish the image files to the Web, you have to make the folder public. Select the folder to allow
public access and click >. Then click 'Save'. Note that the public folders will be seen and accessed by
anyone without logging in Multimedia Station.

Set Folder Public

public e it can be publizhed Mote that if the folder has
withiout logging in.

Inaccessible Folder Accessible Folder

mMuUsic photos

video

“Save | | Cancel
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7.2.1 QMobile

QMobile is an application for you to use your handheld devices, such as iPhone, iPod Touch, iPad, and
Android phones, to stream music, digital pictures, and videos from your QNAP NAS servers and play
the files directly on your devices from anywhere. As long as you have Internet access, you may access
all the contents on the NAS remotely.

Note: QMobile is applicable to QNAP Turbo NAS running firmware version 3.3.0 or later. Make sure
you have enabled Multimedia Station and Web Server, and configured the shared contents to allow
QMobile to access the multimedia files on the QNAP NAS. (The user accounts created on the NAS and
Multimedia Station are independent of one another. Please access Multimedia Station with an
authorized user account.)

313



Install QMobile

Download QMobile from App Store (iPhone) or Android Market (Android phones).

Music

Android phone users may also get the download link of QMobile by taking a picture of the QR-code from
the website below:

1. http://www.qnap.com/QMobile/Default.aspx?lang=eng

2. http://www.doubletwist.com/apps/android/gmobile/-6558955796410604679/

Take a picture of the QR-code.

'
3 © o
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http://www.qnap.com/QMobile/Default.aspx?lang=eng
http://www.doubletwist.com/apps/android/qmobile/-6558955796410604679/

Get the download link automatically from the QR-code.

Download QMobile to your Android phone.
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After installation, QMobile will be shown on the screen.
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Configure the NAS settings on your handheld devices

Launch QMobile App and add a QNAP NAS. You can add the NAS to QMobile by 'Automatic Discovery' or
'Add Server Manually'.

0O Mobile
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Automatic Discovery

o 5

o
| S - Y

0 Mobile

Connect to Server

No servers

Add Server
Automatic Discovery

Add Server Manually

ONRAF
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Note:
1. For iPhone users

This feature is only available after you have enabled “QMobile for iPhone/iPod Touch” on the NAS

under “Network Services” > “Network Service Discovery” > “Bonjour”.

Welcome admin | Logout

Bonjour

Befare broadeasting the following serices thraough Bonjour, please DO MOT forget to enahle these services first,
Web Administration

Service Mame: A-439

SAMBA (Server Message Block aver TCRIF)
Service Mame: A-439(SAMBA)

AFP iApple File Protocal aver TCRIPY
Service Mame: A-439(4FP)

O ssH
Serdce Name: (&-439(55H)

FTF {File Transfer Protacaly
Service Mame: A-4290FTP)

O HTTRS (Secureweb senen
Service Mame: A-429rHTTPS)

[ UPNP (DLN& media server)
Service Name: (A-439(LIPNP)

Qhohile for iPhonediPod Touch.
Serice Mame: A-439(0Mohile))
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2. For Android devices

This feature is only available after you have enabled “Enable UPnP Service” on the NAS under

“Network Services” > “Network Service Discovery” > “UPnP Discovery Service”.

Network Service Discovery

UPNP DISCOVERY SERVICE BOMNIOUR.

UPhP Discovery Service
After enahling this service, your MAS can be discovered by any operating systems that support UPnP.

Enable UFPnF Service

QMobile will find all the NAS servers which have enabled Bonjour/UPnP on the local network. Select the

NAS and login with your user name and password.

iFod = T &4=4:07 T&3:03

Cancel O Mobile O Mobile

QMAPTony(QMobile)
Mame A-439 local.
PM-439PROII|QMobile)
Host1P A-439 local.
QNAP-NAS(QMobile
) User Name

A-439(QMobile) —

a]w]e]r]T]v]u]i]o]P
Als]o]Fla]u]yfr]L
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Add Server Manually

= M P

P =5:27

(0 Mobile

Connect to Server

No servers

Add Server
Automatic Discovery

Add Server Manually

ONRAE

Enter the name, host/IP, user name and password of the NAS.

0 Mo
Name My 439
Host/1P
User Name Your

Password

awlelr]T]v]u]ifo]p
Alslo]FlalH]ok]L]
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Select the NAS you wish to connect. To delete a NAS from QMobile, swipe the NAS name and tap

“Delete”.

Connect to Server

My 439

Add Server

Automatic Discovery

Add Server Manually

ONRAF

F&3:13

0 Mobile

Connect to Server
My 439

QMNAP Demo

Add Server
Automatic Discovery

Add Server Manually

ONRAF
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Use QMobile to manage your media center on the NAS
1. Media Center

You may view and play the multimedia files saved on Multimedia Station of your NAS.
Note: QMobile can only play the file formats supported by your handheld devices.

Connect to the NAS and tap the Media Center icon.

Media Center My Jukebox

| ;4  Upload Photos

f * My Favorites
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You can browse the multimedia files under “"Qmultimedia/Multimedia” default share folder or you may
choose the specific photo, music or video files by tapping the corresponding icon at the bottom.

iPad =

Media Center

IMG_6356.JPG

IMG_6357.JPG

IMG_6358.JPG

Palau.mp4

Shayne Ward - Melt The Snow.mp3

Shayne Ward - Someone To Love.mp3
Shayne Ward - Stand By Me.mp3

Photo view
iPod = T45:30 = N iFod = ~GR3:24 > ES

Media Center Media Media See All

IMG_0027.jpg

= -
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Music view
T 45:30
Media Center Media

Media
Breathless

Melt The Snow

Someone To Love

na Ward - Shayne Ward

Stand By Me

That's My Goal

You're Not Alone

Media
Palau.mp4

1 video clip.
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2. Upload Photos to NAS

You may upload photos on your handheld devices to the NAS directly through QMobile. Select the file

source by tapping . and select the file destination of the NAS by tapping E

) = T4-7:54

Settings Upload Photos

Media Center My Jukebox

Upload Photos

[ W My Favorites

326



Photo Source: Choose the photos from your handheld devices.
Photo destination: Choose the root folder ("Qmultimedia/Multimedia” folder of NAS) or the sub-folder to

T&47:55

save the photos.
[

iPod = TFE4T:55
'dtl:l Albums  cCancel

Saved Photos (23

Select Folder

. Photo Library

(Photo destination)

(Photo source)
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Select the photos and tap the “Upload” icon to upload the photos to the NAS.

328

Upload Photos

Photo on 20...07.55.15 PM

Photo on 20...07.56.29 PM

2 photos to upload.




3. My Favorites
You may download the multimedia files from the NAS to your handheld devices under "My Favorites”

and play them offline.

My 439 Settings

Media Center My Jukebox

Upload Photos

I * My Favorites
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From Media Center, swipe the file and tap the star sign to start to download it.
(Files that have never been downloaded will be shown as “Not downloaded”.)
iFod = T&5:41 L iFod = T&45:49

Media Center Media Media Center Media

IMG_0016.jpg

Rt IMG_6357.JPG
ﬁ Mot downloaded MG 6358.0PG
IMG_0027.jpg
et Palau.mp4

IMG_0040.jpg Lt o

iahsatsedhdtonihin i Photo on 2010-06-23 05.39.06 PM.jpeg
IMG_0071.jpg Last modified: 201002 TEESS

SEe T Shayne Ward - Breathless.mp3

IMG_6349.JPG

Downloading... 6.3 %

IMG_6350.JPG
. L ROTORH Shayne Ward - Someone To Love.mp3

Shayne Ward - Stand By Me.mp3

e - e o &

Downloaded files will be shown in "My Favorites”. QMobile will check if the source of the downloaded

files have been updated or deleted from the NAS upon every new connection to the NAS. You can select

to synchronize the changes with the NAS.
T45:49

My Favorites

Shayne Ward - Melt The Snow.mp3
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4. My Jukebox

You may view, stream and play the playlists configured on Multimedia Station.

Login Multimedia Station as an administrator. Select 'Control Panel' > 'Playlist Editor".

(=] [=]2] MULTIMEDIA STATION

Home | Media
Media Center

My Jukebox

Control Panel

IMG_0071.jpg

Palau.mp4
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Click 'Add' to create a Playlist. Enter the playlist name and click 'Save'.

Playlist Editor

Playlist ["zx3=mylist |'w Delete .
& up

E‘ Shayne Ward - Breathless.mp3

= Shayne Ward - Melt The Snow.mp3

B‘ Shayne Ward - Someone To Love.mp3

& Shayne Ward - Stand By Me.mp3

E‘ Shayne Ward - That's My Goal.mp3

B‘ Shayne Ward - You're Not Alone.mp3

Save | | Cancel | | Close
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Select the playlist from the drop-down menu and then choose the music files to add to the playlist and

click '>". Click 'Save' to save the playlist.

Playlist Editor

Playlist ["sxZ=mlist [w

L] Up Shayne Ward - Someone To Love.mp3
E‘ Shayne Ward - Breathless.mp3 Shayne Ward - Melt The Snow.mp3

E‘ Shayne Ward - Melt The Snow.mp3 Shayne Ward - Stand By Me.mp3

= Shayne Ward - Someone To Love.mp3

E Shayne Ward - Stand By Me.mp3
E‘ Shayne Ward - That's My Goal.mp3

= Shayne Ward - You're Not Alone.mp3

Cancel
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You can play the playlists created on the NAS by “My Jukebox” on your handheld devices.

iPod = E+11:39

H-y Jukebox mﬁam List

Someone To Love

Waed - Shayrs Waed

Melt The Snow

yred Wasd - Shayres Wasd

Stand By M

3 songs.

Media Center My Jukebox

Upload Photos

My Favorites

Once the audio file has been streamed completely, it will be saved in the cache in 'Recently Played'.
Pod = T44:39
Back  Recently Played
Melt The Snow
o v Wiaed - Shaymes Waed
That's My Goal
Shayres Waed - Shaynas Wasd

Stand By Me

3 songs.
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You can edit the cache settings under 'Settings'.

Media Center My Jukebox

' I_ﬂ Upload Photos

My Favorites

Pod = T &=4:46

Back S-E'“II'IQE

Global Settings
Auto-Lock OFF

If you turn this off, Wifi will always be an, but

battery rmig rain faster,

shien under cellular
our data plan’s limits.

Opening media fik
network might ex

My Jukebox Cache Settings
Maximum (songs)

Downloaded

Pod = T&4:47

seings Cache Settings
Maximum number of songs to cache
100

200
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7.3 Download Station

The NAS supports BitTorrent, HTTP, FTP, and RapidShare download. You can add download task to the
NAS and let the server finish downloading independent of PC.

Important: Please be warned against illegal downloading of copyrighted materials. The
Download Station functionality is provided for downloading authorized files only. Downloading
or distribution of unauthorized materials may result in severe civil and criminal penalty. Users
are subject to the restrictions of the copyright laws and should accept all the consequences.

Note:

e By updating the NAS firmware from version 3.3.x or below to version 3.4.0 or above, Download
Station will be upgraded from v1 to v2. All the tasks in Run, Pause, and Finish lists will be stopped

and cleared. The downloaded files will remain.

e Download Station v2 is only compatible with QGet 2.0 or later.

1. Go to ‘Application Servers > ‘Download Station’. Enable the service.

lication Seryers > Download Station Welcome admin | Logout

Download Station

Download Station

Enable Download Station
Showe service link on the lagin page
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2.

Click ‘Download Station’ on the top or on the login page of the NAS to connect to the Download

Station. If you login the service from the login page of the NAS, you are required to enter the user
name and password.

et QRO WWE ¥

BitTorrent Hame

Status | Size Dovenlosd Speedd | Do

I
Before you start to download files, click ? to configure the download settings.
e | (L6 W W W | e
M Mame Status
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Global Settings

Select continuous download or specify the download schedule for the task.

Settings

Global Settings
Download Schedule :
BitTorrent (%) Cantinuous download

) () Daily download time
HTTP/FTP/RapidShare T

oK ] [ Cancel

BitTorrent Settings

1. General:

Specify the maximum number of concurrent BT downloads allowed for the NAS and the share ratio. The
NAS supports maximum 30 BT downloads. The share ratio is calculated by dividing the amount of
uploaded data by the amount of downloaded data. When the ratio has reached its limit, uploading will
stop automatically.

Settings
Global Settings General || Directories || Connection || Bandwidth || BitTorrent
BitTorrent
HTTP/FTP/RapidShare General :

Global maximum concurrent downloads: |30

Seeding Preferences:
After the share ratio reaches the setting walue, the task will stop seeding automatically.

share Ratio: 999 3
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2. Directories

Select the default folder for saving the downloaded files. You can also specify a folder to which the
completed downloaded files will be moved to.

zeneral Directories Zonneckion Bandwidth BitTorrent

Location of Downloaded Files :

Default directory For download Files: | Download M |

[Move the completed downloads to: | [

3. Connection

Specify the ports for BitTorrent download. The default port numbers are 6881-6889. Select UPnP port
mapping to enable automatically port mapping on UPnP supported gateway.

Enable DHT network: To allow the NAS to download the files even no trackers of the torrent can be
connected, enable DHT (Distributed Hash Table) network and specify the UDP port number for DHT.

General Directaries Conneckion Bandwidth BitTarrent

Listening Pork :

Port used for incoming n:n:nnnectin:nns:|EBE1 | - !EBBEI |

[“]Enable UPRP pott mapping

BitTorrent Features :
[*]Enable DHT netwark,
LIDP park ko use For DHT: !EB'I |
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4. Bandwidth
Specify the maximum upload and download rate for all BitTorrent download tasks. 0 means no limit.
Global maximum number of connections: This refers to the maximum number of allowed connections to

the torrent.
Maximum number of connected peers per torrent: This refers to the maximum number of allowed peers

to connect to a torrent.

General Directaries Conneckion Bandwidth BitTarrent

Bandwidth Limit :
Glabal maximum upload rake (KBfs): [0 means unlimited] 0

Global maximum download rate (KEis): [0 means unlimited] 5 0

Number of Connections
Global maxirmum number of connections: 'I 0o

Mazximurn number of connected peers per torrent: I]

5. BitTorrent
Protocol encryption: Enable this option for encrypted data transfer.

General Directaries Conneckion Bandwidth BitTorrent

Protocol Encryption :

ukbgoaing Eraffic: D.isa.l.:.llllé d v
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HTTP, FTP, RapidShare Settings

1. General:
Specify the maximum number of concurrent HTTP, FTP, and RapidShare downloads allowed for the
NAS. The NAS supports maximum 30 HTTP, FTP, and RapidShare downloads. Click ‘OK’ to save the

changes.
Settings
Global Settings General || Directories || Bandwidth || Accounk
BitTorrent
HTTP/FTP/RapidShare General :

Global maximum concurrent downloads: | 30

a4 ] [ Cancel

2. Directories
Select the default folder for saving the downloaded files. You can also specify a folder to which the

completed downloaded files will be moved to. Click ‘OK’ to save the changes.

General Directories Bandwidth Account

Location of Downloaded Files :
Default direckary For download files: | Diownload w

[rave the completed downloads bo:

3. Bandwidth
Specify the maximum download rate of a single HTTP, FTP, or RapidShare download. 0 means no limit.

Click ‘OK’ to save the changes.

General Directories Bandwidth Accounk

Single Task Bandwidth Limit :

Global maximum download rate (KB)'s): [0 means unlimited] |0

341



4. Account
You can save the login information of maximum 64 HTTP, FTP, and RapidShare accounts. To add login
information, click *‘Add Account’.

Settings

Global Settings General || Directories || Bandwidth || Account

BitTorrent Add Account | Edit Account  Delste Account

HTTP/FTP/RapidShare Host U=zer Mame Status

a4 ] [ Cancel

The default host is rapidshare.com. To enter the login information for an HTTP or FTP server, select
‘Input manually’.

General Directorigs Bandwidth Account

Add a New Account:

Huosk: i rapidshare.com W | r Input manually
Marme: i |

Password: | |

Enabled: _ Disahled Vl

[ Save ] [ Back ]
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Enter the host name or IP, user name and password. To allow the login information to appear for
account selection when configuring HTTP, FTP, or RapidShare download, select ‘Enabled’ from the drop-
down menu. Click ‘Save’ to confirm or ‘Back’ to cancel.

General Directaries Bandwidth Account

Add a New Account:

Hast: H1|:|.B.'|3.'|33 IInput rarially
Mame: itESt |
Passwoard: I---- |

Enabled: ,I Enabled »

[ Save ] [ Back ]

To edit the settings of an account, select an entry on the list and click ‘Edit Account’. To delete an
account, select an entry on the list and click ‘Delete Account’. Click ‘OK’ to save the changes to
General, Directories, and Bandwidth.

Settings

Global Settings General Directaries Bandwidth Account

Sl e Add Account  Edit Account  Delete Account
HTTP/FTP/RapidShare Host User hame Status
10813133 test Enabled
rapicshare.com 1 Enahled
oK ] [ Cancel
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BitTorrent Download

To download a file by BitTorrent, click U Browse and select a torrent file and click ‘OK’. The

download task will be shown under 'BitTorrent' > 'Download Tasks' > 'All' or 'Downloading'. You can

view the details and the download status of the task.

Download Station “

HTTP/FTP/RapidShare

Welcome admin | Logout English

BitTorrent Maime
= SIDovwnioad Tasks Linux Action Show - Season 013
= A
=] Dawnloading
=] Completed
=] Active
=] Inactive
w R Rss

Total: 1 Display 15

General || Files

Transfer

| records per page,

VRO LUES WL P

Status Size  Downle Uplosd Seed  Peer  Progre: Share | Start Time  ET&

Wating 488Gl 0Bfs 0Bz 0 1} 1} 000 2010-11-30 99:99:¢

R
Tirne Elapsed Start Time
Downloaded Uplnaded Share Ratio =
Download Speed Upload Speed
Seeds Peers
General A

& and select the files to download.
Download Station “
HTTP/FTP/RapidShare

BitTorrent

=l =i-| Dowwnload Tasks

VRO LU WL P

Matmne

You can select particular files to download from a torrent file. Select a download task on the list. Click

ol
3]

=

Linux Action Show - Seazon 013

=] Downloading
=| Completed

=| Inactive
H RYRSS

nr20101103
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Download File

File Mame

I . I I I T R R R T DR ]

Linux Action Shaow - Seazon 013 eadme nfo

Linuz Action Zhowy - Seaszon 013/213e01 - EVYO4G Froyo Review .mpd

Linuz Action Zhowy - Seazon 013213202 - Linux Home Server Build Ft 1 mpd
Linuz Action Zhowy - Seazon 013213203 - Linux Home Server Build Ft 2 mpd
Linuz Action Zhowy - Seaszon 013/213e04 - Linux Backup Roundup.mpd
Linuz Action Zhowy - Seaszon 013/213e05 - Lenovo Ultimate Linwx Tablet.mpd
Linuz Action Zhowy - Season 013/213e06 - Linux Beginners Question and Ansywer mpd
Linuz Action Zhowy - Seaszon 013/213e07 - Linux Mirt Debian Reviess mpd
Linuz Action Showy - Season 013/213e08 - Epic Linux Mews mpd

Linux Action Showy - Season 013551309 - Ubuntu Store Concerns.mpd

Linux Action Showe - Season 0135313210 - Are Big Distros Innosvating.mpd

[a]4 ] [ Cancel

You can view the download tasks and right click a task to start, pause, prioritize, or remove a task. To

remove a download task and all its downloaded data, select ‘Remove and Delete Data’.

Download Station
HTTP/FTP/RapidShare

BitTorrent

=) Dowenload Tasks
=
=] Dowenloading
=] Completed
=] Active
=] Inactive

A R Rss

4

VRO VLUS UL P

Matne

Lirz Acti

Starkt

Pause

Pricrity

Rernove

Remove And Delete Data
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RSS Feed

You can subscribe to RSS feeds by Download Station and download the torrent files in the feeds. Click

=N
Ci“, to add an RSS feed.

Download Station « Welcome admin | Logout English
HTTP/FTP/Rapidshare ug %« 7]
BitTorrent Narme: Lakel Stetus Feed URL
&[] Dovwnload Tasks
DRSS
) Al Feeds

Enter the URL and the label.
Add RS5 Feed

Feed URL: | http:ffwww, bitorrents.net/rss.php
Label: | bio|

2k ] [ Zancel

You can view the RSS feeds by expanding 'BitTorrent' > 'RSS' on the left panel of Download Station. To
download a torrent file from an RSS feed, right click the feed and select ‘Download’.

HTTP/FTP/RapidShare €3 'fﬁ:“ U qgl H
BitTorrent Mame
= Download Tasks PhyIOTU GOS 165 PCR O mi2)- Public Domain
=] &l Dovenload
_ PhylOTU GOSWGEE OTs agenomics)- Public Domain
=] Dovwnloading
:_:;] Completed MR FASTA DB From MCBI 2010-11-03 (Bicinformaticz)- Public Dotmain
:_:=| Active YirtualBox Ubuntu 1010 Server (3586 vdi-Opensci (Miscelaneous)- Other
=] Inactive MT BLAST DB From NCBI 2010-10-11 (Bicinformatica)- Public Domain
=8 R_SS MT FASTA From MCBI 2010-10-11 (Biocinformatics)- Puklic Damain
By All Feeds
- MR FASTA From MCBI (Bicinformatics)- Public Domain
[ minina
L) eZRES HR BLAST DB From MCEI (Bioinformatics)- Public Domain
I Ll CDK 1 2 B (Chemistry)- LGPL
Gl gossipt 23 BiioliruxE-E4bit (Bioinformatics)- Cther

The NAS will start to download the file automatically. You can view the download status in BitTorrent
download.

Download Station # Welcome admin | Logout English
HTTP/FTP/Rapidshare ‘ , t&i‘ U u w ﬁ u u %‘ _‘;3 H
WA Mame Status Size  Dowwnle Upload Seed  Peer  Progre: Share | Start Time  ETA
33 Download Tasks Linux Action Show - Season 013 \Wating 263G/ 0B 0Bl 0 0 a 000 2010-11-30 99 89
= Al
= 5 PhylOTU_GOS WGS_O0TUz.an list_wBETA txt Watting 8.8MB 0B/ 0Bk 0 0 1) 000 2010-11-30 99:99:¢
=] Downiloading
=] Completed
=] Active
=] Inactive
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To manage the RSS feeds subscription, right click an RSS feed label. You can open RSS Download
Manager, add, update, edit, or delete an RSS feed.

Download Station %
HTTP/FTP/Rapidshare h
BitTorrent Fa
=9 Download Tasks Ph
=| Al
= _ Ph
=] Diowenloading
=] completed s
=] Active Wit
=] Inactive MT
FRYRSS NT
) All Feeds
ﬁ e MR
mininc
L) ezRsS MR
) bio COH
Eﬁl R3S Download Manager
add R53 Feed
Ipdate R55 Feed
Edit R55 Feed
Delete R55 Feed
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RSS Download Manager

You can use RSS Download Manager to create and manage filters to download particular torrent files
for BitTorrent Download.

1. To add a filter, click ‘Add’.

2. Enter the filter name and specify the keyword to include and exclude.

3. Select the RSS feed to apply the filter settings.

4. You may also specify the quality of the video torrent files (leave it as ‘All" if you do not need this
function or the torrent file is not a video).

5. Episode number: Select this option to specify particular episodes or a serial of episodes of a drama
work. For example, to download episodes 1-26 of season 1 of a TV program, enter 1x1-26. To
download only episode 1 of season 1, enter 1x1.

6. Select the time interval for automatic update of the RSS feeds. The NAS will update the RSS feeds
and check if any new contents that match the filters are available.

7. Click ‘Save’ to save the filter or ‘Close’ to cancel or exit.

8. To delete a filter, select the filter from the list and click ‘Delete’.

RS5S Download Manager % |
Matme Last Check Date Filter Settings
Fitter 2010-11-30 07:25:40
123 2010-11-30 12:26:31 g |HD |
Kewward: |HD |
Dioesn't contain: !|DW res |
Feed: |biu-htlp:,.“,'\mmm.biu:ntu:nrrents.net,.’rss.php V|
uality: i All b |
[¥IEpisode Mumber: [ex. 1x12-14] |1x1 -¢h |
Check update every: | 1 day w |
[ Add ] [ Delete ]
Save ] [ Close

You can view the status of all BT download tasks by clicking ‘BitTorrent’ on the left column.

Download Station #

HTTP/FTP /RapidShare (F) &1 “ (TETE=RETET @ e (7
Mame Statu Size Dow Uplos Seed Peer Progr Shan Start Tir ETA
(=3I Download Tasks
=
=] Downloading
=] completed
=] Active
= Inactive
wRss

Welcome admin | Logout English

Linux Action Show - Seazon 013 Walth 2.63 0Bfz 0Bz O o o 000 2010-11 99:9¢
PhylOTU_GOS _WGES_OTUs an list_vBETA txt Waith 55N 0Bis 0B/ 0 0 1] 000 2010-11 99:9%
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HTTP, FTP, RapidShare Download

To add an HTTP, FTP, or RapidShare download task, click u

Download Station b

HTTP,/FTP/RapidShare T tﬁl YN T Eﬁ,} =0

Enter the URL of the download task (one entry per line). Then select the download type: HTTP/FTP or
RapidShare. If a user name and password is required to access the file, select ‘Use credentials’ and
select a pre-configured account (Settings > HTTP/FTP/RapidShare > Account) or enter a user name and
password. Then click ‘OK’. The NAS will download the files automatically.

Note: You can only enter maximum 30 entries at one time.

Add HTTP/FTP/RapidShare Task

Input URL of the download task: | httpefffrp.cuhk, edu, bk pub/doc fathena Hesiod
(One entry per ling) | MHesiod. Introduction.ms
hittpef o, stut. edu, twefear fitpfpub OpenSourcefapache
finttpdihttpd-2.3.8 tar bz

LRL(s): 2
Irwvalid LRL(s) : O

Download Type: HTTPR [ FTP w
(V] Use credentials
Method: ) Select
@ Manual
Account: b
User Marne: ||

Passward,

(0] 4 ] [ Cancel
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You can view the status of all HTTP, FTP, or RapidShare download tasks by clicking ‘HTTP/FTP/
RapidShare’ on the left column.

Download Station <

Welcome admin | Logout English
HTTP/FTP/RapidShare (F) Eﬂ.‘d “ u w = %ﬁf’ (7
BitTorrent Matme Status Sizg
it fiftp cuhk edu hkpubidociathenaMesiodHesiod Introduction.ms Finizhed 263
hittp: fiftp stut edu tw bvar fitpipubiOpenSourcefapacheshitpdivttpd-2 5.5 tar hz2 Wiaiting B
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The common reasons for slow BT download rate or download error are as below:

1. The torrent file has expired, the peers have stopped sharing this file, or there is error in the file.

2. The NAS has configured to use fixed IP but DNS server is not configured, or DNS server fails.
3. Setthe maximum number of simultaneous downloads as 3-5 for the best download rate.
4.

The NAS is located behind NAT router. The port settings have led to slow BT download rate or no

response. You may try the following means to solve the problem:
a. Open the BitTorrent port range on NAT router manually. Forward these ports to the LAN IP of
the NAS.

The new NAS firmware supports UPnP NAT port forwarding. If your NAT router supports UPnP,

enable this function on the NAT. Then enable UPnP NAT port forwarding of the NAS. The BT
download rate should be enhanced.
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Use Download Software QGet

QGet is a utility to manage the download tasks on multiple NAS servers over LAN or the Internet. You
can install the software on multiple PCs or Macs; no license is required. QGet is compatible with

Download Station v1 and v2.

1. Install QGet from the product CD-ROM disc.

& ONAP Turbo NAS

Cilick Inst
Install CilsA
Install i

Install C

Back Exit
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2. Follow the instructions to install QGet.

& QGet 0.7.6.0 Build 1213 Setup

Welcome 1o the QGet Setup Wizard

This wizard will guide wou through the installation of QGet,

It is recommended that vou close all other applications
before starting Setup. This will make it possible bo update
relevant swstem files without having to reboot wour
computer,

Click. Mext to conkinue,

Mexk = l [ Cancel

3. Run QGet from the installed location.
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4. You can use QGet to manage the download tasks on multiple NAS servers as if you were using the
web-based Download Station. For the introduction and button description of QGet, see the online

help in 'Help' > 'Contents'.

Server  Task Mg

?-gé;w-sfig_ About Qet. .. ﬁ Qe Q Q e _ Q Q ﬁg %@

=& BitT
T 4 Al Marne Status Size Download Speed | Upload Speed Se
. £l Covnloading (23 1 Linuz Action Show - Season 013 ‘Waiting 2.63 GB 0.0Bfs 0.0Bfs a
L o Cmplte 4 (U) " 2 nr20101103 Waiting 2.66 GB 0.0E/s 0.0 Bfs 1}
ot Active (0)
oM Inactive (6)
Bl Rss
L) HTTR/FTR/RapidShare
E3 >
B General | & Files |
Transfer
Time Elapsed = Start: Time =
Downloaded - Uploaded - Share Ratio --
Download Speed - Upload Speed -
Seeds = Peers =
| General

Note: Download Station v2 is only compatible with QGet 2.0 or later.
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7.4 Surveillance Station

You monitor and record the live video of maximum 2-4 IP cameras available on the network (LAN or
WAN) with Surveillance Station. If your NAS models are not listed, please visit http://www.gnap.com for

details.

Maximum number of IP NAS models

cameras

2 TS-110, TS-210, TS-112, TS-119, TS-119P+, TS-210, TS-212, TS-
219P+, TS-239 Pro 11+, TS-259 Pro+

4 TS-410, TS-412, TS-419P+, TS-410U, TS-419U, TS-412U, TS-
419U+, SS-439 Pro, SS-839 Pro, TS-439 Pro 11+, TS-459U-RP/SP,
TS-459U-RP+/SP+, TS-459 Pro+, TS-459 Pro II, TS-559 Pro+,
TS-559 Pro II, TS-659 Pro+, TS-659 Pro II, TS-859 Pro+, TS-
859U-RP, TS-859U-RP+, TS-809 Pro, TS-809U-RP

Note: To use this feature on TS-x39/509/809 series, please update the system firmware with the
image file enclosed in the product CD or download the latest system firmware.

ome == Applications =2 Surveillance Station Welcome admin | Logout

Surveillance Station

Surveillance Station

Enable Surveillance Station
Showy service link on the login page
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Click ‘Surveillance Station’ on the top or on the login page of the NAS to connect to Surveillance
Station. If you login the service from the login page of the NAS, you are required to enter the user
name and password.

Note: The Surveillance Station is only supported on IE browser 6.0 or later.

To set up your network surveillance system by the NAS, follow the steps below:
1. Plan your home network topology
2. Set up the IP cameras
3. Configure the camera settings on the NAS
4. Configure your NAT router (for remote monitoring over the Internet)

Plan your home network topology
Write down your plan of the home network before setting up the surveillance system. Consider the
following when doing so:

i. The IP address of the NAS

ii. The IP address of the IP cameras

Your computer, the NAS, and the IP cameras should be connected to the same router on the LAN.
Assign fixed IP addresses to the NAS and the IP cameras. For example,

e The LAN IP of the home router: 192.168.1.100

e Camera 11IP: 192.168.1.10 (fixed IP)

e Camera 2 IP: 192.168.1.20 (fixed IP)

e NAS IP: 192.168.1.60 (fixed IP)

0 d
Camera 1 Camera 2

LAN IP:192.168.1.10 LAN IP:192.168.1.20 LAN IP:192.168.1.60

4

DsLiCable MAT router
modem LAN IP:192.168.1.100 LAN IP:192.168.1.32

QMNAP
MAS

/—“w’ﬂz"_‘\h

Internet

PC
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Set up the IP cameras

In this example, two IP cameras will be installed. Connect the IP cameras to your home network. Then
set the IP address of the cameras so that they are in the same LAN as the computer. Login the
configuration page of the Camera 1 by IE browser. Enter the IP address of the first IP camera as
192.168.1.10. The default gateway should be set as the LAN IP of the router (192.168.1.100 in this
example). Then configure the IP address of the second IP camera as 192.168.1.20.

Some IP cameras provide a utility for IP configuration. You may refer to the user manual of the
cameras for further details.

* Please refer to http://www.gnap.com for the supported network camera list.
Configure the camera settings on the NAS

Login the Surveillance Station by the IE browser to configure the IP cameras. Go to ‘Settings’ >
‘Camera Settings’. Enter the IP camera information, for example, name, model, and IP address.

B[I Surveillance Station

Network

Camera Name Brand 1P Address WAN IP Address

(s a |
Camera 2

Camera Number: | 1: Camera 1 V|
Camera Model: |Axis 205 V| | |
Camera Name: |Camera 1 |
IP Address: | | | |

O ot [0 ]
WAN IP: (for monitoring from public network) | |

(If your IP camera is installed behind MAT router, you may input the public IP address (or URL) and the corresponding forwarded
port of the router.)

O sot R

User Name : | |

Password : | |

Apply ] [ Remove

Note: Al the camera configuration will not take effect until you click the "Apply" button.
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Click ‘Test’ on the right to ensure the connection to the IP camera is successful.

L Test J

If your IP camera supports audio recording, you may enable the option on the ‘Recording Settings’
page. Click ‘Apply’ to save the changes.

Camera Number: |2: Camera 2 Vl
Video Compression: | Mation JPEG V|
Resolution: | QOVGEA V|
Frame Rate: |2[] vl
Quality: | Maormal vl

Enable audio recording on this camera

Estimated Storage Space for Recording: 6760 GB

| Apply

Configure the settings of IP camera 2 following the above steps.
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After you have added the network cameras to the NAS, go to the ‘Live View’ page. The first time you
connect to this page by the IE browser, you have to install the ActiveX control in order to view the
images of IP camera 1 and IP camera 2. You can start to use the monitoring and recording functions of

the Surveillance Station.

To use other functions such as motion detection recording, scheduled recording, and video playback,

see the online help.

E Surveillanceon

Neatwork Vi CO

Settings ' Live View | Playback

3.0.0{0326T)

359



Configure your NAT router (for remote monitoring over the Internet)
To view the monitoring video and connect to the NAS remotely, you need to change the network
settings by forwarding different ports to the corresponding LAN IP on your NAT router.

d J
Camera 1 Camera 2

LAN IP:192.168.1.10 LAN IP:192.168.1.20 LAN IP:192.168.1.60
Port: 31 Port: 82 Port: 2000

\

/-"'_"‘-\.

Internet .

PC

DSLiCable MAT roiter
modem LAN IP:192.168.1.100 LAN IP:192.168.1.32

Change the port settings of the NAS and the IP cameras
The default HTTP port of NAS is 8080. In this example, the port is changed to 8000. Therefore, you
have to connect to the NAS via http://NAS IP:8000 after applying the settings.

Then login the network settings page of the IP cameras. Change the HTTP port of IP camera 1 from 80
to 81. Then change the port of IP camera 2 from 80 to 82.

Next, login the Surveillance Station. Go to ‘Settings’ > ‘Camera Settings’. Enter the port numbers of IP
camera 1 and IP camera 2 as 192.168.1.10 port 81 and 192.168.1.20 port 82 respectively. Enter the
login name and the password for both IP cameras.

Besides, enter the WAN IP address (or your domain address on the public network, for example,
MyNAS.dyndns.org) and the port on the WAN for the connection from the Internet. After finishing the
settings, click ‘Test’ to verify the connection.

Camera Number: | 1: Camera 1 V|
Camera Model: [iPUXICS 10031013 |
Camera Name: |Camera 1 |
IP Address: [192.168.1.10 |
Port

WAN IP: (for monitoring from public netwaork) |myNAS_dyndns_0rg |

(If your IP camera is installed behind NAT router, you rmay input the public IP address (or URL) and the corresponding forwarded
port of the router.)

Port

User Name : |administrat0r |

Password : ||IIIII |
Apply ] ’ Remaove

Note: Al the camera configuration wil not take effect until you click the "Apply™ button.
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Go to the configuration page of your router and configure the port forwarding as below:
e Forward port 8000 to the LAN IP of the NAS: 192.168.1.60

e Forward port 81 to the LAN IP of IP camera 1: 192.168.1.10

e Forward port 82 to the LAN IP of IP camera 2: 192.168.1.20

Note: When you change the port settings, make sure remote access is allowed. For example, if you
office network blocks the port 8000, you will not be able to connect to your NAS from the office.

After you have configured the port forwarding and the router settings, you can start to use the
Surveillance Station for remote monitoring over the Internet.
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Connect to the snapshots and video recordings of Surveillance Station

All the snapshots are saved in ‘My Documents’ > ‘Snapshot’ (Windows XP) in your computer. If you are

using Windows 7 or Vista, the default directory is ‘Documents’ > ‘Snapshot’.

& Snapshot

File Edit Miew Fawvorites  Tools  Help

@Back = Q @ pSearch l-E:” Folders "

! pddress | _:\Documents and Settingstuseriiy Documents) s V| e Go
- Marme =~ Size  Tvpe
File and Folder Tasks ¥ | BE Camera | 2008-05-30-17-05-12.jpg 66 KE ACDSes 9.0 PEGL.,

B Camera 2 2008-05-30-16-42-01.1pg
Other Places

Details

< il

Z08KE ACD3ee 9.0 JPEGL.

|

a My Computer

The video recordings will be saved in \\NASIP\Qrecordings or \\NASIP\Recordings. The general
recordings are saved in the folder ‘record_nvr’ and the alarm recordings are saved in the folder

‘record_nvr_alarm’.
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7.5 iTunes Service

General

The MP3 files on the Qmultimedia/Multimedia folder of the NAS can be shared to iTunes by this service.
All the computers with iTunes installed on LAN are able to find, browse, and play the shared music files
on the NAS.

To use the iTunes service, make sure you have installed the iTunes program on your computer. Enable
this service. Then upload the music files to the Qmultimedia/Multimedia folder of the NAS.

Application Servers Tunes Server ‘Welcome admin | Logout
iTunes Server (
| GENERAL || SMART PLAYLIST |

iTunes Server

After enabling iTunes server, all the iTunes clients an the same subnet can play the music files in "Multimedia” folder an the
Seher.

Enable iTunes Server

Ol Passwaord required. esses

Please selectthe label encading of the music files. Selectthe correct encoding to display the label information correctly.
Flease select English for non-Asian languages.

Label encoding: : English w

Password required: To allow the users to connect to the data only by entering the correct password,
select this option and enter the password.
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Smart Playlist

Click ‘Smart Playlist’ to enter the smart playlist page. You can define the playlist rules to categorize the
songs into different playlists. If there is no song that matches the rules on the playlist, the iTunes client
will not show the playlist. For detailed operation, refer to the online help.

iTunes Server

Smart playlist - Add
Mame: Lisa Ono

s Alburn Title w  contains * iLisaOno

| cancer | [ appLy |

Locate the service in iTunes

Connect your PC and Turbo NAS to the same LAN and start iTunes on your PC. You should see an entry
(your NAS name generally) shown under 'SHARED' on the left panel of iTunes interface. Click the NAS
name and it will bring up a list of all the music files stored under Qmultimedia (or Multimedia) share
folder and they are ready for playing right away.

File Edit Controls Wiew Store Advanced Help iTunes [m]1=11F3]

“

LIBRARY ‘ Mame Time (Arkist & Album ] Genre Rating |
ﬂ Music @ ‘Winter Wonderland 2:59 Lisa Ono Boas Festas Jazz &
ﬂ Movies @ Depois Do Makal 2:58  Lisa Ono Boas Festas Jazz
[ Let It Snow! Let It Snow! Let TES... 3148 Lisa Ono Boas Festas Jazz
E eelions ® Caroling Caroling 3156 Lisa Ono Boas Festas Jazz
@ Padeasts @ Jingle Bell Rock. 2:20  Lisa Ono Boas Festas Jazz
W Radio @ White Christmas (Moite de Matal) 348 Lisa Ono Bioas Festas Jazz
# Paz Azul (Brahms Lullaby) 339 Lisa Ono Boas Festas Jazz
21ORE # Ave Maria 356 Lisa Ono Boas Festas Jazz
e Stz @ The Christmas Song 341 Lisa Ono Boas Festas Jazz
SHARED [ Boas Festas 444 Lisa Ono Boas Festas Jazz
# Um Anjo Do Céu 5:26 Lisa Ono Boas Festas Jazz
# In the Wee Small Hours of the Mo, 437 Lisa Ono Boas Festas Jazz
Y PLAYLISTS @ Silerk Night 1:01  Lisa Ono Boas Festas Jazz
@ Party Shuffle @ 01 Bezautiful Woman.mp3 07 Calar your soul Other
90’s Music @ 02 Salesman.mp3 G4
@ Music Yideos [ 03 Fill This Might.mp3 4117
My Top Rated # 04 Cry Ou.t Loud.mp3 ) 4:19
@ 05 I'Will Give You Everything.mp3 4:00
@ (T [ 06 Come Alive.mp3 4150
Recently Played o 07 2T A mp3 345
@ Top 25 Most Played [ 08 Be My Love (English Ver.), (Ho... 4:33
09 =.mp3 4:43
# 10 Calor Your Soul.mp3 4:50 N~
™ neschle [ b B
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Click the triangle icon next to the NAS name. The smart playlists defined earlier will be shown. The
songs are categorized accordingly. You can start to use iTunes to play the music on your NAS.

File Edit Controls View Store Advanced Help iTunes
LIBRARY | 4 Name | Time | Artist | Album | Genrg
‘rj MUsic 1 @ ‘Winter Wonderland 2:59  Lisa Ono Boas Festas Jazz
H Movies 2 Depois Do Matal 2:58  Lisa Ono Boas Festas Jazz
a5 # Let Ik Snowl Lek Ik Snow! Lek Ik 5. .. 3148 Lisa Ono Boas Festas Jazz
E T¥ Showis 4 Caroling Caroling 356  Lisa Ono Boas Festas Jazz
@' Podcasts 5 Jingle Bell Rock 2120 Lisa Ono Boas Festas Jazz
W Radio [ @ White Christmas (Moite de Matal) 3148 Lisa Ono Boas Festas Jazz
7 # Paz Azul (Brahms Lullaby) 339 Lisa Ono Boas Festas Jazz
STIHE g # Ave Maria 356  Lisa Ono Boas Festas Jazz
H ARAAES 53 9 & The Christmas Song 341 Lisa Ono Boas Festas Jazz
SHARED 10 Boas Festas 4144  Lisa Cno Boas Festas Jazz
v E NASACESCE e 11 & Um Anjo Do Céu 5:28 Lisa Ono Boas Festas Jazz
3 12 In the Wee Small Hours of the Ma.., 4137 Lisa Ono Boas Festas Jazz
& color wour soul . g )
13 Silent Might 1:01 Lisa Ono Boas Festas Jazz
E Jazz

Note: You can download the latest iTunes software from official Apple website http://www.apple.com.

365


http://www.apple.com

7.6 UPnP Media Server

To use UPnP Media Server, enable this function and click the following link (http://NAS IP:9000/) to
enter the configuration page of the UPnP Media Server.

UPnP Media Server

UPnP Media Server

i Enable UPKP Media Server
[ astar enabling this service, click the following link to enter UPnP Media Server configuration page.
http £i10.8.12.46:9000/

Click the link http://NAS IP:9000/. Go to ‘TwonkyMedia Settings’ > ‘Basic Setup’ to configure the basic
server settings.

The contents on the Qmultimedia or Multimedia folder of the NAS will be shared to the digital media
players by default. You can go to ‘Basic Setup’ > ‘Sharing’ > ‘Content Locations’ to change the share
folder or add more share folders.

After configuring the settings, you can upload MP3, photos, or video files to the specified share folders
on the NAS.

Note: If you upload multimedia files to the default share folder but the files are not shown on Media
Player, click ‘Rescan content directories’ or ‘Restart server’ on the Media Server configuration page.

For the information of setting up the UPnP media server of the NAS for media playing, see here[508.

About UPnP

Universal Plug and Play (UPnP) is a set of computer network protocols promulgated by the UPnP Forum.
The purpose of UPnP is to allow the devices to connect seamlessly and to simplify the implementation of
the networks at home and in the corporate environment. UPnP achieves this by defining and publishing
UPNP device control protocols built upon open, Internet-based communication standards.

The term UPNP is gleaned from Plug-and-play, a technology for dynamically attaching devices to a
computer directly.
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7.7 MySQL Server

Note: To use this feature on the TS-x39/509/809 series, please update the system firmware with the
image file enclosed in the product CD or download the latest system firmware from http://www.gnap.

com.

You can enable MySQL Server as the website database.

Enable TCP/IP Networking

You can enable this option to configure MySQL server of the NAS as a database server of another web
server in remote site through Internet connection. When you disable this option, your MySQL server will
only be configured as local database server for the web server of the NAS.

After enabling remote connection, assign a port for the remote connection service of MySQL server.
The default port is 3306.

After the first-time installation of the NAS, a folder phpMyAdmin is created in the Qweb/Web network
folder. You can enter http://NAS IP/phpMyAdmin/ in the web browser to enter the phpMyAdmin page
and manage the MySQL database.

Note:

e Do not delete the phpMyAdmin folder. You can rename this folder but the link on the MySQL server
page will not be updated. To connect to the renamed folder, you can enter the link http://NAS IP/
renamed folder in the web browser.

e The phpMyAdmin folder is created after the first-time installation. When you update the firmware,

the folder remains unchanged.
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Database Maintenance

’

e Reset root password: Execute this function to reset the password of MySQL root as ‘admin’.
e Re-initialize database: Execute this function to delete all the data on MySQL database.

For the information of hosting a phpBB forum on the NAS, see hereB18,

MySQL Server {

MySOL Server

You can enable MySQL server as the website database.
¥iEnable hySCL Servar
Enahle this aption to allow remaote cannection of My3CL senver.
] Enable TCPAP Metworking
Port Mumbe ;

Hote: You can install the phphyddmin package to manade your MySQL serer. To install the phphivadmin, please click here.

Database Maintenance

ou can resetthe database passwaord or re-initialize the database.

[ RESET ROOT PASSWORD ] [ RE-INITIALIZE DATABASE
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7.8 QPKG Plugins

You can install the QPKG packages to add more functions to the NAS. Click ‘GET QPKG".

QPKG Plugins a8

GET OPKG

OPKG INSTALLED || INSTALLATION |

Zo - B

Optware JRE lceStation SqueezeBoxServer

MultimediaStationExtra

Before you install the packages, make sure the files are correct, read the instructions carefully, and
back up all the important data on the NAS. Download the package you want to install on the NAS to

your computer.

QPKG

lore the unlimited our QMAP Mas

= GLPI

= IceStation
= NZBGet

= Tomcat

= Asterisk
= Java Runtime Environment
= XDove

= AjaXplorer
= SABnzbd+
= Python

= WordPress

= Joomla

= phpMyadmin
= MLDonkey
= S550T5 (Now with Squeezebox Server!)
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Before installing the QPKG package, unzip the downloaded file. To install the QPKG, browse to select
the correct QPKG file and click ‘INSTALL'.

| ”QPKG INSTALLED ” INSTALLATION

Install a new OPKG plugin
Toinstall a package, please follow the steps below:
1. Click [GET QPEG] to see the latest available QPKGs, download and unzip it to your PC.

2. Browse to the location where the unzipped file is, and then click [INSTALL]

I’MS_1 20.409-2_<BEWPMS_1.20.409-2_=B6.gpka | Browse..

I INSTALL I

After uploading the QPKG packages, the details are shown. Click the link to connect to the web page of
the installed package and start to configure the settings. To remove the package from the NAS, click
‘REMOVE'.

QPKG Plugins

QPKG - Joomla

Joomial File Hame: Joomla_1.5.15.qpkg
Installation Date: 2010-05-12
Version: 1.5.15
Installation Path: IsharefGwebidoomla
Status: --

Webh Page: http:10.8.12. 46800 00mlal
hitps M 0.8.12.46:3081/Joomlal

Maintainer GMAP Svstems, Inc.

CLOSE
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7.9 Backup Server

Rsync Server

You can enable Rsync server to configure the NAS as a backup server to allow data backup from a
remote Rsync server or NAS server. The default port number for remote replication via Rsync is 873.

e Enable backup from a remote server to the local host: Select this option to allow data backup from
a remote server (NAS) to the local server (NAS).

e Allow remote Rsync server to back up data to the NAS: Select this option to allow data backup from
an Rsync server to the local server (NAS). Enter the user name and password to authenticate the
Rsync server which attempts to back up data to the NAS.

Home = Application Servers == Backup Server Welcome admin | Logout
Backup Server Configuration d
| RSYNC SERVER | | RTRR SERYER |

Rsync Server Settings

By using this function, you can back up the data on the local serverto a remote server ofthe same NAS series, and also allow
hackup fram remaote semver ta the local server,

Enable backup fram a remote server ta the local hast

] sl remote Fsyne serverto hack up data to MAS

User Mame: rsync

Fassword, eesssses
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RTRR Server

To allow real-time or schedule data replication from a remote server to the local NAS, select ‘Enable
Real-time Remote Replication Server’. You can specify the port number for remote replication. The
default port number is 8899. To allow only authenticated access to back up data to the local NAS,
specify the access password. The client server will be prompted to enter the password to back up data
to the NAS via RTRR.

Note: This feature is available for Intel-based NAS models only. Please visit http://www.gnap.com for
details.

Backup Server Configuration U

| RSYNC SERVER || RTRR. SERVER |

RTRR. Server Settings
Real-time Remote Replication (RTRR) Server allows yau to perfarm one-way synchronization from the local MAS to a remote senver, or other

way raund.

Enahle Real-time Remote Replication Server

Port Number: 8299

Password
Password:

Verify Password:

Network Access Protection
® Allow all connections

O Allow connections fram the list only
| Add |

| |_.ﬁeme J IP address or network domain Access right Action

(@ Delete |

Mote: Ifthe listis empty, all connections to the server will be allowed.
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You can specify the IP addresses or host names which are allowed to access the NAS for remote
replication. Up to 10 rules can be configured. To allow all connections, select ‘Allow all connections’.
To specify the IP addresses or host names, select ‘Allow connections from the list only” and click *Add’.

Network Access Protection
() Allow all connections

| ® Allow connections from the list only

Mote: Ifthe listis empty, all connections to the semver will be allowed.

Enter an IP address or specify a range of IP addresses by entering the IP and subnet mask. Select the

access right ‘Read Only’ or ‘Read/Write’. By selecting ‘Read/Write’, the client server is allowed to delete
the files on the local NAS. Click ‘FINISH’ to exit.

Add IP Address w

QNAP
TurRBDO MAS
Enter the IP addresses that are allowed to connect to the server.
IP Address Format: |
(15ingle IP address
IP Address: ] & {
@Speciﬁ; IF addresses of certain network by setting IP address
and netmask
IF: 10 LA ] il d
Subnet Mask: 2550 M .0 » .0 v
Access right  Readiirite v
Fead Only
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After saving the access rule, click ‘APPLY’ and the NAS will restart to apply the settings.

Network Access Protection
O Allow all connections

&) Allow connections fram the list only

l:l____

O Lawz 10.8.0.008 Readtrite
& Delete

Mote: Ifthe listis empty, all connections to the serverwill be allowed.

Mote: The seltings have been changed. Please click "Apply” to restart the server.
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8. Backup

Remote Replication[375
Cloud Backup40®)

Time Machine 404
External Drivef40d)

USB One Touch Copy1®

8.1 Remote Replication

Rsync Replication

You can replicate the NAS data to a remote NAS or Rsync server by Rsync remote replication. If the
backup destination is a NAS, you must first go to ‘Application Servers’ > ‘Backup Server’ > ‘Rsync
Server’ and enable the remote NAS as an Rsync backup server.

To create a replication job, click ‘Create New Replication Job’.

Home > Backup > Remote Replication Welcome admin | Logout

Remote Replication

| RS¥NC [|_RTRR|

Current Jobs

Rsync Replication allows you to replicate the files of a local folder to a folder of a rernote server. You must enable Rsyne servar on the remote
server in order to use this function.

[@ Create Mew Replication Job ]
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Specify the server type, NAS or Rsync server, of the remote server. Enter a job name. Click "NEXT".

Remote Replication .

QONRAR Remote Replication Wizard

TurRBO NAS
This wizard helps you create a remaote replication jol. Enter the
name of the remaote replication job and click Next.

Server type: CNAS server v

Remote Replication Job Name: hackup

Enter the IP address, port number, user name and password to login the remote server. The default
port number is 873. Note that the login user name must have read/write access to the remote server
and sufficient quota limit on the server. Click ‘TEST' to verify the connection. Then click *"NEXT'.

Remote Replication e

ONAP Remote Destination

TURBDO MAS

Hame or IP address of the remote server: 172.17.20.77

Part Number: ar3
User Name: ‘admin
Password: e

Remote Host Testing: TEST

376



Specify the destination folder, where the data will be replicated to.

Remote Replication )

ONAP Remote Destination

TurRBDO NAS

Destination Path; /Publid
{ e.9. 'ShareFolder Directory )

Remain Capacity: 0 Mb

FleR 3017 BACK m CANCEL

Specify the local folder, where the data will be replicated from.

Remote Replication s

(m ]\ [ =]= Local Source

TURBDO NAS

Local Path: DeRt
{ e.d). 'ShareFolderDirectory }

Stap.dot? " BACK m CANCEL
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Select to replicate the data immediately or specify the backup schedule.

Remote Replication

QONRAR Replication Schedule

TUREBDO NAS
Select schedule:
() Replicate Mow
3 Daily

1 e akly

%1 Maonthly

Time

S BACK NEXT CANCEL

Specify other options for the remote replication job.

Enable encryption: Select this option to execute encrypted remote replication. Note that you must
turn on 'Allow SSH connection' in 'Network Services > 'Telnet/SSH' and specify the same port
number for SSH and encrypted remote replication.

Activate file compression: Turn on this option to allow file compression during the data transfer
process. This option is recommended for low bandwidth environment or remote replication over
WAN.

Stop network file services while replicating: Stop all connections to the NAS via Samba (SMB), AFP,
and FTP when remote replication is in process.

Perform incremental replication: When this option is turned on, after the first-time replication, the
NAS will only back up the files that have been changed since the last backup. The files of the same
name, size, and modified time will not be copied again. You are recommended to turn on this
option for the replication job which will be executed for more than once in order to shorten the
backup time.

Delete extra files on remote destination: Select the option to synchronize the source data with the
destination data (one-way synchronization). Extra files on the destination will be deleted. Source
data will remain unchanged.

Handle sparse files efficiently: A sparse file is a type of computer file that contains large blocks of
zero-byte data. Turn on this option may reduce the time required for remote replication.
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Remote Replication

ONRAP Replication Options

TURBDO MNAS

] Enable encryption, port number; (22

MNote: ¥ou have to enable S5H connection an the remote host,
and use the "admin” account to execute the encrypted
replication job. Besides, the port number must be the same as
the S5H port af the remaote hinst)

Activate file compression

Stap netwark file services while replicating

Perform incremental replication

Delete extra files on remote destination

Handle sparse files efficiently

MEANAM

=415 AR BACK ﬁ CANCEL

Click ‘FINISH’. The job will be executed according to your schedule. Note that the job is recursive. Do

not turn off the local NAS and the remote server when remote replication is running.

Remote Replication

(=]~ Setup complete

TUuURBD NAS
The remaote replication settings have been completed. Click FINISH
to exit the Wizard.
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RSYNC | | RTRR

Current Jobs

Fsync Replication allows yvou to replicate the files of a local folder to a folder of a remote server. You must enahle Rsyne server on the remaote
server in order to use this function.

£ Options i'@ Create Mewy Replication Job ]

Ll hackup 00:00 - Manthhy: 1 Feady

Description

-
(2]
o
=]

Start a replication job immediately.

Stop a running replication job.

View Rsync logs (replication results).

Edit a replication job.

CHONONG

Disable replication schedule.

i'-rl
%
b=

Enable replication schedule.

@

To configure the timeout and retry settings of the replications jobs, click ‘Options’.

[-@ Create Mew Replication Job i
i hackup 00:00 - Monthly: 1 Feady
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e Timeout (second): Specify a timeout value for each replication job. This is the maximum number of
seconds to wait until a replication job is cancelled if no data has been received.

e Number of retries: Specify the number of times the NAS should try to execute a replication job
should it fail.

e Retry intervals (second): Specify the number of seconds to wait in between each retry.

For example, if you entered 600 seconds for timeout, 3 retries, and 60 seconds for retry intervals, a
replication job will timeout in 600 seconds if no data is received. The NAS will wait for 60 seconds and
try to execute the job a second time. If the job timed out again, the NAS wait for another 60 seconds
and retry for a third time.

Advanced Settings

QNAP Advanced Settings

TUuREBDO NAS

You can configure the following settings for the Remaote
Replication jobs. ltis recommended to use the default values.
Timeout {second): :
Number of retries:
Retry Intervals (seconil):

Step 1 of 1 “aeey B canceL
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RTRR Replication

Note: This feature is available for Intel-based NAS models only. Please visit http://www.gqnap.com
for details.

Real-time Remote Replication (RTRR) provides real-time or scheduled data replication between the local
NAS and a remote NAS, an FTP server, or an external drive, or replication between two local share
folders. In real-time mode, the source folder will be monitored and any files that are new, changed, and
renamed will be replicated to the target folder immediately. In scheduled mode, the source folder will
be replicated to the target folder according to the pre-defined schedule.

If the backup destination is a NAS, you must first enable RTRR server (‘Application Servers’ > ‘Backup
Server’ > ‘RTRR Server’) or FTP service (‘Network Services > ‘FTP Service’) on the remote NAS.

The NAS supports maximum 64 replication jobs. Each job supports maximum 5 folder pairs. To create a

real-time or scheduled remote replication, click ‘Create New Replication Job’.
| RSYNG || RTRR

Current Jobs

RTRR (Real-time Remote Replication) allows one-way data replication hetween two serversilocations ({including FTP server) in real time or
according to the specified schedule. ¥You must enable RTRER ar FTF server on the remote server in order to use this function.

[Gi Create Mew Replication Job ]

.
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When the wizard shows up, click ‘"NEXT".

Quick Configuration Wizard

DONRAP Synchronization Job Wizard

TURBD MNAS

This wizard helps you create a sync job through the following steps.

1. Connectto a remote host
2. Create folder pairs for sync operations.
3. Configure real-time or scheduled sync options.

Click "Mext" to star.

383



Select the sync locations. Make sure the destination device has been formatted and share folders have
been created. The NAS supports:

e Synchronize data from a local folder to a remote folder (NAS or FTP server)

e Synchronize data from a remote folder (NAS or FTP server) to a local folder

e Synchronize data from a local folder to another local folder or an external drive
Click *NEXT".

Quick Configuration Wizard

QOQNRAP Select sync locations

TURBDO MAS
Select the target folder for synchronization.

(%) Local folder to remote falder

Svnchronize files from a local folder to a remaote folder.
{JRemote folder to local folder

Svnchronize files from a remote folder to a local folder.
{JLocal falder to local folderexternal drive

Svnchronize files from a local folder to another local folder ar
external drive.
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Enter the IP address or host name. Select the server type (FTP server or NAS server with RTRR service
enabled).

Remote replication to FTP server:

Specify the port number and if you want to enable FTP with SSL/TLS (Explicit) for encrypted data
transfer. If the FTP server is behind a firewall, enable passive mode. Enter the user name and
password with read/write access to the server. Click *"NEXT".

Quick Configuration Wizard

ONAP Configure Remote Host Settings

TURBDO MNAS
P AddressiHost Narme: 10812111 @
Server Type: FTP Server  » @
Port: [ FTR with SSUTLS (Explicit)

] Passive Mode

User Marme admin @

Password seess| @
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Remote replication to NAS with RTRR service:

Enter the IP address of the RTRR service-enabled server. Specify the connection port and select
whether or not to enable secure connection. The default port number for remote replication via RTRR is
8899. Enter the password for RTRR connection. Click *"NEXT".

Quick Configuration Wizard

DONAPR Configure Remote Host Settings

TuRBD NAS
IP AddressiHost Mame:  10.8.12.111 @
Server Type: 'RTRR Serice v @
Port; L] Enable Secure Connection S50
Passwaord e @

Bl R BACK m CANCEL
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Select the folder pair for data synchronization.

Note: If a folder or its parent folder or child folder has been selected as the source or destination in
a folder pair of a replication job, you cannot select the folder as the source or destination of another

folder pair of the same job.

Quick Configuration Wizard

ONAP Select Folder Pair

TURBO MAS
Double click to select the folder.
Laocal source folder : Remaote destination folder
JRecordings @  odownload @
E It;ﬂnjvz};ad | II_l Metwork Recycle Bin
&l LRMCFRE_Tw_DvCl |— Fublic
[ Multirmedia =| |& Qdawnload

[ Metwark Recycle Bin— Il—' Gmultimedia

[ PRISON_BREAK L. CHECE i
[ Public | Qush

= Recordings [ Qweb

. -

| rarard e mra S

!<| (1T ] x| i| 111 ] L|
¥l add More Falder Pairs

B R " UBACK ﬁ " CANCEL
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Select ‘Add More Folder Pairs’ to add more folder pairs for backup.
Each sync job supports maximum 5 folder pairs. Select the folder pairs and click *ADD’. Click *‘NEXT'.

Quick Configuration Wizard

Configure Multiple Folder Pairs

Local source folder : Femaote destination folder
TDownload @ «=» odownload @ m

IRecordings =%  odownload
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Choose between real-time and scheduled synchronization. Real-time synchronization copies files that
are new, changed, and renamed from the source folder to the target folder as soon as the changes are
made after the first-time backup.

Scheduled synchronization copies files from the source folder to the target folder according to the pre-

configured schedule. The options are:

e Replicate Now: Replicate data immediately.

e Periodically: Enter the time interval in hour and minute that the backup should be executed. The
minimum time interval is 5 minutes.

e Hourly: Specify the minute when an hourly backup should be executed, e.g. enter 01 to execute
backup each first minute of every hour, 1:01, 2:01, 3:01...

e Daily: Specify the time when a daily backup should be executed, e.g. 02:02 every day.

e Weekly: Select a day of the week and the time when a weekly backup should be executed.

e Monthly: Select a day of the month and the time when a monthly backup should be executed.

Quick Configuration Wizard

CQNRAP Replication Options

TurRBEBD NAS

& Real-time
Real-time synchronization copies files that are new, changed,
and renamed fram the source folder to the target falder a5 soan
as the changes are made.

{J5chedule
Scheduled synchronization copies files that are new, changed,
and renamed from the source folder to the target folder
according to the pre-configured schedule.

Replicate Mow

v Canfigure policy and filter

S
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To configure synchronization policy, select ‘Configure policy and filter’ and click *"NEXT".

Select whether or not to enable the following options:

Delete extra files: Delete extra files in the target folder. Deletions made on the source folder will be

repeated on the target folder. This option is not available for real-time synchronization.

Detect sparse files: Select this option to ignore files of null data.

Check file contents: Specify to examine file contents, date, size, and name to determine if two files

are identical. This option is not available for real-time synchronization.

Compress files during transmissions: Specify whether or not the files should be compressed for

sync operations. Note that more CPU resources will be consumed.

Ignore symbolic links: Select this option to ignore symbolic links in the pair folder.

Extended attributes: Select this option to keep the information in extended attributes.
Timeout and retry settings: Specify the timeout period and retry settings if a sync operation fails.

Quick Configuration Wizard

Configure synchronization policy

Delete extra files | =

Detect sparse files | &

Checkfile contents 2

Compress files during transmission L
lgnare symbolic links | 2

Extended attributes ?)

Step ¥ of 11

s

Timeout and retry settings; =

Timeout (second):

Fetry Intervals (second)

NEXT

BACK CANCEL
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You can specify the file size, file types to include/exclude, and file date/time to filter data
synchronization.

e File size: Specify the minimum and maximum size of the files to be replicated.

e Include file types: Specify the file types to be replicated.

e Exclude file types: Specify the file types to be excluded for replication.

e File date/time: Specify the date and time of the files to be replicated.

Quick Configuration Wizard

Configure synchronization filter

[“IFile size | 7 CIFile dateftime 2
[ min size: 0 From: 2000 +~ /D1 + /01
[ size: To: 2012 v ii01 v ii01

Include file types | =
[l oocuments Fictures [ video Dﬁpplicatiuns Music
DTempnrawﬂles L othars: {

Exclude file tvpes .?1

Ll oocuments L pictures [ video Dﬁpplicatiuns L wusic
Tempnrarg.rﬂles [ others: {
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Enter a job name. Click ‘"NEXT".

Quick Configuration Wizard

OQanNAaP Enter a sync job name

TURBDO MAS

Job Mame Recordings—-=Remote:Qdownload @

Specify a name for the sync job. it is a regquired field and cannot be
ermpty.

Confirm the settings and click ‘NEXT".

Quick Configuration Wizard

ONARP Confirm Settings
TUuRBDO MNAS
Job Name; Fecordings--=Remote:@download )
Folder Pair Number: 2
Folder Pairs 1: [[Recardings] --= [fQdownload]
Folder Pairs 2: [[Download] --= [ download]
Server Type: Local folder to rermaote folder
Server Type: FTP Sernver =
Host Name: 10.8.13.133:21 i
User Name test
Schedule Type Real-time
Titmeout (secand): 120
Policy: mHumber of retries: 3 | |
Retry Intervals (second): 60
File size: -~ 1000 mh
- Pirtiires ]
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Click ‘FINISH’ to exit the wizard.

Quick Configuration Wizard

QNAP Setup complete

TurREO MNAS

Congratulations. You have finished all the steps for Quick
Configuration.

Step 11 of 11 m

Current Jobs

RTRE (Real-time Remaote Replication) allows one-way data replication hetween two serversflocations {(including FTP server) in real time ar
accarding to the specified schedule. You must enable RTRER ar FTF sener an the remaote server in arder to use this function.

£ Options [@ Create Mew Replication Job ]
(=] 10.8.13.133 Enabled
l— Recordings--=Remote:Qdownload (Real-time) Initializing... 26 file(s) @@
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Icon

Description

e Enable connection to a remote server.

e Start a replication job.

Stop connection to a remote server or external drive.

Stop a replication job.

View job status and logs; download logs.

© || @ E

e Edit the connection settings of a remote server.

Edit the settings of a replication job.

()

e Delete connection settings to a remote server.
e Delete a replication job.

This button is available only after a replication job is stopped or the connection
to the remote server is stopped.
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To edit the replication job properties, click 'Options’.

(] Optmns i@ Create Mew Replication Job i

10.8.13.133 Enabled

Under 'Event Logs' you can select to enable 'Download Detailed Logs' and specify the maximum file size
of the log file. You can also select to send an email alert when synchronization fails or completes. Note
that the SMTP server settings must be properly set up on the NAS ('System Administration' >
'Notification").

Customize job property )

|. EVENT LOGS “ F"EILIE"|".||I FILTER.|

[¢]Download Detailed Logs
Maximum Log Size (MB); | CMB (Max 1 GE)
Enatle this option to include maore information in the log file. ¥ou can also specify the
maximum file size.

["5end an alert email in the fallowing conditionis):

Svnchronization failed
Svnchronization has completed.

Enable this option to allovy the system to send an alert email to the system administratar
when a syhchranization job fails ar completes.

Mate: The SMTP server must be canfigured first far alert mail delivery. Click this to configure the

SMTF server
" aeely N cANcEL
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Specify the replication policy in 'Policy' and filter settings in 'Filter'. These will become the default
settings for all RTRR replication jobs.

Customize job property

|EuENTLDES|| pOLICY |[FﬂJEﬁ'

Pl Delete extra files @) Timeaut and retry settings: =

Timeout {second).
[] Detect sparse files &
MHumber of retries:

o

[ checkfile contents =

] Compress files during transmission i?_}
[1 1gnore symbalic links |2

[ Extended attributes | &

UAPPLY ~ CANCEL
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Download replication job logs:

To view the status and logs of a replication job, click .

© Options [@ Create Mew Replication Job ]
(=] 10.8.13.133 Disahle

|—RecDrdings——>Rethe:Qrecardings(Schedule:WeekIyMDndayDU:DD) Failed (Check the log for detail) .m

You can view the details of a replication job.

Job Status and Logs

JOB STATUS || jEIB LEIES-.

Jobh Name: Recordings--=Remote:Qrecordings

Schedule Type: Schedule: Weekly Monday 00:00 Folder Pairs: 1

Total File{s): -------- Total Folder(s); --------

Total File Size: ---—--- Average Transmit Speed: 0 KB
Elapsed Time: 00:00:00 Time Left; 00:00:00

Status: Failed
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You can view the job logs or download the logs by clicking ‘Download Logs’. The log file can be opened
by Microsoft Excel or other text editor software. Note that this button is only available after you have
enabled 'Download Detailed Logs' in 'Options' > 'Event Logs' and executed the replication job once.

Job Status and Logs o)

|»

2010-11-30 | 15:28:24 Job [Recordings--=Remaote:Qrecordinns] started.

2010-11-30 | 15:28:24 The number of folder pairs = 1.
2010-11-30 | 15:28:24 Pairl = [Recordings, Qrecordings).

I

2010-11-30 | 15:28:25 Schedule type: Weekly tweek day =1, hour= 0, minute = 0).
2010-11-30 | 15:28:24 Synchronize files from a local folder to a remaote folder.
2010-11-30 | 15:28:254 Semer P address: 10.8.13.133, port number 21.
2010-11-30 | 14:28:258 | The S5L connection option is disahled. |

[9 Dowenload Logs I
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How to create a remote replication job for an entire disk volume?

To back up an entire disk volume by remote replication, create a new share folder (for example, root)
as the root directory which contains all the share folders in the same volume, and specify the path to
'/’. Then create a remote replication job to copy this share folder (root). All the share folders and sub-

folders will be replicated.

Share Folder Property

Share Folder Property

Network Share HName: root

Disk Volume: Er'-flirrnring Disk: Wolume: Drive 1 2 s
Hide Metwork Drive: () ves (& g @

Lock file {oplocks): ®ves O Mo
[Path: i
Comment {optional): :
L] Enable write-only access on FTP connection Li ]

Step 1 of 1 U APPLY B CANCEL
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8.2 Cloud Backup

Amazon S3

Amazon S3 (Simple Storage Service) is an online storage web service offered by AWS (Amazon Web
Services). It provides a simple web services interface that can be used to store and retrieve the data
from anywhere on the web. With Amazon S3, you can upload the data from your NAS to Amazon S3 or
download the data from Amazon S3 to your NAS.

Note that you need to register an AWS account from http://aws.amazon.com and pay for the service.
After signing up for an account, you need to create at least one bucket (root folder) on Amazon S3 by
an Amazon S3 application. We recommend the Mozilla Firefox add-on ‘S3Fox’ for beginners.

Backup :->> Cloud Backup Welcome admin | Logout Englist

Cloud Backup
| AMAZON 53 || ELEPHANTDRIVE

Amazon 53

This function allows you to upload the data fram the MAS t0 Amazon 53, orvice versa.

Mote; Flease synchronize the system time with an Internettime server before using this function. Ta configure the systern date and time, please
click here.

Current Jobs

[@ Create Mew Replication Job ]

Job Name Usage Type Schedule Status Action
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After setting up the Amazon S3 account, follow the steps below to back up the data to or retrieve the
data from Amazon S3 using the NAS.
1. Click ‘Create New Replicating Job’.
2. Enter the remote replication job name.
3. Select the usage type: ‘Upload’ or ‘Download’ and enter other settings. A bucket is the root
directory on Amazon S3. You can test the connection to the remote host testing by clicking ‘TEST'.

Other settings are optional.

Remote Replication

Amazon 53
Access Key: (AKIAJIO3SUDAHMAEY:
Private Key: YT I
Remote Path S
(BucketiDirectory): 2s-uploads il
Remote Host rE—
Testing: e

O

4. Specify the local directory on the NAS for replication.
5. Enter the replication schedule.
6. Click ‘Finish’. The replication job will be executed according to your schedule.
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ElephantDrive

To use ElephantDrive Service, select ‘Enable ElephantDrive Service’. Enter your email and password for
the ElephantDrive service. If you do not have an account, enter the information and click ‘Create’.

Cloud Backup i
| AMAZON 53 || ELEPHANTDRIYE

ElephantDrive Account

Enable ElephantDrive Service
ElephantDrive Service @

E-mmail: ‘Enter email...

Password:

Werify Pagsword;

Ifyou do not have an ElephantDrive account, enter the above information and click "CREATE" to create an account, CREATE

Status: -

For account management and data backup, please go to ElephantDrive website, https: /A elephantdrive.com/gnap

Click ‘OK’ to confirm.

Do you wantto create an ElephantDrive account with
this email aabccca@armail.com 7

[0k | [ canceL |
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After creating an account, click ‘APPLY’. The NAS will help you login the ElephantDrive service.

After you have logged in ElephantDrive service on the NAS, you can go to ElephantDrive website (

http://www.elephantdrive.com/gnap) and manage the backup.

| AMAZON 53 || ELEPHANTDRIVE |

ElephantDrive Account

Enahble ElephantDrive Service
ElephantDrive Service @

E-mail: Eaabccca@gmail.com

Pasgward:

Verify Passwiord, essssssss

Ifyou do not have an ElephantDrive account, enter the above infarmation and click"CREATE" to create an account. CREATE

Status: Loggedin

For account management and data backup, please go to ElephantDrive wehsite, hittps: /fwvew elephantdrive.com/gnap

Login your ElephantDrive account. You can manage the backup and restore jobs on the website.

elephantdrive

Access Your Files Backup f Restore Reports

Already have an account? Login

My Account

- Ermnail: | aabcecca@gmail.com

Passwaord: | acnsesee

Forgot Password?

. VERIFIED & SECURED

UERIFY SECURITY

ABOUT S5L CERTIFICATES

Already have an account? Login

[English (US) v|
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8.3 Time Machine

You can enable Time Machine support to use the NAS as a backup destination of multiple Mac by the
Time Machine feature on OS X.

Time Machine

Welcome admin | Logout

Time Machine 0

| TIME MACHINE SUPPORT | | MANAGE BACKUP

Time Machine support

After enabling the Time Machine function , you can use the MAS as one ofthe Mac OS5 X Time Machine backup destinations.
Enahble Time Machine support

Dizplay Name: TMBackup

U=ar Mame: Timemachine

Password: T

Volume: RAID 5 Disk Wolume: Drive 1 23 % Free Size:272GH

Capacity: GB {0 means unlimited)

Mote: Wwhen using the Time Machine function, AFP service will he enahled autornatically. Kote that all the Time Machine users
share the same natwork share for this function.
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To use this function, follow the steps below.

Configure the settings on the NAS:
1. Enable Time Machine support.

Time Machine support

After enahling the Time Machine function , vou can use the MAS as one ofthe Mac O35 X Time Machine backup destinations.
Enable Time Machine suppart
Cizplay Mame: ThMBackup

User Mame: TirmetMachine

Password: e deddeded ] ;
Volume: 'RAID 5 Disk Wolume: Drive 123 v Free Size:272GB
Capacity: 0 ~GB @ means unlimited)

Hote: Wivhen using the Time Machine function, AFP service will be enabled automatically. Mote that all the Time Machine users
share the same network share for this function.

2. Enter the Time Machine password. The password is empty by default.
Select a volume on the NAS as the backup destination.
Enter the storage capacity that Time Machine backup is allowed to use. The maximum value is
4095GB. To specify a larger capacity, please enter 0 (unlimited).

5. Click ‘Apply’ to save the settings.

All the Time Machine users share the same network share for this function.
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Configure the backup settings on Mac:
1. Open Time Machine on your Mac and click ‘Select Backup Disk’.
800 e bachine

< | = || ShowAll (=]

Select Backup Disk...

-
Time Mad“ne Time Machine keeps copies of everything on your Mac,
including system files, applications, and settings, as well as
your music, pictures, and other important files. Since Time

Machine keeps daily backups, you can revisit your Mac as it
OFF [ W ON  ppearedinthe past.

E Show Time Machine status in the menu bar

d;i Click the lock to prevent further changes.
2. Select the TMBackup on your NAS from the list and click ‘Use for Backup’.

E TMBackup

s 0n “NASAABROE"

@ ( Set Up Time Capsule J ( Cancel ) w
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3. Enter the user name and password to login the QNAP NAS. Then click *‘Connect’.
Registered user name: TimeMachine

Password: The password you have configured on the NAS. It is empty by default.

Enter your name and password for the server
“NASAABB18" so that Time Machine can access
it.

Connect as: () Guest
(® Registered User

Name: TimeMachine

Password: sesecssss

(" Cancel ) ( Connect )

4. Upon successful connection, the Time Machine is switched ‘ON’. The available space for backup is
shown and the backup will start in 120 seconds.

| [+ RN Time Machine ]
4 |» || ShowAll | Q
Name: TMBackup
M NASAABB18
Available: 168.09 GB of 311.9 GB
—
Oldest Backup: --
| Select Disk... | ey e
| Options... | Next Backup: 103 seconds... (x]

Time Machine Time Machine keeps:

= Hourly backups for the past 24 hours
= Daily backups for the past month

» Weekly backups for all previous months

The oldest backups are deleted when your disk becomes full.

BShow Time Machine status in the menu bar

[Jm Click the lock to prevent further changes. ®

The first time backup may take more time according to the data size on Mac. To recover the data to the
Mac OS, see the tutorial on http://www.apple.com.
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Manage Backup

You can manage the existing backup on this page.

Manage Backup

Volume: | RAID 5 Disk Volume: Drive 123 =]

[ Jw MacBook Pro. sparsebundle 37 GB 201000517 20:58:16

Volume: Display Time Machine backup tasks stored in the volume.

Name: The name of the Time Machine backup (the sparse bundle disk image which was created by
Time Machine).

Size: Size of this Time Machine backup.
Date Modified: Last modified date of this Time Machine backup.
Delete: Delete the selected Time Machine backup.
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8.4 External Drive

You can back up the local drive data to an external storage device. Select to execute instant,

automatic, or scheduled backup, and configure the settings.

e Backup Now: To back up the data to the external storage device immediately.

e Schedule Backup: To back up the data by schedule. You can select the weekday and time to execute
the backup.

e Auto-backup: To execute the backup automatically once the storage device is connected to the NAS.

Copy Options:

You can select ‘Copy’ to copy the files from the NAS to the external device. Select ‘Synchronize’ to
synchronize the data between the NAS and the external storage device. Any differentiated files on the
external device will be deleted.

Note: During data copy or synchronization, identical files on both sides will not be copied. If there
are files in the same name but different in size or modified dates on the NAS and the external
device, the files on the external device will be overwritten.

External Drive

Back up to an external storage device

Back up the local disk data to an external storage device. You can select instant, autormatic, or schedule backup.

Available shares Shares to hack up
Metwiork Recycle Bin 1 Public
Qdownload

Sl
b

=]

Back upto an he drive is ready.
External Storage Free Size/Total Size: 1800 B / 1900 MB

Device:

Backup Method: | Backup Mowy » Execute backup immediately.

Copy options: WARNING! Files are copied from the source to the destination. Exira files on the
destination will be deleted, files of the same names will be overwritien by the source. Source
data will remain unchanged.

Current Backup Mo backup operations.

Status:

Last Backup Time:

Last Backup
Result

APPLY
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8.5 USB One Touch Copy

This feature is not supported by TS-809U-RP.

You can configure the bahaviour of the USB one touch copy button on this page. The following three

functions are available:

Options

Description

Copy from the front USB storage to a
directory of the internal hard drives of the
NAS

1.

Create directory: A new directory will be created on
the destination and the source data will be copied to
this directory. The new directory will be named as the
backup date (YYYYMMDD). If there are two or more
backups on the same day, the directory will be named
with YYYYMMDD-1, YYYYMMDD-2... and so on.

. Copy: Back up data to the destination share folder. If

the same file exists, the destination file will be
overwritten.

. Synchronize: Back up data to the destination share

folder and clear the redundant files. If the same file
exists, the destination file will be overwritten.

Copy to the front USB storage from a
directory of the internal hard drives of the
NAS

. Copy: Back up data to the destination share folder. If

the same file exists, the destination file will be
overwritten.

. Synchronize: Back up data to the destination share

folder and clear the redundant files. If the same file
exists, the destination file will be overwritten.

Disable the one touch copy button

Select this option to disable the copy button.

YYYYMMDD only.

Note: If there are multiple partitions on the source storage device, a new folder will be created for
each partition on the destination as the backup folder. The backup folder will be named with the
backup date and the partition number, YYYYMMDD-1 for partition 1, YYYYMMDD-2 for partition 2... and
so on. If the source storage device contains only one partition, the backup folder will be named as
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USB One Touch Copy

USBE One Touch Copy

Zonfigure the function of the LUSB one touch copy button,

[ 3] Copy fram the front LISBE starage device to the sk Edirecmw ofthe internal disk.
® Copy to the front USB storage device from the sk w directory of the internal disk.
Backup rmethod: i3 i W ARMIMG! Files are copied fram the source to the destination. Extra files on

the destination wi
unchanged.

of the same narmes will be overwritten by the source. Source data will remain

) Disable one touch copy button

HMote: The USB LED blinks when data backup to an external device is in process. The USB ane touch copy button will be
dizahled temporarily. Ifyou press the button during the data transter process, the server will heep thrice to alert you the button

is digahled. Please wait for the hackup to finish and the USB LED to stop flashing, and then use the LIEB one touch copy
hutton again.
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Data copy by front USB port
The NAS supports instant data copy backup from the external USB device to the NAS or the other way
round by the front one touch copy button. To use this function, follow the steps below:
1. Make sure a hard drive is installed and formatted on the NAS. The default network share Qusb/Usb
has been created.
Turn on the NAS.
Configure the behaviour of the Copy button on ‘Backup’ > ‘USB one touch copy’ page.
Connect the USB device, for example, digital camera or flash, to the front USB port of the NAS.

s wn

Press the Copy button once. The data will be copied according to your settings on the NAS.

Note: Incremental backup is used for this feature. After the first time data backup, the NAS only
copies the changed files since the last backup.

Caution: Files are copied from the source to the destination. Extra files on the destination will
be deleted; files of the same names will be overwritten by the source. Source data will remain
unchanged.
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9. External Device

External Storage Device[#13
USB Printer[414
UPS Settingsh43

9.1 External Storage Device

The NAS supports USB disks and thumb drives for extended storage. Connect the USB device to the
USB port of the NAS, when the device is successfully detected, the details are shown on this page.

It may take tens of seconds for the NAS server to detect the external USB device successfully. Please
wait patiently.

You can format the external drive as FAT32, NTFS, EXT3, or HFS+ (Mac only). Select the option from
the drop-down menu next to 'Format As' and click 'FORMAT NOW'. All the data will be cleared.

External Storage Device O

External Storage Device

Manufacturer: SB2.0

Model: Flash Disk
Device Type: USB 2.0

Total ! Free size: 1.86 GBJi1.85GB
File System: FAT

Status: Ready

Format As: HFS+  + | FORMAT HOW

[ REMOYE DISK PARTITION ]

REMOVE DEVICE

To remove the hardware device, please click [Remove device]. When the system does not show the device anymore, you can
rermove it safely,

Eject:

Mote: Do MOT unplug the device when it is in use to protect the device.
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9.2 USB Printer

The NAS supports network printing sharing service over local network and the Internet in Windows,
Mac, and Linux (Ubuntu) environments. Up to 3 USB printers are supported.

To share a USB printer by NAS, connect the printer to a USB port of the NAS. The printer will be
detected automatically and the printer’s information will be shown.

Home == External Device == USB Printer YWelcome admin | Logout

_English @

USB Printer a
| PRINTER || OPTIONS

USB Printer

i Stop printer sharing and clear print spool

Mamdacturer: Hewlett-Fackard
Maodel: HF LaserJet 2200
-—- Status: Ready

Clean up spool space of printer: CLEAH HOW

Bonjour printer support

Service Name: MNASPRZ

Note:
e Please connect a USB printer to the NAS after the software configuration is completed.
e The NAS does not support multifunction printer.

e The file name display on the printer job table is only available for printer jobs sent via IPP
(Internet Printing Protocol) connection.

e For the information of the supported USB printer models, please visit http://www.qgnap.com

Stop printer sharing and clear print spool
Select this option to temporarily disable the selected printer for print sharing. All the data in the printer
spool will also be cleared.
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Clean up spool space of printer
Click ‘Clean Now' to clean up the data saved in the printer spool.

Bonjour printer support

Select this option to broadcast printing service to Mac users via Bonjour. Enter a service name, which
allows the printer to be found by Bonjour. The name can only contain ‘a-z’, ‘A-Z’, *0-9’, dot (.), comma
(,) and dash (-).

You can configure other printer options in the ‘Options’ tab.

USB Printer
| PRINTER || OPTIONS

Options
Maximurn number of jobs per printer: 11000

Enter the IF addresses or domain names which are allowed or denied to use the printer Ser\rice:@

Access Right:

ES

Maximum printer jobs per printer

Specify the maximum number of printer jobs for a printer. A printer supports maximum 1,000 printer
jobs. The oldest printer job will be overwritten by the newest one if the printer has reached the
maximum number of printer jobs.

Enter IP addresses or domain names to allow or deny printing access

To allow or deny particular IP addresses or domain names to use the printing service of the NAS, select
‘Allow printing” or ‘Deny printing” and enter the IP address(es) or domain name(s). An asterisk (*)
denotes all connections. To allow all users to use the printer, select ‘No limit’. Click ‘Apply’ to save the
settings.

Note: This feature only works for printing service configured via IPP and Bonjour, but not Samba.

Enter the IP addresses or domain names which are allowed or denied to use the printer sewice:@

Access Right: :

ey printin
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Pause, resume, or delete printer jobs
You can pause or cancel ongoing or pending jobs, resume paused jobs, or delete completed or pending
jobs.

Use

admin 10.8.12.43 caompleted (30Mow2010:15:98:12) @

Total: 1| Display

entries per page.

Note: Do NOT restart the NAS or update the system firmware when printing is in process or there
are queued jobs. Otherwise all the queued jobs will be cancelled and removed.

416



9.2.1 Windows 7, Vista Users

The following description applies to Windows 7.
Follow the steps below to set up your printer connection.
1. Go to Devices and Printers.

oy
'-'-Ir Getting Started

@ Windows Media Center

Calculator

Sticky Motes

(% Smipping Tool

@ paint

hl) Remote Desktop Connection

&:' Magnifier
L Contral Panel

.J Solitaire d Printers

Default Programs

Help and Support

1] All Programs Windows Security

| |5earch programs and files B |

T e e e e L
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2. Click 'Add a printer'.

- gj*i. % » Control Panel » Hardware and Sound » Devices and Printers '

i

_' « Devices (1)

WICLEAN-PC
4 Printers and Faxes (2)

Microsoft XP5
Document Writer

3. In the Add printer wizard, click 'Add a network, wireless or Bluetooth printer'.

What type of printer do you want to install?

% Add a local printer
Use this option only if you den't have a USE printer. (Windows automatically installs USE printers
when you plug them in.)

< Add a network, wireless or Bluetooth printer

Make sure that your computer is connected to the nebwork, or that your Bluetooth or wireless
printer is turned on.
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4. While Windows is searching for available network printers, click 'The printer that I want isn't

listed".
K3 = AddPrinter
Searching for available printers...
Printer Wame Address
_— -
le - | Stop

I = The printer that I want isn't Iistedl

5. Click 'Select a shared printer by name’, and then enter the address of the network printer. The
address is in the following format - http://NAS_IP:631/printers/ServernamePR, where the NAS_IP
can also be a domain name address if you want to print remotely. For example,
http://10.8.13.59:631/printers/NASPR3

=]

&y = Add Printer

Find a printer by name or TCP/IP address

() Browse for a printer

@ Select 3 shared printer by name
hitp://10.8.13.59:6 30 printers/NASPR3 Browses:

Exarmple: Yeomputermamehprinternarme or
http:f fcomputername/printers/printername/ printer

(1 Bdd 3 printer using a TCP/AP address or hostname

[ Net || cancel |
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6. The wizard will prompt you for the correct printer driver. You may also download the latest printer
driver from the manufacturer’s website if it is not built-into Windows operating system.

Select the manufacturer and rodel of pour penter, IF your printer came with
an installation disk., chck Have Disk. IF youw prnber i not isted, consult you
prinber documentation for a compatible printer.

Ll hp digital copser 410

ExlHP Lasenlet 2300 Sevies PS
CalHP Lassslet 2300L PS
o,

| [Z1HP L aenclat MSAPC1 S

7. After installing the correct printer driver, the wizard shows the address and driver of the new
network printer.

You've successfully added NASPR3 on http://10.8.13.59:631

Printer name: MASPRZ on http:/10.8.13.59:631

This printer has been installed with the HP Laserlet 2300 Series PS driver,
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8. You may also set the network printer as the default printer or print a test page. Click 'Finish' to

exit the wizard.

You've successfully added NASPR3 on http://10.8.13.59:631 .

To check if your printer is working properly, or to see troubleshooting information for the printer, print a
test page.

9. The new network printer is now available for printing.
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The following description applies to Windows 7 and Vista OS.

Follow the steps below to set up your printer connection.
1. On the Run menu, enter \\NAS IP.

.-Eﬂun -‘— E

= Type the name of a program, folder, document, or Internet
= rescurce, and Windows will open it for you.

Open: \192.168.0.169 -

'@ This task will be created with administrative privileges.

| ok || canca || Browse.

2. Find the network printer icon and double click it.

™ ) Network » 192.168.0.169 »

ok and Shanng Center

Favorite Links | Nar‘r‘le‘“ Type Comments

E i | Metwork Recycle Binl | Public
[E Pictures =J ? & J
e
E’ Music
(% Recently Changed i l | Qdownload g Qmultimedia
-, i,

E Searches

4 Public l| Qushk lJ Qweb
SR, =
! Lkt .
ts-509pr5 . Printers
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3. Install the correct printer driver.

Add Printer Wizard

A=

Select the manufacturer and model of your printer. f your printer came with
an installation disk, click Have Disk. If your printer is not listed, consult your
printer documentation for a compatible prirter.

Manufacturer iz Printers i
HP — | | E¥ HP 2500C Series Printer (3
IBM 4 :ﬁhp business inkjet 1000

infoten % thp business inkjet 1200

Konica S WP Puicinees Inkist FHM/2750 i
KOIMIC A MINOIL TA b n |+

[ﬁr This driver is digitally signed.
Tell me why driver signing is important

LI

0K || Cancel |

4.

H

When finished, print a test page to verify the printer is ready to use.
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9.2.2 Windows XP Users

Follow the steps below to set up your printer connection.

Method 1
1. Enter \\NAS IP in Windows Explorer.

2. A printer icon is shown as a network share on the server. Double click the icon.
3. Install the printer driver.

Add Printer Wizard

[f wour printer came with
iz hat listed, cansulk paur

M anufacturer A0 | Printers e
bafa | | S¥ AGFA-ACoUS et vB2 3 E
i::l?nslln ?ﬂG Fi-AccuSetSF v52.2
A ._-_:_._i'ﬂs Fi-AccuSet 200
AP PG S AGFA-ACcUSet BO0SF w52 3
A5T v | | S AGFA-AccuS et BODSF v2012.102 v

_,3' Thiz driver iz d!glta"_l,.' mgne!:l..
Tel me why diver signing iz imporkant

| ] |[ Carcel ]

4. When finished, you can start to use the network printer service of the NAS.
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Method 2
The following configuration method has been verified on Windows XP only:
1. Open ‘Printers and Faxes’.

2. Delete the existing network printer (if any).

3. Right click the blank area in the Printers and Faxes window. Select ‘Server Properties’.

4. Click the ‘Ports’ tab and delete the ports configured for the previous network printer (if any).

5. Restart your PC.

6. Open Printers and Faxes.

7. Click ‘Add a printer’ and click ‘Next'.

8. Select 'Local printer attached to this computer’. Click ‘Next'.

9. Click ‘Create a new port’ and select ‘Local Port’ from the drop-down menu. Click ‘Next'.

10. Enter the port name. The format is \\NAS IP\NAS namepr, for example, NAS IP= 192.168.1.1, NAS

name= myNAS, the link is \\192.168.1.1\myNASpr.
11. Install the printer driver.
12. Print a test page.
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9.2.3 Mac 0S 10.6

If you are using Mac OS 10.6, follow the steps below to configure the printer function of the NAS.

1. First make sure the Bonjour printer support is enabled on the NAS in 'External Device' > 'USB
Printer'. You may change the Service Name to better represent the printer.

ome>> External Device>> USB Printer Welcome admin | Logout Eng

USB Printer

| erwmer [fopmOMs|

USBE Printer

[~ Stop printer sharing and clear print spool

Manufacturer: Hewlett-Packard
i Model: HF LaserJet 2200
Status: Ready

Clean up spool space of printer: CLEAN NOW

||7 Bonjour printer support

Service Mame: NASPR3

2. On your Mac, go to 'System Preferences', and then click 'Print & Fax'.

enn System Preferences
| «|» || Showall Q '
Personal
e Z SRR -
= & M | Q
Appearance Desktop & Dock Exposé & Language & Security Spotlight
Screen Saver Spaces Text
Hardware
S - o 1 1 i
fﬂ . = o [=]
24 g | I:.LII L —
CDs & DVDs Displays Energy Keyboard Mouse Trackpad Print & Fax Sound
Saver
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3. In the Print & Fax window, click + to add a printer.
800

s

Printérs

., 239-Pro2PS-1PR
Lr"") @ idle

— B59-60PR
= o

@ ldle

659-ProPS-B4PR
- dle

=|

4. The USB network printer will be listed via Bonjour. Select the default printer driver or you may
download and install the latest one from the printer manufacturer's website. Click 'Add' to add this
printer.

eneée Add Printer )

HPrimter- Marwe—— ] Kind

AL-CL100-3F12C0 Bonjour
Brother MFC-7440N Bonjour

MName: MASPR3

Location: Hewlett Packard HP Laserjet 2200

Print Using: | Generic PostScript Printer 4
The selected printer software isn't from the manufacturer and may

not let you use all the features of your printer.

A
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5. Additional options may be available for your printer. Click 'Continue’.

Installable Options
MASPR3

Make sure your printer’s options are accurately shown here 50 you can take
full advantage of them. For information on your printer and its optional
hardware, check the documentation that came with it.

) Duplex Printing Unit

{ Cancel \‘.IE Continue I

6. The new network printer is now available for printing.

Printers
NASPR3
— 239-Pro2P5-1PR r
I

@ [dle

= 659-60 . (' Open Print Queue... )

@ |dle

= 659-60PR o - ( Options & Supplies... )

@ jdle

L= ESQ'PNPS'BWR Location: HewlLett Packard HP Laserjet 2200

MASPR3 Kind: GCeneric PostScript Printer
¢ ldle Status: Idie

__| Share this printer on the network [ Sharing Preferences... )
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9.2.4 Mac 0S 10.5

If you are using Mac OS X 10.5, follow the steps below to configure the printer function of the NAS.

1. Make sure your printer is connected to the NAS and the printer information is displayed correctly
on the ‘USB Printer’ page.

Welcqme a_ldmi_n | Logout

O Stop printer sharing and clear print spool

i Mamufacturer: Hewlett-Packard
' Model: HP Laseret 2200
oo Status: Ready

Clean up spool space of printer: CLEAN NOW

Bonjour printer support

Service Name: \NASPR3
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2. Go to ‘Network Services’ > ‘Microsoft Networking’. Enter a workgroup name for the NAS. You will
need this information later.

etwork Services icrosoft Networking Welcome admin | Logout

Microsoft Networking ]
| MICROSOFT NETYWORKING || ADVANCED OPTIONS

Microsoft Networking

Enable file service for Microsoft networking
® standalone Server

Server Description (Optional); MAS server

| Workgraup: EWorkgruup!

O AD Dorain Mernber (For detailed instructions, please click here)

[ QUICK. COMFIGURATION WIZARD ] Guick Configuration Wizard will help you join the MAS to an Active Directory domain.

Server Description (Optional):
Domain NetBIOS Mame:

AD Server Mame:

Damain:

Crganization Unit (Optional):

Dormain Administrator Lsername:

Domain Administrator Password:
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3. Go to 'Print & Fax’ on your Mac.

Personal
B @ M OB @ Q
Appearance Deskiop & Dock Exposé & International Security Spotlight
Screen Saver Spaces
Hardware
9 © s v B | =] &
Bluetooth CDs & DVDs Displays Energy Keyboard & Trackpad Print & Fax Sound

Saver Mouse

4. Click + to add a printer.

Click + to add a

printer or fax No Printer Selected

[+]-]

Default Printer: [ Last Printer Used

& &

Default Paper Size in Page Setup: [ Ad

[‘:ﬁ Click the lock to prevent further changes. @

431



5. Select the NAS workgroup and find the printer name.

alanhuang

=
mshome > qagmin-laptop L g
nas = qnap-pc L g
nwr = gnap-peace-test g
gatest > reipc >
qnap > stevehuang P
gnapcluster I~ W that 3
napnet F % ybuntu >4
wnrkgmup I BT vicky-pc Lol bd

Mame: Mo Selection

Location: Mo Selection

4w
S

Print Using: f

6. Enter the user name and password to login the printer server on the NAS.

Enter your user name and password to access
the print server "pm-509".

Connect as: () Guest
() Registered User

MName: |admin

Password:  sssss

M Remember this password in my keychain

@ ( Cancel ) m
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7. Select the printer driver.

alanhuang P meiji-machook -
mshome I~ @ pm-509 S

nas > gadmin-laptop .

nvr » qnap-pc -

gatest 3 gnap-peace-test L

qnap stevehuang P

gnapcluster I~ & that b=

gnapnet % ubuntu | 3 o

workgroup B Y vicky-pc =Y

Name: PM-509PR

Location: |

Print Using: [ Please select a driver or printer model

B

¥ Please select a driver or printer model

Auto Select
Ceneric PostScript Printer

Other...

Select a driver to use...
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8. After installing the printer driver correctly, you can start to use the printer.

Printers

== PM-509PR

& PM-509PR

= : Idle, Default

["1Share this printer

Location:
Kind: HP Laserlet 2200
Status: |dle, Default

{: Open Print Queue. .. ) ( Options & Supplies. .. )

Default Printer: | PM-509PR

Default Paper Size in Page Setup: [ Ad

[{H Click the lock to prevent further changes. @
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9.2.5 Mac 0OS 10.4

If you are using Mac OS 10.4, follow the steps below to configure the printer function of the NAS.

1. On the toolbar, click ‘Go/Utilities’.

@ Finder File Edit View [Ne

Window Help

Back |
s Forward 3]
Enclosing Folder 3T

SnapNDrag = Computer

% Home +3H
3 Network 3K
L @ iDisk
E & Applications

Irmware.img f Utilities

Recent Folders

Go to Folder...
Connect to Server...

[ Unilities -

o\

Grapher Imstaller

. > l,ﬂj
@

Keychain Acass Migration Assistant HNetinfo Manager

T relecomiid

A Agplications 0 _—
| —a L

¥

ﬁ DoCuments

Hework Uility ODBC Administrator
@ i )
System Profiler Terminal VoiceOver Utiliy

1 of 24 selecred, 12.53 GB available
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3. Click ‘Add’.

| # " ;
AOA Printer List /|
5 @0 X 0
Makeafault Add Pelete Utility ColorSync Show Info
Mame A Status |Kind
A
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r
option
4. Press and hold the ‘alt’ key * ' on the keyboard and click ‘More Printers’ concurrently.

r B
8eee Printer Browser =)
@ . B = 3
Default Browser IP Printer Search
PrinterName A& Connection
AL-Cl100-CCBBSA Bonjour
r g |
Name:
Location:
Print Using: ' Please select a driver or printer model = ]
@ [ More Printers... | | Add
- —— J
A
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5. In the pop up window:
a. Select'Advanced’*.

b. Select ‘Windows Printer with SAMBA’.
c. Enter the printer name.
d. Enter the printer URI, the format is smb://NAS IP/printer name. The printer name is found on
the ‘Device Configuration’ > ‘USB Printer page’.
e. Select‘Generic’ for Printer Model.
f. Click ‘Add".
N6 Printer Browser =]
-\.
. Advanced Hv]
|0 -
Device: | Windows Printer via SAMBA H
Device Name: myprinter
Device URl:  smb://192.168.2.11/nastestPR
Printer Model: : Ceneric H’!
( Cancel ) G—Add—)
Location: Mo Selection
Print Using: 4
® C Maore Printers... ) Add
A

*Note that you must hold and press the ‘alt’ key and click ‘More Printers’ at the same time to view the
Advanced printer settings. Otherwise, this option does not appear.
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6. The printer appears on the printer list. It is ready to use.

N.YaXa Printer List e

5 HSOH X o0

Make Default : Add Delete Utility ColorSync Show Info

‘Name A Status Kind

- myprinter Generic PostScript ...

4

Note: The network printer service of the NAS supports Postscript printer on Mac OS only.
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9.2.6 Linux (Ubuntu 10.10)

If you are using Linux (Ubuntu 10.10), follow the steps below to configure the printer function of the
NAS.

1. Click the 'System' tab, choose 'Administration'. Then select 'Printing'.

Administration af Additional Drivers

Help and Support & Computer Janitor

About GNOME = Disk Utility

[¥ Language Support

E Log File Viewer

About Ubuntu

%4 LoginScreen
] Network Tools

B e e
o™, Printing !

2. Click 'Add' to add a printer.

Server Printer Group View Help

ErAdd v | @ Filter: _'0,, fx

Connected to localhost
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3. Click 'Network Printer', and then select 'Internet Printing Protocol (ipp)'. Enter the NAS IP address
in 'Host'. '/printers' is already present. Enter the printer name after 'printers/' in the field 'Queue’.

Select Device
Devices IPP Prinkter
Other Host:  |10.8.13.59

¥ Network Printer
Epson AL-C1100 (10.8.12.180]
Brother MFC-7440N (BRNOO1 URl:  ippy//10.8.13.59/printers/NASPR3
CanoniR3235/iR3245 (10.8.1; | Verify...
HP LaserJet M1120n (NPI1DE
HP LaserJet 2200 (NAS, 10.8.
Brother MFC-T440N (BRNOO1
Find Metwork Printer

AppSocket/HP JetDirect

| Internet Printir_rg Protocaol [igl

LPD/LPR Host or Printer
windows Printer via SAMBA

Queuve: [printers/NASPR3

4. Before you continue, you may click 'Verify' to test the printer connection.

IPP Printer

Host: [10.8.13.59

Queue: /printers/MASPR3
URI:  ipp://10.8.13.59/printers/NASPR3

6 Print Share Verified
This print share is accessible.
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5. The operating system starts to search for the possible driver list.

Searching

Searching driver for Internet Printing Protocol...

Cancel

6. Select the printer driver from the built-in database, or search online.

Choose Driver

® select printer from database

(") Provide PPD file

(") Search fFor a printer driver to download

The Foomatic printer database contains various manufacturer provided PostScript Printer
Description (PPD) files and also can generate PPD files for a large number of (non PostScript)
printers. But in general manufacturer provided PPD files provide better access to the specific
Features of the printer.

Makes
Heidelberg
Hitachi

HP

IBM
Imagen
Imagistics
InfoPrint
Infotec
Kodak

|. Back || Cancel || Forward |
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7. Choose the correct printer model and driver. Depending on the printer, some additional printer
options may be available in the next step.

Choose Driver

Models - | Drivers

LaserJet 2100xi HP LaserJet 2200 Postscript [en] (recommended)
LaserJet 2200 HP LaserJet 2200 pcl3, hpcups 3.10.6 [en]
LaserJet 2200d HP LaserJet 2200 Series, hpcups 3.10.6 [en]
LaserJet 2200dn HP LaserJet 2200 hpijs pcl3, 3.10.6 [en]

LaserJet 2200dse HP LaserJet 2200 Series hpijs, 3.10.6 [en]
LaserJet 2200dt HP LaserJet 2200 - CUPS+Gutenprint v5.2.6 Simpli
LaserJet 2200dkn HP LaserJet 2200 - CUPS+Gutenprint v5.2.6 [en]
LaserJet 2300 HP LaserJet 2200 Foomatic/Postscript [en]
LaserJet 2300d HP LaserJet 2200 Foomatic/lj4dith [en]

LaserJet 2300dn HP Laser Jet 2200 Foomatic/lj5gray [en]

LaserJet 2300dtn HP LaserJet 2200 Foomatic/ljet4 [en]

LaserJet 2300l HP Laser Jet 2200 Foomatic/pximono [en]
LaserJet 2300n

LaserJet 2410

LaserJet 2420

LaserJet 2420d

LaserJet 2420dn ) ;

Back Cancel || Forward

8. You can rename this printer or enter additional information. Click 'Apply' to exit and finish.

Describe Printer

Printer Name
short name For this printer such as "laserjet"

HP-LaserJet-2200

Description (optional)
Human-readable description such as "HP LaserJet with Duplexer”

NASPR3

Location (optional)
Human-readable location such as "Lab 1"
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9. The network printer is now available for printing.

Server Printer Group View Help

mgAdd ~ (& Filter: | Q o8
HP-LaserJet-2200

Connected to localhost
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9.3 UPS Settings

By enabling the UPS (Uninterruptible Power Supply) support, you can protect your NAS from abnormal
system shutdown caused by power disruption. In the event of a power failure the NAS will shut down
automatically or enter auto-protection mode by probing the power status of the connected UPS unit.

UPS Settings

UPS Settings

| Enable UPS Sunpart

Protocal

UPS Information
UPS Brand:
UPS Model:
AC Power Status:
Battery Capaciby
Estimated Protection Time:

@ pfterthe AC power fails fo ;

O Afterthe AC power fails for 2
restores, the system automatically resumes fo its previous state.

IP Address of Metwork LIPS Server:

inuteds), turn off the server.

i minuteds), the systerm will enter the ‘auto-protection’ mode. When the power

-Metwark UPS Slave v

a

APPLY
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Standalone mode - USB

To operate under USB standalone mode, follow the steps below:

1.
2.
3.

Plug in the USB cable on the UPS to the NAS.

Select the option ‘Enable UPS Support'.

Choose between whether the NAS will shut down or enter auto-protection mode after AC power
fails. Specify the time in minutes that the NAS should wait before executing the option you have
selected. After the NAS enters auto-protection mode, the NAS resumes the previous operation
status when the power restores.

Click ‘Apply’ to confirm.

Standalone mode - SNMP

To operate under SNMP standalone mode, follow the steps below:

1.
2.
3.

Make sure the NAS is connected to the same physical network as the SNMP-based UPS.

Select the option ‘Enable UPS Support’.

Choose between whether the NAS will shut down or enter auto-protection mode after AC power
fails. Specify the time in minutes that the NAS should wait before executing the option you have
selected. After the NAS enters auto-protection mode, the NAS resumes the previous operation
status when the power restores.

Select 'SNMP’ from the ‘Protocol’ drop down menu.

Enter the IP address of the SNMP-based UPS.

Click ‘Apply’ to confirm.
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Network master mode

A network UPS master is responsible for communicating with network UPS slaves on the same physical
network about critical power status. To set up your NAS with UPS as network master mode, plug in the
USB cable on the UPS to the NAS and follow the steps below:

1. Make sure the NAS is connected to the same physical network as the network UPS slaves.

2. Select the option ‘Enable UPS Support'.

3. Choose between whether the NAS will shut down or enter auto-protection mode after AC power
fails. Specify the time in minutes that the NAS should wait before executing the option you have
selected. After the NAS enters auto-protection mode, the NAS resumes the previous operation
status when the power restores.

4. Click ‘Enable network UPS master’. This option appears only when your NAS is connected to the
UPS by a USB cable.

5. Enter the 'IP address’ of other network UPS slaves to be notified in the event of power failure.
Click ‘Apply’ to confirm and continue the setup for the NAS systems which operate in network slave
mode below.

Network slave mode

A network UPS slave communicates with network UPS master to receive the UPS status. To set up your

NAS with UPS as network slave mode, follow the steps below:
Make sure the NAS is connected to the same physical network as the network UPS master.
Select the option ‘Enable UPS Support'.
Choose between whether the NAS will shut down or enter auto-protection mode after AC power
fails. Specify the time in minutes that the NAS should wait before executing the option you have
selected. After the NAS enters auto-protection mode, the NAS resumes the previous operation
status when the power restores.

4. Select'USB slave mode’ from the ‘Protocol’ drop down menu.
Enter the IP address of the network UPS master.

6. Click ‘Apply’ to confirm.

Note: To allow your UPS device to send SNMP alerts to the QNAP NAS in case of power loss, you may
have to enter the IP address of the NAS in the configuration page of the UPS device.
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Behaviour of the UPS feature of the NAS:

In case of power loss and power recovery, the events will be logged in the ‘System Event Logs’.

During a power loss, the NAS will wait for the specified time you enter in the ‘UPS Settings’ before
powering off or entering auto-protection mode.

If the power restores before the end of the waiting time, the NAS will remain in operation and cancel its
power-off or auto-protection action.

Once the power restores:
e If the NAS is in auto-protection mode, it will resume to normal operation.

e If the NAS is powered off, it will remain off.

Difference between auto-protection mode and power-off mode

Mode Advantage Disadvantage
Auto-protection mode | The NAS resumes after power If the power outage lasts until the
recovery. UPS is turned off, the NAS may

suffer from abnormal shutdown.

Power-off mode The NAS will be shut down The NAS will remain off after the
properly. power recovery. Manual power on
of the server is required.

If the power restores after the NAS has been shut down and before the UPS device is powered off, you
may power on the NAS by Wake on LAN* (if your NAS and UPS device both support Wake on LAN and
Wake on LAN is enabled on the NAS).

*This feature is not supported by TS-110, TS-119, TS-210, TS-219, TS-219P, TS-410, TS-419P, TS-
410U, TS-419U, TS-112, TS-212, TS-412, TS-412U. Please visit http://www.gnap.com for details.

If the power restores after both the NAS and the UPS have been shut down, the NAS will react
according to the settings in ‘System Administration’ > ‘Power Management'.

448


http://www.qnap.com

Home > System Administration : ower Management Welcome admin | Logout English

Power Management

Restart/ Shutdown

Execute systern restart shutdowen immediately.

Configure Wake on LAN
O Enable
© Disable

when the AC power resumes:
® Resume the server to the previous power-on or power-off status.

O Tum on the serer automatically.

O The server should remain off,

Set power on/ power off/ restart schedule

O] Enable schedule

Postpone the restarfshutdowen schedule when a replication job is in progress.

- Shutdown Diaily 7 0 +i-

[ RESTART ][ SHUTDOWN ]

APPLY
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10. MyCloudNAS Service

MyCloudNAS service is a function which provides host name registration, mapping of the dynamic NAS
IP to a domain name, and auto port mapping of UPnP router on your local network. Use MyCloudNAS
Wizard to register a unique host name for your NAS, configure automatic port forwarding on your UPnP
router, and publish NAS services for remote access over the Internet.

To use MyCloudNAS service, make sure you have connected the NAS to an UPnP router and the
Internet.

Home == MyCloudMAS Service

MyCloudNAS Service

MyClowdMAS Wizard Configure MyCloudNAS Ao Rowter Configuration
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10.1 MyCloudNAS Wizard

The first time you use MyCloudNAS service, you are recommended to use MyCloudNAS Wizard to
complete the settings. The wizard shows up automatically if you have never configured the settings
before. You can also click ‘Start’ to use the wizard.

Home =2 MrEIu_udHA_S Service > M}rtluudHAS 'ln'!l'iza_ird

MyCloudNAS Wizard

Configure MyCloudNAS

Configure MyCloudAS Service to allow remote access to the MNAS

| sTaRT |

Follow the steps below to set up MyCloudNAS service. To use MyCloudNAS service, make sure you
have connected the NAS to an UPnP router and the Internet.

Select to use Express Setup (default) or Manual Setup. Express Setup opens the ports for HTTP (8080),

HTTP (80), FTP (21), FTPS (20) services automatically. To select the ports of the NAS services to open,
select ‘Manual Setup’. Click ‘Next'.

MyCloudNAS Wizard w

Mote: Remote access may not be applicable in
certain environments.

This wizard will help you set up your KAS for remote access from the internet by the steps below:
1. Register a MyCloudMAS Name;

2. 5et up auto router configuration (LUPnP port forsardinog;

3. Enable and publish MAS services to MyCloudMHAS Service,

O Express Setup
%] Manual Setup
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Enter a host name (MyCloudNAS name) for your NAS and select a domain name. Click ‘Check’ to check
the availability of the host name. Then click ‘Next'.

MyCloudNAS Wizard &y

Enter your MyCloudNAS name

Enter a name for your BAS for remote access from the Internet.

hittp:iitest1 23 i MyCloudNAS.com v | CHECK

o i oy s

Select the ports to open on your UPnP router. Your router will be configured to open and forward the

ports to the NAS services automatically. Click ‘Next'.

Port Number NAS Services

HTTP (8080) Web administration, Web File Manager
HTTP (80) Web Server, Multimedia Station, QMobile
FTP, FTPS (21, 20) FTP, FTPS

SSL (443) Secure web administration

Telnet (13131) Telnet server

SSH (22) SSH, SFTP server

SSL (8081) Secure web server

Rsync (873) Remote replication
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MyCloudNAS Wizard (]

Select Services for Remote Access

Selectthe serices to be opened for Internet access via auto router configuration. (UPNP port forsarding

[«¥] HTTF (2080 Weh Administration

Weh File Manager

HTTF (80} Yeb Server

Multirmedia Station J Gkobile N
FTRIFTPS (20,21} FTRIFTPS
S5L (443 Secure Web Administration

o]

- e

Sh ot " UBACK m CANCEL

The NAS services which use the ports opened in the previous step will be shown. You can enable the

services which are currently disabled and publish the web-based NAS services such as web
administration, Web Server, Multimedia Server, and Web File Manager to http://www.mycloudnas.com.
Click ‘Next'".

By enabling the NAS services in this step, they are opened for remote access even if they were not
published. By enabling and publishing the NAS services, they are accessible from http://www.

mycloudnas.com.

MyCloudNAS Wizard

Enable and Publish NAS Services

You can enahble the MAS services which are currently disabled and publish them to MyCloudbAS
wahsite

2

Weh Administration In service
Web File Manager In service
WWeh Server In service
Multimedia Station In service
Secure YWeb Server F F
Secure Multimedia Station ] ]

SRS " BACK m CANCEL
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http://www.mycloudnas.com

A summary will be shown. You can access your NAS by the MyCloudNAS name and download the URLs
of the published services. Click ‘Finish’ to exit.

MyCloudNAS Wizard

Summary

Congratulations! You have completed the following seftings:

MyCloudNAS Name: @
test1 22 (hitpoiwww mvcloudnas. com)

Published MAS services for remote access: @
Web Administration, Web File Manager, Web Server, Multimedia Station

[ DOWNLOAD ACCESS URLS ]

Auto router configuration (UPnP port forwarding) @

Copy the URLs and access the NAS services by the web browser.

% serviceURL.txt - Notepad
Edit Format  Wiew Help

You can remotely access the NAS via the following links:
Wy CloudhAS Fortal:

bttt my cloudnas. com

My CloudMNAS Name: test123

Wieh Administration
httoiiftest! 23 mycloudnas, com: E080/cgi-binfhtmiflogin. biml

Web File Manager
bttouitest! 23 . mycloudnas, com: 8080/ cgi-binfilemanager!

Wieh Server
bttouiftest! 23 mycloudnas. com; 804

Multimedia Station
bttoiitest! 23 mycloudnas, com SE0FMSW 21
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To access the NAS services via MyCloudNAS portal, go to http://www.mycloudnas.com, enter your
MyCloudNAS name and select the correct domain name. Click ‘Go’ to access the published NAS
services.

MyCloudNAS
Service

| Home | Privacy Policy | Terms of Use | what's MyCloudHAS Service? |
Copyright @2010; MyCloudhAS.COM, All Rights Reserved. This site is best viewed in 1024 x 768 true color with IE7.0+ or Firefox 3.0+
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Click the service icons and login the web-based NAS services.

MyCloudNAS

Service

wieh Administration Multimedia Station

weh File Manager Web Server

| Home | Privacy Policy | Terms of Use | What's MyCloudNAS Service? |
Copyright ©2010; MyCloudNAS, COM. &l Rights Reserved, This site is best viewed in 1024 x 768 true color with IE7.04 or Firefox 3.0+
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10.2 Configure MyCloudNAS

You can select to enable MyCloudNAS service in ‘MyCloudNAS Service’ > ‘Configure MyCloudNAS'. You
can register a host name for the NAS or change the host name anytime. Specify the time interval to
check the external IP address of the NAS. The NAS will notify MyCloudNAS service automatically if the
WAN IP address of the NAS has changed. To use MyCloudNAS service, make sure you have connected
the NAS to an UPnP router and the Internet.

onfigure MyCloudNAS welcome admin | Logout

Configure MyCloudNAS a8

| CONFIGURE MYCLOUDNAS | | PUBLISH SERVICES

Configure MyCloudNAS Name

after enabling this service, you can connect to the MAS by your desired host name.

Enable MyCloudMAS Serice
i imycloudnas.com w0 | CHECK

Checkthe external IP address automatically 1hourv

MyCloudMAS Mame: hitpeiitestd 23|

Click here to launch MyCloudMAS Wizard.

Recent Update Result
Current MyCloudiAS Mame: hitpfitestmycloudnas.com

Current Wan IP: 218.85.63.13

Last Check Time: 2000011030 16:23:22

Mext Check Time: 2010011730 17:23:22

Last Update Time: 201011030 16:23:22

Server Response: MyCloudMAS name and WaMN IP updated successfully.
Note:

e The MyCloudNAS name of each QNAP NAS is unique. One MyCloudNAS name can only be used
with one NAS.

e A registered MyCloudNAS name will expire in 120 days if your NAS have not been online within the
period. Once the name is expired, it will be released for new registration by other users.
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In ‘Configure MyCloudNAS’ > ‘Publish Services’, the web-based NAS services are shown. You can select
to publish the services on MyCloudNAS.com. Note that if you publish a NAS service which is disabled,

the service will not be accessible even the corresponding is shown on MyCloudNAS.com.

Configure MyCloudNAS 2

| CONFIGURE MYCLOUDNAS || PUBLISH SERVICES

Publish Services

You can publish MAS services to MyCloudMAS website Gt /fevew, rycloudnas.com,

NAS Senvices Enable Publish
Weh Administration Enabled
Weh File Manager Enahled
Weh Server Enabled
tultimedia Station Enahled
Secure Weh Administration Enabled E
Secure Weh File Manager Enahled I~ ]
Secure Weh Server Enabled O
Secure Multimedia Station Enahled =]

APPLY
Recent Update Result
Current MyCloudMAS Mame: hitpaitest mycloudnas.com

Current WAN IP: 219.85.6313

Last Check Time: 20101 130 16:23:22

Mext Check Time: 20101 13017:23:22

Last Update Time: 201011030 16:23:22

Server Response: My CloudhAS name and WAR [P updated successfully.
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10.3 Auto Router Configuration

In ‘MyCloudNAS Service’ > ‘Auto Router Configuration’, you can enable or disable UPnP port
forwarding. When this option is enabled, your NAS is accessible from the Internet via the UPnP router.
Click ‘Rescan’ to detect the router if no UPnP router is found on the local network. To view the router
information, click ‘view details’.

Note: If there is more than one router on the network, only the one which is set as the default
gateway of the NAS will be detected.

My CloudNAS Service = Auto Router Eonfig_uratiun Welcome admin | Logout

Auto Router Configuration

Auto Router Configuration

Enable UPnP Port Forwarding
Enahle this function to allow access to your NAS fram the Internet via an UPnP router.

Mote: This function anly works with the UPnP supported devices.

Status: Found UPAP router on the netwark  (viesw details)

N RESCAN

Forwarded Services

[ APPLY TO ROUTER ]

Enabled Status Service Name Ports Protocol
oK Web Administraéitzr;m(i:lclsuudrsesil':f:ﬁtCJEthea:.?;:)ager, Download a0a0 TP
(0]:4 Secure Web Administration 443 TCP
0K FTRIFTPS with S5LTLS Server 201 TCF
0K Telnet Servar 13131 TCF
oK SSH/SFTP Server 22 TCP
QK Wieb ServeriMultimedia Station a0 TCF
QK Secure Web Server 8081 TCF
i -- Femnote Replication a873 TCP
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If your UPnP router is incompatible with the NAS, click the icon @ and then click ‘UPnP Router

Compatibility Feedback...” (http://www.gnap.com/onlinesupport.aspx) to contact the technical support.

e o e S s o e Canliquration

Auto Router Configuration

Auto Router Configuration
Enable UIPnP Port Fomwarding
Enable this function to allow access to vour MAS from the Internet via an UPRP router.

Mote: This function only warks with the UPnP suppored devices,

Status: Mo UPAP router found on the networl Li]

RESCAN

Your router does not support UPAP protocol or you
hawve not enabled the UPnP function on the router.

LIFnP Router Compatibility Feedback...
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Select the NAS services to be allowed for remote access. Click ‘Apply to router’. The NAS will configure
the port forwarding on the UPnP router automatically. You will then be able to access these NAS
services from the Internet.

Forwarded Services

[ APPLY TO ROUTER ]

Enabled Status Service Name Ports Protocol
K Wiizh Administraéitzr;iéi:lclsuudn?esilT:ﬁEngteaw::)ager, Ciownload 020 TeP
Ok Secure Web Administration 443 TCP
Ok FTRIFTPE with SSLITLS Server 20,21 TCR
[0]24 Telnet Server 131321 g
oK SSHISFTP Server 22 TCP
Ok Weh Server/Multimedia Station a0 TCP
[o]34 Secure Weh Server ans1 TCFP
" | - Remuote Replication 873 TCF

Note: If your router does not support UPnP function, you need to configure port forwarding manually
on your router. Please refer to the links below:

e Application note: http://www.gqnap.com/pro_application.asp?ap_id=111
e FAQ: http://www.gnap.com/faqg.asp
e UPnNP router compatibility list: http://www.qnap.com/pro_compatibility.asp

461


http://www.qnap.com/pro_application.asp?ap_id=111
http://www.qnap.com/faq.asp
http://www.qnap.com/pro_compatibility.asp

11. System Status

System Information[463
System Service[6d)
Resource Monitor[463

11.1 System Information

You can view the system information such as CPU usage and memory on this page.

Welcome admin |

Svstm Inatll:ln
Server Name
Firmware Version
System Up Time

Serial Number

Port Status

PM-558
3.4.0 Build 12147
1 Day 1 Hour O Minute(s)

Q102100826

Port No. Port Status IP Address MAC Address Packets Packets Error
Received Sent Packets

Ethernet 1 10812111 00:02:9h:c3c? de 3084118 12992146
Ethernet 2 Doy 0.0.0.0 00:08:9h:c3:c 7 d7 0 0 0

Hardware Information

CPU Usage 4.7 %

Total Memory 998.2 MB

Free Memory B24.6 MB

CPU Temperature 39°CHMO02°F

System Temperature 42°CHO7°F

HODD 1 Temperature 43°CHO09°F

HDD 2 Temperature 43°CHO9°F

HODD 3 Temperature 41°CH05°F

HDD 4 Temperature -"Cl-"F

HDD 5 Temperature --"C--"F

System Fan Speed 841 RPM
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11.2 System Service

You can view the current network settings and status of the NAS in this section.

System Service

System Service

Microsoft Networking Multimedia Station

Enahled @ Enable Multimedia Station @
Server Type Standalone Server Enable iTunes Service @
Workagroup MAS Enahle UPnF Media Server @
Enable WIMNS server @ Download Station

Enable Local Master Browser @ Enahled

Enahled @ Enahbled @

Apple fone Mame * Fart 20

Unix/Linux NFS register_globhals @

Enabled

DDNS Senvice
Web File Manager Enabled

Enabled MySOL Server

FTP Senvice Enabled @

Enabled @ Enable TCPIP MNetworking @

Fort ok Surveillance Station

Maximum Connections 30 Enahled @

System Port Management

Port a0a0
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11.3 Resource Monitor

You can view the CPU usage, disk usage, and bandwidth transfer statistics of the NAS on this page.

CPU Usage: This tab shows the CPU usage of the NAS.

Hun‘u_: == System Status > Rgsuurcg Monitor

Resource Monitor

Core 1
100 %

S0 %

0%

Core 3
100 %

0%

0%

Core 2
100%,

a0%

0%

Cored
100%,

S0%

0%

Memory Usage: This tab shows the memory usage of the NAS by real-time dynamic graph.

Resource Monitor

100%

0%

0%

200 180 G0 140 120 100

(Seconds ago)

20 O o)

Physical Memory

Total: 9582.21 MB
Used Size: 37413 MB
Available space: B24.09 MB

Swap Memory

Total: 517.62MB
Used Size: 200 kB
Available space; 517.42 MB
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Disk Usage: This tab shows the disk space usage of each disk volume and its share folders.

Resource Monitor

"

| CPU USAGE -\| | MEMORY USAGE | DISK USAGE | |'.B.|H|.NDWIDTH USAGE | |r PROCESS \

Yolume:  RAID S-Datentrager: Laufwerk 123 v
Total: 456 62 GB

Used Size: 187.82 GO

Awvailable space: 267 .70 GB

55.85%

[ TMBackup:141.18 GB

|| Fuhlic : 30,10 GA

Multimedia : 14.94 GB

[ Download : 400.23 MB

VWeh 237 69 MB
Sonstiges : 4.97 MB

[ Freie Kapazitat: 267.70 GB
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Bandwidth Transfer: This tab provides information about bandwidth transfer of each available LAN port
of the NAS.

Resource Monitor

| CPU USAGE || MEMORY USAGE || DISK USAGE |I BANDWIDTH USAGE H PROCESS
Ethernet 1

i [ Packets Received

[ Packets Sent
0 KBis
0 KR
14 12 10 g & 4 2 atH )
{Minutes ago)
Ethernet 2
20 KB
[ Fackets Received
15 koss| | Packets Sent
10 K=
5 KBS
0 KBy
14 1z 10 E & 4 z aH )
{Minutes ago)
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Process: This tab shows information about the processes running on the NAS.

Resource Monitor

| CPU USAGE [ MEMORY USAGE || DISK USAGE || BANDWIDTH USAGE !! PROCESS

Process Mame
top

tap

_thttpc_

ktcl

mdS_raic

zh

init
daemon_mgr
ofvatcodogd: keeping alive ever
modagent
hotsywwap
gsmartd
wirbincicl
wrinkindc

sweinbincicd

Users
aclmin
admin
acdmin
admin
acdmin
admin
acdmin
admin
acdmin
admin
acdmin
admin
acdmin
admin

acdmin

FIC
15260
18307
2872
3229
1246
o041

1528
1603
1843
2115
2123
237
238
23149

CPU Uzage
3.8%

3.8%

28%

1.9%

0.9%

0.9%

]

o oo o o o o o O

Memary
596 K
554 K
1744 K
BEET K
oK
1216 K
G268 K
1284 K
416 K
460 K
1020 K
20K
3072 K
3704 K
3236 K
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12. Use the LCD Panel

This feature is only provided by the NAS models with LCD panels. Please visit http://www.gnap.com for
details.

You can use the LCD panel to perform disk configuration and view the system information.

When the NAS has started up, you will be able to view the server name and IP address:

For the first time installation, the LCD panel shows the number of hard drives detected and the IP
address. You may select to configure the hard drives.

Number of hard Default disk

. . . Available disk configuration options*
drives detected configuration

1 Single Single

2 RAID 1 Single -> JBOD ->RAID 0 -> RAID 1

3 RAID 5 Single -> JBOD -> RAID 0 -> RAID 5

4 or above RAID 5 Single ->JBOD -> RAID 0 -> RAID 5 -> RAID 6

*Press the ‘Select’ button to choose the option, and press the ‘Enter’ button to confirm.
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For example, when you turn on the NAS with 5 hard drives installed, the LCD panel shows:

K] O O N S N N O R G E N

You can press the ‘Select’ button to browse more options, for example, RAID 6.
Press the ‘Enter’ button and the following message shows. Press the ‘Select’ button to select ‘Yes’ to

confirm.

When you execute RAID 1, RAID 5, or RAID 6 configuration, the system will initialize the hard drives,
create the RAID device, format the RAID device, and mount it as a volume on the NAS. The progress
will be shown on the LCD panel. When it reaches 100%, you can connect to the RAID volume, for
example, create share folders and upload files to the folders on the NAS. In the meantime, to make
sure the stripes and blocks in all the RAID component devices are ready, the NAS will execute RAID
synchronization and the progress will be shown on ‘Disk Management’ > ‘Volume Management’ page.
The synchronization rate is around 30-60 MB/s (varies depending on the hard drive models, system
resource usage, etc.)

Note: If a member drive of the RAID configuration was lost during the synchronization, the RAID
device will enter degraded mode. The volume data is still accessible. If you add a member drive to
the device, it will start to rebuild. You can check the status on the ‘Volume Management’ page.
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To encrypt the disk volume*, select ‘Yes’ when the LCD panel shows <Encrypt Volume?>. The default
encryption password is ‘admin’. To change the password, login the web-based administration interface
of the NAS with an administrator account and change the settings in ‘Device Configuration’ > ‘Disk
volume Encryption Management'.

(] 0 O O O 0 O

e e ]

When the configuration is finished, the server name and IP address will be shown. If the NAS fails to

create the disk volume, the following message will be shown.

e e i L]

*This feature is not supported by TS-110, TS-119, TS-210, TS-219, TS-219P, TS-410, TS-419P, TS-
410U, TS-419U, TS-119P+, TS-219P+, TS-419P+, TS-112, TS-212, TS-412, TS-419U+, TS-412U.

The data encryption functions may not be available in accordance to the legislative restrictions of some
countries.
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View system information by the LCD panel

When the LCD panel shows the server name and IP address, you may press the ‘Enter’ button to enter
the Main Menu. The Main Menu consists of the following items:
1. TCP/IP
Physical disk
Volume
System
Shut down
Reboot
Password
Back

® N O s DN

TCP/IP

In TCP/IP, you can view the following options:
LAN IP Address

LAN Subnet Mask

LAN Gateway

LAN PRI. DNS

LAN SEC. DNS

Enter Network Settings

e Network Settings - DHCP

e Network Settings - Static IP*

e Network Settings - BACK

7. Back to Main Menu

* In Network Settings - Static IP, you can configure the IP address, subnet mask, gateway,
and DNS of LAN 1 and LAN 2.

oA LN
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Physical disk

In Physical disk, you can view the following options:
1. Disk Info
2. Back to Main Menu

The disk info shows the temperature and the capacity of the hard drives.

o ifefr]efef Jriefmlefifsjo]efe

Volume

This section shows the hard drive configuration of the NAS. The first line shows the RAID configuration
and storage capacity; the second line shows the member drive number of the configuration.

lafefeds i b Ly telele

If there is more than one volume, press the ‘Select’ button to view the information. The following table

shows the description of the LCD messages for RAID 5 configuration.

LCD Display Drive configuration
RAID5+S RAID5+spare

RAIDS (D) RAID 5 degraded mode
RAID 5 (B) RAID 5 rebuilding

RAID 5 (S) RAID 5 re-synchronizing
RAID 5 (U) RAID 5 is unmounted
RAID 5 (X) RAID 5 non-activated
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System

This section shows the system temperature and the rotation speed of the system fan.

crful fryelmfefefeorgel |
s [y (=] [rlelmielc] o] lc] |

sl frfe]ofcfefefe]riefu] |

Shut down

Use this option to turn off the NAS. Press the ‘Select’ button to select ‘Yes’. Then press the ‘Enter’ button
to confirm.

Reboot

Use this option to restart the NAS. Press the ‘Select’ button to select ‘Yes’. Then press the ‘Enter’ button
to confirm.

Password

The default password of the LCD panel is blank. Enter this option to change the password of the LCD
panel. Select ‘Yes’ to continue.

EEEEENOOESODEEEE

You may enter a password of maximum 8 numeric characters (0-9). When the cursor moves to ‘OK’,
press the ‘Enter’ button. Verify the password to confirm the changes.

Back

Select this option to return to the main menu.
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System Messages

When the NAS encounters system error, an error message will be shown on the LCD panel. Press the
‘Enter’ button to view the message. Press the ‘Enter’ button again to view the next message.

slvfefedefmf Jefefedelef el 11

System Message

Description

Sys. Fan Failed

The system fan failed

Sys. Overheat

The system overheat

HDD Overheat

The HDD overheat

CPU Overheat

The CPU overheat

Network Lost

Both LAN 1 and LAN 2 are disconnected in Failover or Load-balancing

mode
LAN1 Lost LAN 1 is disconnected
LAN2 Lost LAN 2 is disconnected
HDD Failure The HDD fails
Voll Full The volume is full

HDD Ejected

The HDD is ejected

Voll Degraded

The volume is in degraded mode

Voll Unmounted

The volume is unmounted

Voll Nonactivate

The volume is not activated
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13. NetBak Replicator

NetBak Replicator is a powerful program installed in the user’s system (Windows OS only) for data

backup. You can back up any files or folders on the local PC to the share folders on the NAS over LAN
or WAN.

Main Functions

1. Backup

Instant Backup

Select the files and folders on the local PC and back up the files to the network share folders on
the NAS immediately.

File Filter

Select particular file types to be excluded from backup. The NAS will filter all the specified file
types when backing up the data.

Schedule

Specify a schedule for backing up the data, for example, 12:00 every day or 05:00 every
Saturday.

Monitor

When this option is enabled, the system will upload all the files or folders to the server instantly
for backup when the files or folders are modified.

2. Restore

Select this option to restore the backup data to the original location of the file or to a new directory.

3. Log

Enable this option to record the events of NetBak Replicator, such as the time when NetBak Replicator

starts and terminates.
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Install NetBak Replicator

1. Run the NAS CD-ROM disc. Select ‘Install NetBak Replicator’.

& ONAP Turho MAS

Cidick Installation

Install GMNAF Finder
Install ™

Install i

Back Exit

2. Follow the instructions to install NetBak Replicator.

)

letBiak
WZEES il be shown on the Desktop. Double click

3. Upon successful installation, a shortcut icon
the icon to run NetBak Replicator.
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Use NetBak Replicator

1.

Before using NetBak Replicator, login the web administration page of the NAS and go to ‘Access
Right Management’ > ‘Share Folders’ to create a share folder for backup. Make sure the share
folder is open for everyone access or you login the share folder with an authorized account by
NetBak Replicator.

Run NetBak Replicator. Click .

be displayed.

. All the NAS on the local network and their share folders will

’:'.& NetBak Replicator

i
NetBak Repl
etBak Replicator
A
MAS Server: Share Folder: ]
Backup ] Reztone ] Log l
00 O ’ -
v =
JE: File Marne ] Size { -~
==t ~ L CgevEavaULTs
E % ézw:a . Mxmu LT$ Egcunﬁg.mi
orfig. b 21 Documents and Sethi...
#-{ 1 C3 Documents and Settings [ClcanErDsoFT
[+ DD HEROSOFT Dl:lkav -
G E g kavl D (D mail
mai .
#-{_| 21 Program Files E g EEEI?I?LE:S
#-{_|(Z3 RECYCLER
D 3 gpoolerlogs
{ D [ spoclerogs D 0
i D (23 System Yolume Information apsemyolume (0
+DD Temg D[:ITemp
-l (3 WINDOWS v QQW'NDDWS v
Start ‘ File Filter ‘ Schedule T anitar ‘ Save Az Defaults
([N == e
QRAP SYSTEMS. INC Llose
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3. When the following window appears, all the NAS on the LAN will appear on the left list. Select a
server and a share folder on the right. NetBak Replicator also supports backup over WAN, enter the
IP address of the NAS for data backup directly and select a share folder. Then click ‘OK".

4.

Select HAS Servers

0 NAS Server in the Nebwork i
10.8.10.100 backup
media
10.8.10.230 MHetwork, Recycle Bin 4
108108 Public
10.8.10.90 [Adownload
Armultimedia
Arecordings
[Huzh
Qwehb
T Specify MAS P Address
k. Cancel

%]

Enter the user name and password to login the server.

Connect

Pleaze enter the user name and paszward to connect ta the MAS

X]

SEMVET.
MNAS Server: 10.810.18
Share Folder: backup
Uszer Name:
Password: i

Muatice -

Pleaze make sure that the zame uzemame haz been
created on the MAS zerver with proper acceszs rights and
identical pazsward.

k. Cancel

5. You can start the backup procedure upon successful connection to the NAS.
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Description of the buttons on NetBak Replicator

"
Open Configuration: Open a previously saved configuration file of NetBak Replicator.

?"lv Save Configuration: Save the current settings on NetBak Replicator. The file will be

7~ named as *.rpr

Select All: Select all the options

| : p .

LI Clear All: Unselect all the options

0 : p .

% Select My Document: Select all the folders in My Document.

Open NAS Backup Folder: This button allows the users to find out where the files were
backed up, and check or manage the archived files manually.

Advanced Backup: Advanced Backup allows the power users to back up a single
folder with more advanced options.
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Backup
Select the files and folders for backup.

"2 NetBak Replicator

NetBak Replicator

MaAS Server: [10.8.10.18 Share Folder: Ibackup .l! th

Backup | Resztore

" Ep B2 00 0=
Fy mm 00 B0

| Log I

C:hDocuments and Settings

| File Mame I Size |

=e

=B C ocuments and Settings
=R I:l Adrministrator

+'I | 21 Application D ata
vl [ Desktop

Favarites

&
(L7 Local Settings
@
@

[

&

HHHHHHHHEI

by Documents
MetHood

[ PrintH ood

([ Recent

[ SendTo

[ Start Menu i

R E e e ERE R

-

Start File Filter

Schedule

[ Administratar
(Al Users
[ Default User

I anitar | Save Az Defaults

‘ Cloze
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Start

When you have selected the files for backup to the NAS, click ‘Start’. The program will start to copy the
files to the specified share folder on the NAS.

rfﬁ HetBak Replicator

r

Copying

DWW FarmContest, <l ﬁ ‘l

Framm: C:ADocuments and Settingzhdministratortdpplication
D ata“Macromedia\Drearmweaver
A ConfigurationhMenushCachehbcoeleratorshs |

Ta WWAUMCAT0.8.10.1 8hbackuphRe\REIDESKETOPADisk
ChDocumentz and Settingzhddminiztratarbpplication

D atahM acromediahDreamweayver @

iakal 17,734 File(s], 1,081 Folder(s], 14.08 G Bytsis). Size |
Progiess  72Filels], 3.75 M Byte(s] ]

Errar; [0 File(z]. O Bytels).

[ Always ignore erars

[~ Shutdown computer when finished Cancel

e

&-{vl &3 MetHond
-l &3 FrintHood

(£ Recent

[E3 SendTo

a-{v]E3 Start Menu |

Start File Eilter Schedule

Foritar | Save Az Defaults

‘@_ = Lloze
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File Filter

Click ‘File Filter’ on NetBak Replicator to select file format to be skipped from backup. Then click ‘OK’.

=% NetBak Replicator

NetBak Replicator
.

Share Folder: ibackup ﬂ q‘l

Backup | Restore | Laog I

> FE OO O v
B to oo =0 A
C:ADocuments and Settings | File Mame i Size |

=R =R [ &sdministratar
[:'.ﬁ Documents and Settings &l Users
=[] H (] Administrator [ Default User
. (L3 Application D ata

v| (] Desktop

| (7] Favorites

v| [ Local Settings

w| ] My Documents

v ] MetHood
. (23 PrintH ood
[ Recent
[ SendTa
[ Start Menu v

'|'F|
| »

|'F| |-F| |-F| |-F|
MR

KEIE

Ll'.!._..

Start File Filter Schedule I anitar | Save Az Defaults

‘ Cloze
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File Filter

Enter the pattern af the file name to be filkered from

backup operation.

X

|

Add ‘ Delete Drefault
b S
* 18w
" N
k. Cancel
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Schedule

Click ‘Schedule’ on the main page of NetBak Replicator. Then select the option ‘Enable Backup
Schedule’ and select the frequency and time for backup. Click *OK’ to confirm.

r!'ﬁ HetBak Replicaton

NetBak Replicator

MAS Server: 1081018 Share Folder: il:uau:kup _:! -:.hl

Backup I Festore | Log I

LB i
' . 00 O= v
% ba oo & E"Q

C:ADocuments and Settings |_File Mame i Size |
=¥l C [ Administrator

E!--a Docurments and Settings L0 Users

=[] (3 sdministratar [ Default User

1 [ Application D ata
[ Desktop

[ Favorites

W
W
H [ Local Settings
W
W

v
L3 My Documents
v

[

IF
IF
Ir
9
I

"

L3 MetHood

S (23 PrintH ood

[ Recent

vl SendTo

’+I [ Start Menu bl

.................................

Schedule Moritor Save bz Defaultz

"'-"“ Cloze

484



Backup Schedule

Select the frequency and time for backup.

[+ Enable Backup Schedule

Start Time: 00 0o %

Frequency
* Back up everyday.

(™ Back up on selected week davfz].

[ Sundey T Monday [T
Eifiaa E i

Advanced Scheduled Backup...

] ‘ Cancel ‘

X
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Monitor

Select a folder for monitoring. When this option is enabled, all the new and modified files on the PC will

be copied to the NAS instantly. Other files will be gray and cannot be selected. Click ‘Monitor’ again to

s
stop monitoring. An icon will appear on task bar of Windows when monitoring is in process.

’fﬁ HetBak Replicaton

NAS Server  |IIEERIINES Share Folder: Il:uackup j Ql
Backup | Restore | Log |
. S Y OO0 O A,
& OO O e
C:ADocuments and Settingz |_File Mame | Size |
El"g L: 2 Adrministratar
Ela Documents and Settings EAAI Users
= O D Adrinistrator (I Default User
@=-[*}E 2pplication Data |
Q ] Desktop 3
D I:l Favonites
D vl B3 Local Settings LA
E [EQ My Documents
&-{v}E3 MetHood
v} (E3 PrintHood
. [E3 Fecert
[E3 SendTo
Iv]E3 Start Menu |
Start | File Eilter Schedule Monitar Save bz Defaultz
ﬂ Cloze
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Initialize Configuration

Click 'Save As Defaults' to save the current settings of NetBak Replicator as the defaults. When you
login again, the program will load the default settings automatically. You can also select to load the
utility automatically when Windows starts.

"2 NetBak Replicator

o ¥

NetBak Repligawtor "

MaAS Server: [10.8.10.18 Share Folder: 1I:uau:kup :J \l

Backup ] Resztore ] Log l

- OO O v “’
% oo 08 = Eﬁ

JE:"-.D acuments and Settings File Hame ] Size ]
B =R [v] (3 &dmiristrator

= a Documents and Settings &l Users

o =-wl 3 Admiistator [¥l CaDefaul User

#-Ivl L3 Application Data

[ Desktop

Favornites

Local 5ettings

by Documents

&
&
@
[ MetHood
@
4 ]

(>

[ [ [ [ [

IIIHHHHHHI

FrintH ood
Recent
v| (] SendTo
- {v] [ Start Meru e

Start

e

File Filter ‘ Schedule I anitar J Save Az Defaults

e Cloze
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Restore

Follow the steps below to restore the files from the NAS to your PC.

_"'I
a. Click to select the NAS and the share folder (the restore source).
b. Click the ‘Restore’ tab on NetBak Replicator.

Select to restore the data to the original path or click = to specify the restore location manually.

d. Select the files and folders to restore.
e. Click ‘Start’.

’fﬁ HetBak Replicaton

NetBak Replicator =

MAS Server:  |10.8.10.18 Share Folder: Il:uackup _:! whl
Backup Restore | Lag I
* Festore to arginal path
i Restore to selected path I _:l |
|REIDESKTOP || File Name | Size |
LJ?JDE Chzk C D CEDl:u:uments and Seth..
Start Ophions
"'-'“ Cloze
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Options: Select the behaviour of NetBak Replicator if the restored file exists on the destination and

when an error occurs during the process.

If the restoring file existed, NetBak Replicator will:
e Overwrite all the files

e Ask first

e Skip this file

If an error happens in the process of file restoring, NetBak Replicator will:
e Stop the restoring
e Ask first

e Ignore this error message

Restore Option [z

Owenwrite Option

[ the restaring file exizted, MetBak Feplicator will:

£ Ovensrite all the files
* pfsk first
" Skip thiz file

Error Optiof-

[f an ermar happens in the process of file restoring, MetBak
Feolicatar will:

" Stop the restaring
* Azk first

" Ignore this emor message

0k, Cancel
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Log

a. Save As...: To save all the logs on NetBak Replicator, click this button. All the logs will be saved as
a text file.

b. Clear All: Click this button to clear all the logs.

c. Option: Select the type of logs to be recorded ‘Record all logs’ or ‘Record error logs only’.

rfﬁ HetBak Replicator

NetBak Replicator

MAS Server: 1081018 Share Folder: Ibackup j q‘l

Backup | Restore Log |

Log Options
2008 2424
200812428 bratorApplication D ata
2008712724 & Record all logs
2008 2424

IS/ 1 " Record enor logz only

200312424 bratorApplication D ata
2008 2/24 bratortpplication Data
200812428 bratorApplication D ata
20081224 Ok Cancel bratorApplication Data
20082424 bratortpplication Data
200812428 rator'Application 0 ata

2008226 1018068 The file "C:A\Documentz and S ettingzhddminiztratortudpplication Data
2008 2/26 101806 The file "C:ADocuments and S ettingshAdminiztrator Application Data
2008226 101308 The file "C:ADocumentz and SettingshAdriniztratardpplication Data
20081 2/26 1018068 The file "C:A\Documentz and S ettingzhaddminiztratortdpplication Data
2008 2/26 101806 The file "C:ADocuments and S ettingshAdminiztrator dpplication Data
20084 2/26 10:18:08 {he file "C:\Documerts and 5 ettinaséadministratorAoolication Data ™
£ il >

Save bz, | Clear All | Ophions

‘@“ Cloze
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14. Connect to QNAP NAS from the Internet (DDNS Service)

Set up DDNS Service for Remote Internet Access to QNAP NAS

Dynamic Domain Name Service (DDNS) is a service used to map a domain name to the dynamic IP
address of a network device. QNAP NAS supports DDNS for quick access to the server on the Internet
by an easy-to-remember domain name (URL) instead of a lengthy IP address. Once the IP is changed,
the NAS will automatically update the information to the DDNS provide to ensure it is always available

for remote access.

DNS Service Provider

c DynDNS.con

_r

i 28,
. 1B
; 2B
G

OMAP MAS &
WAN IF

LAM IP

1A: Register a domain name, e.g. gnap.dyndns-office.com, from a DDNS provider.
1B: Enable DDNS service and fill in the DDNS account information on the NAS.
1C: QNAP NAS will update the WAN IP information to the DDNS provider automatically.

2A: Remotely connect to the NAS by the domain name you registered: http://gnap.dyndns-office.
com:8080 from any PC.

2B: The DDNS provider will map the WAN IP updated by QNAP NAS to the domain name should the IP
change.
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Register DDNS service

If your NAS is set up to use a dynamic IP address, you may register a free DDNS (dynamic DNS)
account from a DNS service provider and assign a unique host name for easy access to your NAS on
the Internet. To register a DDNS account, please refer to the steps below:

1. Choose a DNS service provider. QNAP NAS currently supports the following DDNS service
providers:
http://www.dyndns.com
http://update.ods.org
http://www.dhs.org
http://www.dyns.cx
http://www.3322.0rg

http://www.no-ip.com

2. Create an account. Here we take http://www.dyndns.org as an example. Visit http://www.dyndns.

org. Click 'Sign In” and ‘Create an Account’ to register a DynDNS account.

Y DynDNS...

Havwe an accounks? Sign In

Wiy DynDMS. com? Services B Pricing Support

Username
|

Password

Rock solid, scalable DNS that just WORKS

rnall & rnediurm b

Create an Account

Get Started
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http://www.dyndns.com
http://update.ods.org
http://www.dhs.org
http://www.dyns.cx
http://www.3322.org
http://www.no-ip.com
http://www.dyndns.org
http://www.dyndns.org
http://www.dyndns.org

3. Complete the form to create your free account.

C DynDNS...

Whiy DyniDiNS.com? Services & Pridng Support

My Account 2 ) account or log in to continue

Craate Account

Login QAR
A Already Registered?
Lost Password? Password:
Usemnmame
& My Cart T P Password
L Emaik  anap@anag.com

Confirm Emaik gnapi@gnap.com

EBorgot vour password?

Secaity Image: |1 h JR b Ty S R T e
WE'RE HIRING ¥ B 4 7. 1 1 0
o Enter the numbers from the above image: I{—;‘\s TF! USTe
ot o D}’n 44220 [y
Subscribe to: ] DynDNS. com newsletter
(1or 2 per month)
| Dyn Inc. press releases
I Bgres with the poceptable use polioy (AUP]) and privacy policy. \
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4. A confirmation email will be sent to your email address.

C DynDNS...
Why DynDNS. com? Services & Pridng Suppart Harve an account? n -

One more step to go...

We've sentan emailte ghap@gnap.com |, to verify your account. Please check your inbox and dick on the
confirmation link.

1f you do not receive the emal in the next few minutes you can try (esending it. . >I
Thaniks for dhoasing DnynDNS. com!

5. Click the link in the email for confirmation.

Your DynDNS.com Account Information imee | =

% DynDNS.com Donotreply to show details 11:30 (5 minutes ago) | * Reply | v

Your DynDHS.com Account ' GNAP ' has been created. You need to visit
the confirmation address below within 48 hours to complete thagsac count
creation process:

httpsiwaww. dyndns._ comyconfinmyic reatEFeMﬁCfYS FFHHdhE QA

Qur basic service offerings are free, but they are supported by our paid
services. See hitp fiwww dyndns com/services! for a full listing of all of
our available senvices.

If you did not sign up for this account, this will be the onty
communication you will receive. Al non-confirmed accounts are

automatically deleted after 48 hours, and no addresses are kept on file. We
apologize for any inconvenience this correspondence may have caused, and we
assure you that it was only sent at the request of someone visiting our

site requesting an account.

Sincerely,
The DynDNS.com Team
Dynamic Metwork Senvices Inc.
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6. Click ‘Confirm Account’ and login DynDNS.

C DynDNS...

Why DynDNS.com? Services &
Pricing Support

Please Confirm Your Password

Please log in to finalize account activation.

Username qnap

Password 90000000 /

i ONILmm ount

Forgot your password?
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7. Register a host name for your NAS. A host name is a unique name that identifies your server. Pick
something you will remember. For example, fill in *QNAP’ and select ‘dyndns-office.com’. Then
click *‘Add".

Why DynDNS com? Services & Pricng Support Wekoms gRap

Rock solid, scalable DNS that just WORKS

dyndng.at-homs. com
dyhdns-al-work com
dyndns-blog.com
dyndns-fres.com
dyndns-home. com

thyndns-ip.com
dyndns-mail com
—_— | dyndns-office.com [N (e
5 Free Domain Nar dyndns-pics.com ,ﬁ} Start Your Company & Domain

dyndns-ramate. cam
dyndns-server.com

rvice alows you tg | dymdns-web.com mamic of static [P Enter your new of ourent domain name b buld a customized suite of world dass
address or URL dyncins-witl com DS, Maill, Performance, and Security services.,
dyndns-work.com
- Jdyndns biz ; -
HOSE your own websee at homs for w ﬂ s bl Eampy-co-use web nterface with powertul eopen ool

Connedt

dyndns.info 4
V. ¥ dyndna.org / DNS strve in five datsoentens aound the globe!

aHap +| dyndns-office com | LA Add |

8. Activate the host name.

anap dvnidne-office. com succesefully activated.

Service Details Last Updated

Host 219, Jan, 12, 2011 11:01PM

Add New Host

You can now login the NAS and set up the DDNS service.
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Configure DDNS service on QNAP NAS

Login your NAS and go to 'System Administration' > 'Network' > 'DDNS'. Enter the DDNS information
you registered from the DNS service provider. You may also schedule the NAS to update the DDNS
record periodically by configuring the ‘Check the External IP Address Automatically’ option.

Home >> System Administration >> Network Welcome admin | Logout English_{:

. =] Overview =
4 System Administration Network

b General Seftings e
ad eworc | e wREES®| oons || v
3 Hardware
w Security DDNS Service
" Notification
¥ Power Management = After enabling DONS Service, you can connect to this server by domaip name.
3 Network Recycle Bin [¥] Enable Dynamic DNS Service /]
& 3
£, Backup/Restore Settings Select DDNS server: dyndns com [ -]

-
. Voieih Lo Enter the account information you registered with the DDNS provider
W Firmware Update
@ Restore to Factory Defautt User Name: qnap Dyndns Login ID
- (] Disk Management Password: ssssssss Dyndns Login PW
» (L] Access Right Management Host Name: qgnap.dyndns-office com Your Registered Host Name
[ Network Services [T Check the External IP Address Automatically 10 minutes | - | '
» [ Application Servers Current WAN IP:

After finishing the settings, the NAS will start to update the WAN IP to the DDNS provider for domain
name mapping. You can now connect to the NAS by the domain name (gnap.dyndns-office.com) on the
Internet.

497



Look up for your DNS if you need to verify:

To check that the domain name of the NAS is correctly mapped to its WAN IP, you may visit
http://www.mxtoolbox.com/DNSLookup.aspx. Enter your domain name for DNS lookup and it will
return your IP address.

'_m TOOLBOX'

Company | Contact

@ Mx Lookup Blacklists Diagnostics Analyze Headers SPF Records Free Monitoring DNS Lookup

Beta iy
SuperTOOI ManageEnginE"

Command

: NetFlow
Fxnap.dyndns-oﬂlce.com l Anal yzer

-

Starts at $795

Identify Top
A gnap.dyndns-office.com _ 1 min Talkers
reverse lookup smtp diag port scan blacklist Analyze Traffic
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Port Forwarding

If your NAS is located behind an NAT router, you need to open the ports of some services on the NAT
router and forward these ports to the fixed LAN IP of the NAS so that you can connect to the services
correctly from the Internet. This function is available on most routers in the market and is often known
as ‘Port Forwarding’, *“NAT Server’, or ‘Virtual Server’. For example, to connect to the administration

interface of NAS series, you need to open port 8080.

Current open service ports on QNAP NAS

NAS Services Default Port

Web-based system management 8080 (All models, TS-101/201 with firmware
v2.3.0 or later)

Web-based system management 6000 (TS-100/101/201 firmware prior to
v2.1.1)

FTP 21

Passive FTP 55536-56559

Web Server 80

Download Station (BitTorrent download) 6881-6999

Remote replication (Rsync) 873

Telnet 13131

SSH 22

SSL 443

SMTP 25

Samba 445

MySQL 3306

TwonkyMedia 9000
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15. Set SMS and Email Alert

QNAP NAS supports SMS and email alert to inform the users of system error or warning. SMS is the
abbreviation of Short Message Service which is known for the mobile text message service. By
subscribing with the SMS service providers you are able to set up QNAP NAS to send SMS to the
designated mobile phones in the event of system warning or errors. This demonstration shows you how
to set up both the SMS and email alert on your NAS. See below for the usage diagram.
*TS-109/209/409/409U series only support email alert.
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Sign up and set up an SMS service account

Clickatell will be used in this example. Go to Clickatell website http://www.clickatell.com/login.php.
Under ‘New Customers’ select ‘Clickatell Central (API)".

New Customers

If you do not already have an account, take a moment to create one. You will benefit from:

A user-friendly administration interface

Free registration and no license fees

24/7 Senvice & Support

Web based account accessible from anywhere
Multiple payment options

L L

Product Selection:

;:F"leasa Select Product i -

Clickatell Central (API)
Communicater
Messenger-Pro
Clickatell Affiliates
Clickatell Wholesale
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Fill out your personal information then click ‘Continue’. Make sure you have carefully read the Terms
and Conditions of the SMS service provider and that you agree to all the terms and regulations.

"r{:m'npiele our simple registrations process below to test our gateway and obtain your free test credits.

* Indicates all fields that are required.

Step 1 of 4 - Select Product
Select one of the products below which you would like 1o rﬂglﬁ-tﬂr for:
@ Ciickatell Central '@

Step 2 of 4 - Account Setup

Select a country specific or international account type, based on your requirements for SMS trafiic delivery destinatong,

& communicator ﬂ

International Coverage Account: 7] Local Coverage Account: L 7]

® @ wrernanonad o BB s, oESx o R
* Create Username: gnap Security Code: myﬁ - ':'-_-;5
“Create Fazsword ssesssss *Enter Security Code: 4581

Step 3 of 4 - Personal Information

*First Name: SMS * Country: Taiwan -
*Last Hame: Tester * Mobile Humber: 886 987654321
* Email Address: mail@gnap.com (&.0. sample@domain.com)

Personal Use Only [&f]

*Company. Parsonal Lise

Emailz sent to me must be in @ Text format or ) HTML format
I: I ' would ke to receive: Cickatel News, Balance Notifications, Promotions
& - | accept Clickatels Terms and Condiicns

CONTINUE

Security & Privacy ! ﬂ '
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Upon successful registration you should receive an email containing the account activation link. You
may now check your inbox to complete your account activation. By following the activation link you will
be brought to the login screen as the image show below. Enter the password and click ‘Login’.

"y Account Login

Customer Login |

Existing Clickatell account holders can select their product and login below. Mote, username &
password are CASE sensitive.

Select Product: Clickatell Cantral (API)] «

Username: gnap (al
ClientiD: CAHGB05
Fassword: eeeessse Lost password?

Lagin g

Next you will need to verify your mobile number by entering an activation code sent by Clickatell after
you enter your mobile phone number and click ‘'SEND ACTIVATION CODE".

: Verify your Mobile Number

: For security reasons you are required to verify your moble number in order to make your first credit purchase and send
‘non-test SMS messages

| Your activation code will be sent to| 886987654321 | SENDACTIVATION CODE |

'
: I this is not your number, plesse retype your mobile numbaer in the box above and dick the “Sand Activation Code™ bution

. Enter your activation code here: l VERIFY NOW J
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While still logged in with Clickatell, go to *‘Manage my Products’ and select ‘HTTP’ from ‘My Connections’
dropdown menu.

|V CenuaHome | MySemngs Manage my Prooucs Bung Message Reports Help |

Manage my Products Test Message in Message Box

Pleass Nobe that Cickated pre-populsies all fesd credits with a standard test message Once you have purchased

Converters Chciated credis, the test message wil be removed and you will be able bo send p ioed texd 2
Two-Way Messaging

Application Forms M“;&J

Two-Way Messaging
SA Shortcode MO My Connections:
Namikbsa Shortcode
USA Shortoode

USA Shortcode MFS
UK Shorteode
Canada Shortcode
Clickatall ICM

b quick pwerview of sach connection type. Also take a leok at a companson of Chckpiel
© BUDRONAG MaSSA0E Pvpes

ppular connaction, HTTP & one of the simpler Toarms of mﬂtﬂlﬂ 1o the Chckabel 4P B s
WTTPinternet Post 2dd eannaction

Set up the ‘HTTP API’ by entering the minimum required information, the *‘Name’, ‘Dial Prefix’, and
‘Callback Type’ as the image shown below. Click ‘Submit’ once done.

Firre am

This product provides an interface between your applcations and the Messaging Gateway. t s a lower level connectivity
option, but offers the most functionai®y and fexibiity for the Developer and Systems integrator. With the API you can set
up akeri-based SMS delvery from your server, defver information to your mobide sakes staff and keep in contact with your
customers. This product = intended for machine-generated to User messaging.

Add HTTP AP - Bold ltems Required

Name: T5-639-Pro

P Lock Down:

Dial Prefoc | Tarwan (225) -

comc e

Calback Ur

Calback Username:

Calback Password:

MOTE: submission of this form will delete any session_id currently vabd for this api_id. Any applcation using this
session_id will have to re-authenticate.
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You should now obtain an ‘API ID’ that is required before using the SMS service. Write this down
somewhere as we will need it for the setup in the NAS administration in the next step.

-

Hame Type APIID v

T -Pr HTTP 3176048

1101 0of1

ialin
BBE Taiwan

Up to this point you have completed the account registration and mobile humber verifications with
Clickatell and have successfully obtained an ‘API ID’. You may now proceed to the next step.
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Set the SMSC settings and SMS alert on the NAS

Go to ‘System Administration’” > *Notification” > ‘Configure SMSC server’ and enter the information we
got from the previous step to configure the SMSC server.

[AHome || Wome 5> System Adminkstration 55 Notifcation | Wekcome admin | Logost  Enclsh Q)]
a mMaw + & # D
+ /53 System Administration Notification
E General Seftings
H Metwark | CONFIGURE SMTP SERVER CONFIGURE SMSC SERVER ALERT ROTIFICATION
I Hardware ;
e . Configure SMSC Server
Hotification
M Power Management You can configure the SMSC seftings to send instant system alens via the SMS senice proviged by
3 Network Recycle Bin the SMS provider.
,&5 Backup System Seftings SMS Sendce Provider | Chcikatel w| hitpoiwww. clickatell. com
-
S SHEIaLogs ¥ Enable S51 Connection
W Firmware Update
& system Reset SSL Port: 444
i (] Disk Management 2MS Server Login Name gnap
& [ Access Right Management SHS Server Login Password . ssssssss
I [0 Metwork Senvices SMS Sener API_ID 3176048
& [ Applications
&+ [ Backup
b ] Extemal Device APPLY
& [ System Status -
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Next go to ‘System Administration’ > ‘Notification’ > ‘Alert Notification’ and enter your mobile number.

o

4 13 System Administiation Notification o
| COSFIGURE SMTP SERVER CINNFIGURE SHMSC SERVER | ALERT NOTIFICATION

Alert Botification
When a system gvent occurs, an abert email/SMS will be sent automatically.

caaasyto nor sy [BE———<])
3 Metwork Recydle Bin —————
£ Bacxup System Semngs Send syslem waming aled by  No alert =
% System Logs
W Flnsars Upcile E- mall Rotification Settings
& System Reset _
» (] Disk Management E.-mail 30dress 1. my@mad.com
> (] Access Right Managament E-mad adaress 2
o ] Metwork Servces | Em A T‘[“‘Eﬂl‘.l ]
L Applicaions .
o ] Backip Hole: The SMTP sefver miist be conligunsd firsl bar aben mail delbmary
» (2] External Device
= I Sysbem Stabus

SIS Mok dcatmon Settmngs
County Code: [Taswan (+286) -|

GCell Phone MNo. 1: 886 ﬁﬂl I

Cell Phone No, 2 +886

Mole: You must configure e SUSC server 0 be able 10 s8nd SMS nolBcallon properly.

Congratulations! It is all set up and now you may want to test if your have configure the SMS
notification properly by clicking ‘'SEND A TEST SMS MESSAGE'. If nothing goes wrong you should be
able to receive it in less than 10 seconds.
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Set the SMTP server and email alert

Go to 'System Administration’” > *Notification’ > ‘Configure SMTP server’ and enter a valid SMTP

information. We will use Gmail as the SMTP service provider in this example.

i ...

T Ovenitrni
@ i3 Syshem Adminisiration
&8 Genersl Semings
& Metwork
D Hardware
Syt
Power Managament
B Network Recyce Bin
£} Backup Systern Seftings
% SratemLogs
W Firmweane Uipdabe
& System Resel
1 Disk Management
- Access Righl lianagemant
) Hatwork Sensces
J Applicabions
- Backup
(] Exfernad Device
) Sysbem Status

Motification
COREFPURE SMTFP SERVER

Conligure SMTP Server

CUTP Senver ':.ntp.g'rnl.:nrn
PorlHumber. 387
SEABET mygrakBgmalcom
[ Enazde SMTP Aumanbication
User Name  mygrnai@gmal.com
Password  sesssess
¥ vse 35U/ TLS secure connection

]

AFPLY

Next go to ‘System Administration” > *Notification” > ‘Alert Notification” and enter your email address
and specify whether you want to receive system warning alerts too besides the system error alerts. You
can test if the email sending process works by clicking ‘'SEND A TEST E-MAIL".

Now no matter if you are out at work or away from home you will still be notified of any NAS error and
warning right away by either an SMS sent to your mobile or an email and be able to act in case of any

unexpected events.
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16. Set up UPnP Media Server for Media Playing

This section shows you how to set up the UPnP media server on QNAP NAS to share the multimedia files
to the media player on the local network and play them in your home entertainment system.

=
Internet v

DSUCable  paT rn-_.-t.(-r

TROGE LAmpzieaaa e

LAM 192168124
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Enable UPnP Media Server
Go to ‘Application Servers’ > ‘UPnP Media Server’ and select the option ‘Enabled UPnP Media Server’

and click ‘Apply’. The UPnP Media Server function is now ready.

[

=] Ovendew
» £ System Adminiskalion UPnP Media Server e
b [ Disk Managerment
& 1] Access Right Management PP Media Server
¢ [ Network Senices
+ 8 fppicatons [9] Enable UPNP Media Server |
@ Wab File Wanager ¥ After enabling this senice, click the following link to enter UPRP Media Server

configuralion page.
hlpr 192 168.1.3:9000/
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Set up TwonkyMedia Server

The TwonkyMedia version shown in this example is 4.4.2. The actual version the NAS supports may
vary from time to time without notice.

Point your browser to ‘http://NAS IP:9000/’, you will enter TwonkyMedia configuration page. You can
specify the locations of the contents you would like to share in your home network under the ‘Content
Locations’. Simply type in the path to the contents on your QNAP NAS (default folder is Qmultimedia or

Multimedia). In the example, we added an extra share /Qdownload.

MediaServer

TwonkyMedia Confi

[ Ewvw Changes | [ Rescen content dunciones )

| Cancw |

Coners Locaions;
F momusmeds All conent pes »
| [ Madownlosd
|
B
¥ sk s -
b Pcure e [ Add new condent direciory ]
v Vi ree Directaries where e server shall s5an for content. Each deeciory can b i
Eucllaneous all corsenl bEws SNANAY (O Do Wmporanly di55hed by uncReckang Thie Birectsy
Bupport |
L le3hoobn Firiec i Wy Imliie 5 1
b EAQ
This 0pSoe species e ELLEN behiaor of e servr If satio 0, subomabic rescans ang draabled A posive value
¥ Tompsiegision SmH DiEtarREN FESCENG 0f CONtERe drectoias in minules -1 enables Te serer b0 walth corsent dieciones sulnmatic sy
2000 2008 it I Freed fof FEgLane
BN right rastend
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For ease of browsing if you have a large amount of media contents, you can configure the navigation

tree for your photos, videos, and music. You can sort your media contents on the TV easily.

MediaServer

[ SaveChanges | | Cancel |

Hantne Type ABC
Fichme mode 12 [T — ~ .
Pichm e noda 7 Coate Yiear » = [
" Exteingl apobapons
" Hamipg
P i free Pichim e mode & Falder
¥ Bichurs Irés
: Video bep Pichme node 4
Mrpcaianapug
Bupport |
b Troubleshooting
i L A indiABUS! plcturs RasgaRon Ired Wil U 10 5 na0et may be spetifed
EAQ REvgaBen tree nd this node hoe have 1o b4 specifed
B Peariryvasns dmbie
2009 3008
Al ngbls et
Hardgabion Tres Setup: Custom &
Thave is the chioice of selechng dileran D\‘l'-lim Aavgalion reds o defineng & cuslomized ee siretl

When you have completed the configuration, make sure you have clicked the button ‘Save Changes’ to
save the settings.

You can now move the MP3, images, and videos to the Qmultimedia or Multimedia folder or any custom
folders you added via Windows mapped drives or FTP to the NAS for your media player.
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Set up the connection of media player

About physical wiring

We use a high definition (HD) media player with QNAP NAS is this example. The media player is used to
receive the streamed multimedia file sent by your UPnP media server on the NAS, then transcode these
files to your TV or Hi-Fi system. Because of the limited cable length of these interfaces, normally you
have to place your media player near your TV and Hi-Fi system.

About TCP/IP settings
Connect your media player to the LAN at your home and set to acquire the IP address by DHCP. (Most

of the media players are defined as DHCP client, which obtains an IP address automatically from the
network.)
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Connect the video and audio output of the media player to your TV

The media player may provide different video and audio interfaces, such as Composite video/audio
output, S-Video for video output, S/PDIF digital audio, or HDMI interface which can carry both video
and audio signals.

Example 1 (Buffalo LinkTheater)
In this example, the video out and audio out cables are connected to the TV. You can also connect
audio out to your stereo acoustic system.
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Turn on the TV that is connected to the media player, you can select the options available by the
remote control of the media player. The media player will find the NAS on the network. The NAS name
will be displayed on the screen.

LinkTheatEI‘ 1O sy
1 @ No dis
b @ My TSA006
= | ‘

172.17.26.409

You will find the photos, video, and music shared by the specified folder on the NAS. You can use the
remote control of the media player to select and play the files.
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Example 2 (ZyXEL's DMA-1000W)
ZyXEL DMA-1000W is one of the models which are based on SigmaDesigns’ platform.

If your TV provides an HDMI interface, both audio and video signals can be carried by the single cable.
Simply connect your media player to your TV by an HDMI cable.
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If your TV does not provide an HDMI interface, you can connect an S-Video cable to your TV for video
output, and connect Composite left/right audio interface for audio output. If you look for higher quality
of music playing, you can use an S/PDIF cable to connect the media player to your Hi-Fi system.

Turn on and switch your TV to the correct interface (HDMI or S-Video). Use the remote control of the
media player to enter the ‘Server’ page, the media player detects the NAS automatically. You can now
play the multimedia files or listen to the Internet radio from the NAS.

& SERVER

BEHAER SEFYEN

e i

MBI L B AR Wi VAl

S GELECT & dNTEA @& RAGH
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17. Host a Forum with phpBB on QNAP NAS

This section shows you how to host a forum with the popular open source forum software phpBB on
QNAP NAS.

Activate the web server and MySQL database server

Login the administration page of the NAS and go to ‘Network Services’ > ‘Web Server’. Select the
option ‘Enable Web server’ and click ‘Apply’.

Home == Network Services > Web Server Welcome admin | Logout

Web Server g
‘ WEE SERVER “ VIRTUAL HOST |

Web Server

After enabling this function, you can upload the wehpage files to "Cweb" network share to publish your wehsite.

Enahle Weh Server L]
PortNumber. 80
redister_alobals: O on ® o

i1 Enable Secure Connection (551

Port
Mumber:

Enahle WehDAY

Show service link on the login page

After enabling this service, click the fallowing link to enter ta Wek Server.
hitpi10.8.13133

php.ini Maintenance
F phyini Maintenance

The file php.ini is the systern canfiguration file ofWWeb Server. After enabiling this function, you can edit, upload ar restare
this file. Itis recommended to use the system defadlt setting.
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Next go to ‘Application Servers’ > ‘MySQL Server’ and select both ‘Enable MySQL Server’ and ‘Enable

TCP/IP Networking’ then click ‘Apply’.

ﬂpplicatiun Seryers = MySQL Server

Welcome admin | Logout

MySQL Server

MySOL Server

You can enahle MySQL server as the wehsite database.

Enable MyS2L Server
Enakle this option to allow remaote connection of MyS0L server.
Enatle TCRIP Metwarking

MNote: vou can install the phphyddmin package to manage your MySGQL server. Ta install the phphivAdmin, please click here,

Database Maintenance

ou can resetthe database passwoard or re-initialize the datahase.

[ RESET ROOT PASSWORD ][ RE-INITIALIZE DATABASE ]
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Create a database for phpBB3 in phpMyAdmin

Prior to installing phpBB3, create a new database for it and we will use phpMyAdmin to create the
database so install phpMyAdmin QPKG if you do not have it running on your NAS yet. Once installed
point your browser to http://NAS-IP/phpMyAdmin/ and enter the user name and password to login
(default user name and password is root/admin). You can also select your preferred language.

phpMyAdmin
—clear view
Welcome to phpMyAdmin

Language

Login s

Isermmame] root

Password] esses

Once in, enter the database name ‘phpbb3’ in the field says ‘Create new database’ and choose a default
encoding language you prefer (UTF-8 for best compatibility) then click ‘Create’. Then, proceed to the
next step.

My SQL 127.0.0.1

B

phpbb3 |uﬁE_umc0de_ci -
Create
A MySQL connection collation: u_ﬁ'é:urm:c:aé_t; : ]
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Start the phpBB3 web-based installation

Download the phpbb3 source archive from http://www.phpbb.com/downloads/olympus.php and
download the [Full Package] one and unzip it to your Qweb or Web share folder.

[ Full Package ]

Contains entire phpBB3 source and
english language files.

Best suited for new installations.

gﬁ Download phpBE 2.0.5 (zi

aZel £ 22 MaB
mdSsum:! £9cdec2fl4352518cfbfaSdaciid3abs

iE Download phpBEB 2.0.5 (bz2}

Size: 1.43 MiB
md3sum: 724b8fSc23590d5ccfesT1efeb2Sdal65

Point your browser to ‘http://NAS-IP/phpBB3’ and you should see the phpBB3 web-based installation
page like below. Click ‘INSTALL' tab to start.

— | ¥ . [ .
_:JjJ“:J:;C: Installation Panel
| ovenvew [RATY| cona Select anguage: Bruan Engah (<] [Changel
e Introduction
e Welcome to phpBE3!
Support

phpEBE™ is the most widely used open source bulletin board solution in the world.
phpBB3 is the latest nstaliment in a package ne started in 2000. Like its predecessors,
phpBB3 is feature-nch, user-frendly, and fully supported by the phpBB Team. phpBB3
greatly improves on what made phpBB2 popular, and adds commonly requested features
that were not present in previous versions. We hope it exceeds your expectations.

This installation system will guide you through instaling phpBB3, updating to the latest
version of phpBB3 from past releases, as well as converting to phpB83 from a different
digcussion board system (indudsng phpBB2). For more information, we encourage you to
read the installation guide.

To read the phpBE3 license or learmn about obtaining support and our stance on it, please
select the respective options from the side menu, To continue, please select the
appropriate tab above.
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Click ‘Proceed to next step’.

‘Final stage -mmmm hmdhm“{muhh
; this is not needed).
= The Database name - the name of the database on the server.
» The Database username and Database password - the login data to access the
database.

Note: f you are nstalling using SQUIte, you should enter the full path to your database
file in the DSN held and leave the usermname and password helds blank, For secunty
reasons, you should make sura that the database file is not stored in a3 location
accessible from the web.

phpBB3 supports the following databases;

* MySQL 3.23 or above (MySQU supported)

* PostgreSQL 7.3+
* SOlite 2.8.2+

» Firebird 2.0+

* MS SOL Server 2000 or above (directty or via ODBC)
* Oracle
MMMMMWWﬂMx
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The installation compatibility page will be shown. In most of the cases your current web server should
be compatible with the requirements so click ‘Start install’ to go the next step.

Fill up the fields with your MySQL information including the host name, database name, database
username, and database password then click ‘Proceed to next step’ to continue.

L m) m.r 3
: i :J,_';;:_; Installation Panel

OVERVIEW = MISTALL | CONVERT
|
* Introduction Database configuration |
* Réguiramants I
*Database settings Database type: "FEQLE |
Administrator details Database server hostname or DSN: | 127.0.0.1 I
Canfiguration fila DSN stands for Data Source Name and is |
ralsyant aaly far ODBC installe, :
Adwvanced settings I
Create database tables Database server port: |
Leave thiz dlank uniess you kaoew the :
Final stage server operales on 8 non-standard port.
Database name: plmblﬂ
Database username: oot i
|
Database password: LITT T |
|
Prefix for tables in database: phpbb_ i
|

Proceci to nextsten | 47 |
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You should see ‘Successful connection’ if your MySQL server is running and the database ‘phpbb3’ we
created earlier is present. Click ‘Proceed to next step’.

Specify the phpBB3 administrator username and password as well as a valid email address. Once done,
click ‘Proceed to next step’.
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You should see ‘Tests passed’ and click ‘Proceed to next step’.

phpBB3 writes all the settings information to a configuration file (config.php) at this stage. Click
‘Proceed to next step’.
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Specify advanced settings if you wish then click ‘Proceed to next step’.

Fraskile hoard-wide &-mailbs:
F thin i s b disabied no e-mails wal be
ot By e Doang & i

U SHTP werver for e-maik

FENFET FEQLITES iL.

SHTFP password:
oy ender & passwand if pour SMTP
Fanser regurnas i,

¥ pour nneing I
SAnEr 5 W 551 cat this
Pty VL it gy
iy anatlad and A Fusviidg e S3L ml!
ek i SeeT TGRS guning radinects.

Force server UAL sellings:
e ld s o
Butamanily getairesd values
Sarver prubtocok

Thes i5 used a5 the servar pratocn i
hara saltnps sve forced), H'rw:;ﬂ
ciadie SECUFE SSRGS (REsp: A O

LU T TRE RS

Ehoiviain i
Tha gomasn aamas this boarg rns from:
[¥or mxample: rev_axsxple. coa).

Server part:

Thw por! Fowr BN I FUTALRg O,
usually 83, oy cheage o difenent

Script path:
The pathi e PADOE & incansd relative
o tha gompn sama, a.p phplEl

===
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phpBB3 creates all the database tables and populates some initial data at this stage. Click ‘Proceed to

next step’.
~ !ir\ @ NN Installation Panel
J'J" .."-J‘_Jq

OVERVIEW | WSTALL | CONVERT

¥ Introduction The database tables used by phpBE 3.0 have been created opulated with some
+ Raguirements initial data. Proceed to the next screen to finish installing

* Databace cettngs Imummpl 1

¥ Administrator details - |

¥ Configuration file

¥ Advanced settings

Create database
tables

Final staga

Now there is one more thing you need to do is that you have to delete the installation folder located
under the phpBB3 folder. Once deleted you can click ‘Login’ to enter the administration page of phpBB3.

]
B T | B P
et bt/ St el

o’

Installation Panel

OVERVIEW | INSTALL | COMVERT

¥ Introduction Congratulations!

¥ Requirements
v Database settings You have now successfully installed phpB8E 3.0.5. From here, you have two opbons 3s to

SRR what to do with your newly installed phpBB3:

¥ Configuration file e
¥ Achmncncd sattings Convert an existing board to phpBEB3

© Crests databass tablas The phpBB Unified Convertor Framework supports the conversion of phpBB 2.0.x and
other board systems to phpBE3. If you have an existing board that you wish to convert,

¥ Final st
& please proceed on to the convertor.

Go live with your phpBB3!

Clicking the button below will take you to your Administration Control Panel (ACP). Take

some time to examine the opbions avalable to you. Remember that help is available
onling via the Documentation and the support forums, see the README for further

nformation.

Please now delete, move or rename the install directory before you use your board.
If this directory is still present, only the Administration Control Panel (ACP) will be

accessible.
‘\

Powerad by phplf & 2000, 2002, 2003, 2007 phpBB Group
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This is the phpBB3 Administration Control Panel where you can perform all administrative tasks.

Hurrber of t0ses: i Topics per day 1
Mi ﬂullur-d'-n: 1 Users per day: 1
Amachinesie senngs = &
AT el e smmcnments per sy 000
P funtirns Tum Jun 30, 09 414 : 8
Basrd stanned: s p-u--q-.-m ..
Friveta masesps : Spe o posted ]
PSS metriro mm 508 °
Usar ragairabos -
Seifngs m-_m
“imunl confirmatnn
settings Ramut most usars svar onlme
|
CLIGHT COMMUMICATION | gyt lboard's start date
=
E-mad semngs Reaynchroniss stasistics [Run aaw]
Jabber semaps FEced coildt i He D8] Auirnler of pasts,
| mipics, users. ool fles,
AV, CORFRARATION mwm "’:ﬁ“ﬁ. i [Run=an]
FE— e e 1 T
Sarver Setlings e
Sac i aeion Resynchrunise dofed fopics [Ruin ]
Lewd mathingn Mumm:;mmu;dw
Pusrgs the cache [Run e
Purge al ceche rebaled e, this
alides sy cached temglais es o
quarnien.
Logged administrator actions

This gives an ovenaew of the Lest fve achons camed oot by board admmistrators. & full
copy of the log can be vewed from the sppropriste meny Bem or folowang the bk

Edisin.
= viaw adminstrator kg
Afren 1%184.3.3 Tz Jun 3, 20{r% di2€ pm Installed phpll 3.0.5
Inactive users

Thiz i= 5 izt of the last 10 regstensd users who have macve acoourks, & fulll kst s

areailable from the sopropriste men ibem or by folowirg the link below from where
wnta A adtivate. dslete nr memind (b seoding an sl B oeees § wni wish,
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This is the front page of your freshly installed phpBB3 forum. Start sending out forum invitations to
establish your online community.

D ,
BB yeurdomain.com Qsearch. |
Q}:ﬂi p A short text to ¢ be yvour forum 4 Search..

g™ communities Advanced search

¢+ Board index A
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18. NAS Maintenance Settings
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18.1 Restart/Shut down Server

Follow the steps below to restart or shut down the NAS.
1. Login the NAS as an administrator. Go to ‘System Administration’ > ‘Power Management'.
2. Click ‘Restart’ to reboot the server or ‘Shut Down’ to turn off the server.

You can also press the power button for 1.5 seconds* to turn off the NAS. To force shut down the NAS,
press the power button for more than 5 seconds. The server beeps once and shuts down immediately.

*To turn off TS-1091/11, TS-109 Pro I/II, TS-209 I/II, TS-209 Pro I/II, TS-409/TS-409 Pro/TS-409U,
press the power button for 4 seconds.

ome > System Administration = Power Management Welcome admin | Logout

Power Management

Restart/ Shutdown

Execute system restartf shutdown immediately.

[ RESTART ][ SHUTDOWN ]

Configure Wake on LAN
O Enahle
@ Disable

wWhen the AC power resumes:

(& Resume the server to the previous pawer-an af power-off status.
O Turn on the semver autamatically.

O The server should remain off,

Set power on/ power off/ restart schedule

O Enable schedule

Postpone the restartishutdown schedule when a replication job iz in progress.

- Shutdown Diaily 7 0 +i-i

APPLY
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You can use the Finder to restart or shut down the server. You must have an administrator account to

perform this action.

OHAP Finder

Servers Connect  Settings MEREEN Help

Femoke Wake Up (Wake On LAN)
Search Mebwork Camera

{ Ipdate Firmware

Marme J Il — _ et Type ] MAC Address
MACYBETEDFA 1|  MetBak Replicator C-300 00-08-9B-67-BO-F&

; E FE R T E-BF
MASACEERD 1 404 00-08-9B-AC-8E-BO
MASHP1014 1 o 00-08-9B-60-24-FA
SL 1 vioGake Mastes 5 00-EN-4C-77-11-AF
YioStar 10ETTIZz70 TTEOTIEET) wE-201 00-08-98-AC-87-10
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18.2 System Temperature Protection

The NAS shuts down automatically for hardware protection when any of the following criteria is met:

The system temperature exceeds 70°C (158°F)
The CPU temperature exceeds 85°C (185°F)
The hard drive temperature exceeds 65°C (149°F)*

* Note that when the temperature of any hard drives on the NAS exceeds 65°C (149°F), the NAS waits
for the standby time (configured in ‘System Administration’ > ‘Hardware’) and another 10 minutes and
will shut down automatically. For example, if you have configured the NAS to enter the standby mode
after idling for 5 minutes, the NAS shuts down automatically when the temperature of any hard drives
exceeds 65°C (149°F) continuously after 15 (5+10) minutes.
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18.3 Troubleshooting-Abnormal RAID Operation

If the RAID configuration of your NAS is found abnormal or there are error messages, please try the
following solutions:

Note: You must back up the important data on the NAS first to avoid any potential data loss.

1. Check that the RAID rebuilding has failed:
a. LED: The Status LED of NAS flashes in red.
b. On the ‘Disk Management’ > ‘Volume Management’ page, the status of the disk volume
configuration is ‘In degraded mode’.

2. Find out the hard drive that causes the RAID rebuilding failure.
You can go to ‘System Administration” > ‘System Logs’ page to search for the following error message
and find out which hard drive causes the error.
Error occurred while accessing Drive X.
Drive X has been removed.
X refers to the number of hard drive slot.

3. Troubleshooting
After plugging in the new hard drive (for example, HDD 1), drive rebuilding will start. If the drive
configuration fails again due to read/write error of the HDD in the rebuilding process, identify which
HDD causes the error and follow the steps below to solve the problems.

Situation 1: The error is caused by the newly plugged in HDD.
If the newly plugged in hard drive (for example, HDD 1) causes the rebuilding error, please unplug
HDD 1 and plug in another new HDD to start RAID rebuilding.

Situation 2: The error is caused by an existing hard drive (for example, HDD 2) in the RAID
configuration.
If the RAID configuration is RAID 1, you can do either one of the following:

a. Back up the hard drive data to another storage device. Then reinstall and set up the NAS.

b. Format the newly plugged in hard drive (for example, HDD 1) as a single drive. Then back up the
data on the NAS to this drive (HDD 1) via Web File Manager. Unplug the hard drive with errors (for
example, HDD 2). After that, insert a new hard drive to NAS to replace the fault drive, and
execute RAID 1 migration.
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When the RAID configuration is RAID 5 or 6: The RAID configuration is changed to degraded mode
(read-only). It is recommended that you back up the data and run system installation and configuration

again.

Caution: When plugging in or unplugging a hard drive, please strictly adhere to the following
E) rules to avoid abnormal system operation or data damage.
e Plug in only one hard drive to NAS or unplug only one hard drive from NAS at one time.
e After plugging in or unplugging a hard drive, wait for about ten seconds or longer until you

hear two beeps from the NAS. Then unplug or plug in the next hard drive.

535



19. GNU GENERAL PUBLIC LICENSE

Version 3, 29 June 2007

Copyright © 2007 Free Software Foundation, Inc. <http://fsf.org/>

Everyone is permitted to copy and distribute verbatim copies of this license document, but changing it is
not allowed.

Preamble

The GNU General Public License is a free, copyleft license for software and other kinds of works.

The licenses for most software and other practical works are designed to take away your freedom to
share and change the works. By contrast, the GNU General Public License is intended to guarantee your
freedom to share and change all versions of a program--to make sure it remains free software for all
its users. We, the Free Software Foundation, use the GNU General Public License for most of our
software; it applies also to any other work released this way by its authors. You can apply it to your
programs, too.

When we speak of free software, we are referring to freedom, not price. Our General Public Licenses
are designed to make sure that you have the freedom to distribute copies of free software (and charge
for them if you wish), that you receive source code or can get it if you want it, that you can change the
software or use pieces of it in new free programs, and that you know you can do these things.

To protect your rights, we need to prevent others from denying you these rights or asking you to
surrender the rights. Therefore, you have certain responsibilities if you distribute copies of the
software, or if you modify it: responsibilities to respect the freedom of others.

For example, if you distribute copies of such a program, whether gratis or for a fee, you must pass on
to the recipients the same freedoms that you received. You must make sure that they, too, receive or
can get the source code. And you must show them these terms so they know their rights.

Developers that use the GNU GPL protect your rights with two steps: (1) assert copyright on the
software, and (2) offer you this License giving you legal permission to copy, distribute and/or modify it.

For the developers' and authors' protection, the GPL clearly explains that there is no warranty for this
free software. For both users' and authors' sake, the GPL requires that modified versions be marked as
changed, so that their problems will not be attributed erroneously to authors of previous versions.

Some devices are designed to deny users access to install or run modified versions of the software
inside them, although the manufacturer can do so. This is fundamentally incompatible with the aim of
protecting users' freedom to change the software. The systematic pattern of such abuse occurs in the
area of products for individuals to use, which is precisely where it is most unacceptable. Therefore, we
have designed this version of the GPL to prohibit the practice for those products. If such problems arise
substantially in other domains, we stand ready to extend this provision to those domains in future

536


http://fsf.org/

versions of the GPL, as needed to protect the freedom of users.

Finally, every program is threatened constantly by software patents. States should not allow patents to

restrict development and use of software on general-purpose computers, but in those that do, we wish

to avoid the special danger that patents applied to a free program could make it effectively proprietary.
To prevent this, the GPL assures that patents cannot be used to render the program non-free.

The precise terms and conditions for copying, distribution and modification follow.

TERMS AND CONDITIONS
0. Definitions.
'This License' refers to version 3 of the GNU General Public License.

'Copyright' also means copyright-like laws that apply to other kinds of works, such as semiconductor
masks.

'The Program' refers to any copyrightable work licensed under this License. Each licensee is addressed
as 'you'. 'Licensees' and 'recipients' may be individuals or organizations.

To 'modify' a work means to copy from or adapt all or part of the work in a fashion requiring copyright
permission, other than the making of an exact copy. The resulting work is called a 'modified version' of
the earlier work or a work 'based on' the earlier work.

A 'covered work' means either the unmodified Program or a work based on the Program.

To 'propagate' a work means to do anything with it that, without permission, would make you directly or
secondarily liable for infringement under applicable copyright law, except executing it on a computer or
modifying a private copy. Propagation includes copying, distribution (with or without modification),
making available to the public, and in some countries other activities as well.

To 'convey' a work means any kind of propagation that enables other parties to make or receive
copies. Mere interaction with a user through a computer network, with no transfer of a copy, is not
conveying.

An interactive user interface displays 'Appropriate Legal Notices' to the extent that it includes a
convenient and prominently visible feature that (1) displays an appropriate copyright notice, and (2)
tells the user that there is no warranty for the work (except to the extent that warranties are provided),
that licensees may convey the work under this License, and how to view a copy of this License. If the
interface presents a list of user commands or options, such as a menu, a prominent item in the list
meets this criterion.

1. Source Code.
The 'source code' for a work means the preferred form of the work for making modifications to it.
'Object code' means any non-source form of a work.

A 'Standard Interface' means an interface that either is an official standard defined by a recognized
standards body, or, in the case of interfaces specified for a particular programming language, one that

is widely used among developers working in that language.
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The 'System Libraries' of an executable work include anything, other than the work as a whole, that (a)
is included in the normal form of packaging a Major Component, but which is not part of that Major
Component, and (b) serves only to enable use of the work with that Major Component, or to implement
a Standard Interface for which an implementation is available to the public in source code form. A
'Major Component’, in this context, means a major essential component (kernel, window system, and
so on) of the specific operating system (if any) on which the executable work runs, or a compiler used
to produce the work, or an object code interpreter used to run it.

The 'Corresponding Source' for a work in object code form means all the source code needed to
generate, install, and (for an executable work) run the object code and to modify the work, including
scripts to control those activities. However, it does not include the work's System Libraries, or general-
purpose tools or generally available free programs which are used unmodified in performing those
activities but which are not part of the work. For example, Corresponding Source includes interface
definition files associated with source files for the work, and the source code for shared libraries and
dynamically linked subprograms that the work is specifically designed to require, such as by intimate
data communication or control flow between those subprograms and other parts of the work.

The Corresponding Source need not include anything that users can regenerate automatically from
other parts of the Corresponding Source.

The Corresponding Source for a work in source code form is that same work.

2. Basic Permissions.

All rights granted under this License are granted for the term of copyright on the Program, and are
irrevocable provided the stated conditions are met. This License explicitly affirms your unlimited
permission to run the unmodified Program. The output from running a covered work is covered by this
License only if the output, given its content, constitutes a covered work. This License acknowledges
your rights of fair use or other equivalent, as provided by copyright law.

You may make, run and propagate covered works that you do not convey, without conditions so long as
your license otherwise remains in force. You may convey covered works to others for the sole purpose
of having them make modifications exclusively for you, or provide you with facilities for running those
works, provided that you comply with the terms of this License in conveying all material for which you
do not control copyright. Those thus making or running the covered works for you must do so
exclusively on your behalf, under your direction and control, on terms that prohibit them from making
any copies of your copyrighted material outside their relationship with you.

Conveying under any other circumstances is permitted solely under the conditions stated below.
Sublicensing is not allowed; section 10 makes it unnecessary.

3. Protecting Users' Legal Rights From Anti-Circumvention Law.

No covered work shall be deemed part of an effective technological measure under any applicable law
fulfilling obligations under article 11 of the WIPO copyright treaty adopted on 20 December 1996, or
similar laws prohibiting or restricting circumvention of such measures.

When you convey a covered work, you waive any legal power to forbid circumvention of technological
measures to the extent such circumvention is effected by exercising rights under this License with
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respect to the covered work, and you disclaim any intention to limit operation or modification of the
work as a means of enforcing, against the work's users, your or third parties' legal rights to forbid
circumvention of technological measures.

4. Conveying Verbatim Copies.

You may convey verbatim copies of the Program's source code as you receive it, in any medium,
provided that you conspicuously and appropriately publish on each copy an appropriate copyright
notice; keep intact all notices stating that this License and any non-permissive terms added in accord
with section 7 apply to the code; keep intact all notices of the absence of any warranty; and give all
recipients a copy of this License along with the Program.

You may charge any price or no price for each copy that you convey, and you may offer support or
warranty protection for a fee.

5. Conveying Modified Source Versions.

You may convey a work based on the Program, or the modifications to produce it from the Program, in
the form of source code under the terms of section 4, provided that you also meet all of these
conditions:

a) The work must carry prominent notices stating that you modified it, and giving a relevant date.

b) The work must carry prominent notices stating that it is released under this License and any
conditions added under section 7. This requirement modifies the requirement in section 4 to 'keep intact
all notices'.

c) You must license the entire work, as a whole, under this License to anyone who comes into
possession of a copy. This License will therefore apply, along with any applicable section 7 additional
terms, to the whole of the work, and all its parts, regardless of how they are packaged. This License
gives no permission to license the work in any other way, but it does not invalidate such permission if
you have separately received it.

d) If the work has interactive user interfaces, each must display Appropriate Legal Notices; however, if
the Program has interactive interfaces that do not display Appropriate Legal Notices, your work need
not make them do so.

A compilation of a covered work with other separate and independent works, which are not by their
nature extensions of the covered work, and which are not combined with it such as to form a larger
program, in or on a volume of a storage or distribution medium, is called an 'aggregate’' if the
compilation and its resulting copyright are not used to limit the access or legal rights of the
compilation's users beyond what the individual works permit. Inclusion of a covered work in an
aggregate does not cause this License to apply to the other parts of the aggregate.

6. Conveying Non-Source Forms.

You may convey a covered work in object code form under the terms of sections 4 and 5, provided that
you also convey the machine-readable Corresponding Source under the terms of this License, in one of
these ways:

a) Convey the object code in, or embodied in, a physical product (including a physical distribution
medium), accompanied by the Corresponding Source fixed on a durable physical medium customarily
used for software interchange.

b) Convey the object code in, or embodied in, a physical product (including a physical distribution
medium), accompanied by a written offer, valid for at least three years and valid for as long as you
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offer spare parts or customer support for that product model, to give anyone who possesses the object
code either (1) a copy of the Corresponding Source for all the software in the product that is covered
by this License, on a durable physical medium customarily used for software interchange, for a price no
more than your reasonable cost of physically performing this conveying of source, or (2) access to
copy the Corresponding Source from a network server at no charge.

c) Convey individual copies of the object code with a copy of the written offer to provide the
Corresponding Source. This alternative is allowed only occasionally and noncommercially, and only if
you received the object code with such an offer, in accord with subsection 6b.

d) Convey the object code by offering access from a designated place (gratis or for a charge), and
offer equivalent access to the Corresponding Source in the same way through the same place at no
further charge. You need not require recipients to copy the Corresponding Source along with the object
code. If the place to copy the object code is a network server, the Corresponding Source may be on a
different server (operated by you or a third party) that supports equivalent copying facilities, provided
you maintain clear directions next to the object code saying where to find the Corresponding Source.
Regardless of what server hosts the Corresponding Source, you remain obligated to ensure that it is
available for as long as needed to satisfy these requirements.

e) Convey the object code using peer-to-peer transmission, provided you inform other peers where the
object code and Corresponding Source of the work are being offered to the general public at no charge
under subsection 6d.

A separable portion of the object code, whose source code is excluded from the Corresponding Source
as a System Library, need not be included in conveying the object code work.

A 'User Product' is either (1) a 'consumer product', which means any tangible personal property which
is normally used for personal, family, or household purposes, or (2) anything designed or sold for
incorporation into a dwelling. In determining whether a product is a consumer product, doubtful cases
shall be resolved in favor of coverage. For a particular product received by a particular user, 'normally
used' refers to a typical or common use of that class of product, regardless of the status of the
particular user or of the way in which the particular user actually uses, or expects or is expected to use,
the product. A product is a consumer product regardless of whether the product has substantial
commercial, industrial or non-consumer uses, unless such uses represent the only significant mode of
use of the product.

'Installation Information' for a User Product means any methods, procedures, authorization keys, or
other information required to install and execute modified versions of a covered work in that User
Product from a modified version of its Corresponding Source. The information must suffice to ensure
that the continued functioning of the modified object code is in no case prevented or interfered with
solely because modification has been made.

If you convey an object code work under this section in, or with, or specifically for use in, a User
Product, and the conveying occurs as part of a transaction in which the right of possession and use of
the User Product is transferred to the recipient in perpetuity or for a fixed term (regardless of how the
transaction is characterized), the Corresponding Source conveyed under this section must be
accompanied by the Installation Information. But this requirement does not apply if neither you nor any
third party retains the ability to install modified object code on the User Product (for example, the work
has been installed in ROM).

The requirement to provide Installation Information does not include a requirement to continue to
provide support service, warranty, or updates for a work that has been modified or installed by the
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recipient, or for the User Product in which it has been modified or installed. Access to a network may be
denied when the modification itself materially and adversely affects the operation of the network or
violates the rules and protocols for communication across the network.

Corresponding Source conveyed, and Installation Information provided, in accord with this section must
be in a format that is publicly documented (and with an implementation available to the public in source
code form), and must require no special password or key for unpacking, reading or copying.

7. Additional Terms.

'Additional permissions' are terms that supplement the terms of this License by making exceptions from
one or more of its conditions. Additional permissions that are applicable to the entire Program shall be
treated as though they were included in this License, to the extent that they are valid under applicable
law. If additional permissions apply only to part of the Program, that part may be used separately
under those permissions, but the entire Program remains governed by this License without regard to
the additional permissions.

When you convey a copy of a covered work, you may at your option remove any additional
permissions from that copy, or from any part of it. (Additional permissions may be written to require
their own removal in certain cases when you modify the work.) You may place additional permissions
on material, added by you to a covered work, for which you have or can give appropriate copyright
permission.

Notwithstanding any other provision of this License, for material you add to a covered work, you may
(if authorized by the copyright holders of that material) supplement the terms of this License with
terms:

a) Disclaiming warranty or limiting liability differently from the terms of sections 15 and 16 of this
License; or

b) Requiring preservation of specified reasonable legal notices or author attributions in that material or
in the Appropriate Legal Notices displayed by works containing it; or

c) Prohibiting misrepresentation of the origin of that material, or requiring that modified versions of
such material be marked in reasonable ways as different from the original version; or

d) Limiting the use for publicity purposes of names of licensors or authors of the material; or

e) Declining to grant rights under trademark law for use of some trade names, trademarks, or service
marks; or

f) Requiring indemnification of licensors and authors of that material by anyone who conveys the
material (or modified versions of it) with contractual assumptions of liability to the recipient, for any
liability that these contractual assumptions directly impose on those licensors and authors.

All other non-permissive additional terms are considered 'further restrictions' within the meaning of
section 10. If the Program as you received it, or any part of it, contains a notice stating that it is
governed by this License along with a term that is a further restriction, you may remove that term. If a
license document contains a further restriction but permits relicensing or conveying under this License,
you may add to a covered work material governed by the terms of that license document, provided

that the further restriction does not survive such relicensing or conveying.
If you add terms to a covered work in accord with this section, you must place, in the relevant source

files, a statement of the additional terms that apply to those files, or a notice indicating where to find
the applicable terms.
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Additional terms, permissive or non-permissive, may be stated in the form of a separately written
license, or stated as exceptions; the above requirements apply either way.

8. Termination.

You may not propagate or modify a covered work except as expressly provided under this License. Any
attempt otherwise to propagate or modify it is void, and will automatically terminate your rights under
this License (including any patent licenses granted under the third paragraph of section 11).

However, if you cease all violation of this License, then your license from a particular copyright holder
is reinstated (a) provisionally, unless and until the copyright holder explicitly and finally terminates your
license, and (b) permanently, if the copyright holder fails to notify you of the violation by some
reasonable means prior to 60 days after the cessation.

Moreover, your license from a particular copyright holder is reinstated permanently if the copyright
holder notifies you of the violation by some reasonable means, this is the first time you have received
notice of violation of this License (for any work) from that copyright holder, and you cure the violation
prior to 30 days after your receipt of the notice.

Termination of your rights under this section does not terminate the licenses of parties who have
received copies or rights from you under this License. If your rights have been terminated and not
permanently reinstated, you do not qualify to receive new licenses for the same material under section
10.

9. Acceptance Not Required for Having Copies.

You are not required to accept this License in order to receive or run a copy of the Program. Ancillary
propagation of a covered work occurring solely as a consequence of using peer-to-peer transmission to
receive a copy likewise does not require acceptance. However, nothing other than this License grants
you permission to propagate or modify any covered work. These actions infringe copyright if you do not
accept this License. Therefore, by modifying or propagating a covered work, you indicate your
acceptance of this License to do so.

10. Automatic Licensing of Downstream Recipients.

Each time you convey a covered work, the recipient automatically receives a license from the original
licensors, to run, modify and propagate that work, subject to this License. You are not responsible for
enforcing compliance by third parties with this License.

An 'entity transaction' is a transaction transferring control of an organization, or substantially all assets
of one, or subdividing an organization, or merging organizations. If propagation of a covered work
results from an entity transaction, each party to that transaction who receives a copy of the work also
receives whatever licenses to the work the party's predecessor in interest had or could give under the
previous paragraph, plus a right to possession of the Corresponding Source of the work from the
predecessor in interest, if the predecessor has it or can get it with reasonable efforts.

You may not impose any further restrictions on the exercise of the rights granted or affirmed under this
License. For example, you may not impose a license fee, royalty, or other charge for exercise of rights
granted under this License, and you may not initiate litigation (including a cross-claim or counterclaim in
a lawsuit) alleging that any patent claim is infringed by making, using, selling, offering for sale, or
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importing the Program or any portion of it.

11. Patents.
A 'contributor' is a copyright holder who authorizes use under this License of the Program or a work on
which the Program is based. The work thus licensed is called the contributor's 'contributor version'.

A contributor's 'essential patent claims' are all patent claims owned or controlled by the contributor,
whether already acquired or hereafter acquired, that would be infringed by some manner, permitted by
this License, of making, using, or selling its contributor version, but do not include claims that would be
infringed only as a consequence of further modification of the contributor version. For purposes of this
definition, 'control' includes the right to grant patent sublicenses in a manner consistent with the
requirements of this License.

Each contributor grants you a non-exclusive, worldwide, royalty-free patent license under the
contributor's essential patent claims, to make, use, sell, offer for sale, import and otherwise run, modify
and propagate the contents of its contributor version.

In the following three paragraphs, a 'patent license' is any express agreement or commitment, however
denominated, not to enforce a patent (such as an express permission to practice a patent or covenant
not to sue for patent infringement). To 'grant' such a patent license to a party means to make such an
agreement or commitment not to enforce a patent against the party.

If you convey a covered work, knowingly relying on a patent license, and the Corresponding Source of
the work is not available for anyone to copy, free of charge and under the terms of this License,
through a publicly available network server or other readily accessible means, then you must either (1)
cause the Corresponding Source to be so available, or (2) arrange to deprive yourself of the benefit of
the patent license for this particular work, or (3) arrange, in @ manner consistent with the requirements
of this License, to extend the patent license to downstream recipients. 'Knowingly relying' means you
have actual knowledge that, but for the patent license, your conveying the covered work in a country,
or your recipient's use of the covered work in a country, would infringe one or more identifiable patents
in that country that you have reason to believe are valid.

If, pursuant to or in connection with a single transaction or arrangement, you convey, or propagate by
procuring conveyance of, a covered work, and grant a patent license to some of the parties receiving

the covered work authorizing them to use, propagate, modify or convey a specific copy of the covered
work, then the patent license you grant is automatically extended to all recipients of the covered work
and works based on it.

A patent license is 'discriminatory' if it does not include within the scope of its coverage, prohibits the
exercise of, or is conditioned on the non-exercise of one or more of the rights that are specifically
granted under this License. You may not convey a covered work if you are a party to an arrangement
with a third party that is in the business of distributing software, under which you make payment to the
third party based on the extent of your activity of conveying the work, and under which the third party
grants, to any of the parties who would receive the covered work from you, a discriminatory patent
license (a) in connection with copies of the covered work conveyed by you (or copies made from those
copies), or (b) primarily for and in connection with specific products or compilations that contain the
covered work, unless you entered into that arrangement, or that patent license was granted, prior to 28
March 2007.
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Nothing in this License shall be construed as excluding or limiting any implied license or other defenses
to infringement that may otherwise be available to you under applicable patent law.

12. No Surrender of Others' Freedom.

If conditions are imposed on you (whether by court order, agreement or otherwise) that contradict the
conditions of this License, they do not excuse you from the conditions of this License. If you cannot
convey a covered work so as to satisfy simultaneously your obligations under this License and any
other pertinent obligations, then as a consequence you may not convey it at all. For example, if you
agree to terms that obligate you to collect a royalty for further conveying from those to whom you
convey the Program, the only way you could satisfy both those terms and this License would be to
refrain entirely from conveying the Program.

13. Use with the GNU Affero General Public License.

Notwithstanding any other provision of this License, you have permission to link or combine any
covered work with a work licensed under version 3 of the GNU Affero General Public License into a
single combined work, and to convey the resulting work. The terms of this License will continue to apply
to the part which is the covered work, but the special requirements of the GNU Affero General Public
License, section 13, concerning interaction through a network will apply to the combination as such.

14. Revised Versions of this License.

The Free Software Foundation may publish revised and/or new versions of the GNU General Public
License from time to time. Such new versions will be similar in spirit to the present version, but may
differ in detail to address new problems or concerns.

Each version is given a distinguishing version number. If the Program specifies that a certain numbered
version of the GNU General Public License 'or any later version' applies to it, you have the option of
following the terms and conditions either of that numbered version or of any later version published by
the Free Software Foundation. If the Program does not specify a version number of the GNU General
Public License, you may choose any version ever published by the Free Software Foundation.

If the Program specifies that a proxy can decide which future versions of the GNU General Public
License can be used, that proxy's public statement of acceptance of a version permanently authorizes
you to choose that version for the Program.

Later license versions may give you additional or different permissions. However, no additional
obligations are imposed on any author or copyright holder as a result of your choosing to follow a later
version.

15. Disclaimer of Warranty.

THERE IS NO WARRANTY FOR THE PROGRAM, TO THE EXTENT PERMITTED BY APPLICABLE LAW.
EXCEPT WHEN OTHERWISE STATED IN WRITING THE COPYRIGHT HOLDERS AND/OR OTHER PARTIES
PROVIDE THE PROGRAM 'AS IS' WITHOUT WARRANTY OF ANY KIND, EITHER EXPRESSED OR IMPLIED,
INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS
FOR A PARTICULAR PURPOSE. THE ENTIRE RISK AS TO THE QUALITY AND PERFORMANCE OF THE
PROGRAM IS WITH YOU. SHOULD THE PROGRAM PROVE DEFECTIVE, YOU ASSUME THE COST OF ALL
NECESSARY SERVICING, REPAIR OR CORRECTION.
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16. Limitation of Liability.

IN NO EVENT UNLESS REQUIRED BY APPLICABLE LAW OR AGREED TO IN WRITING WILL ANY
COPYRIGHT HOLDER, OR ANY OTHER PARTY WHO MODIFIES AND/OR CONVEYS THE PROGRAM AS
PERMITTED ABOVE, BE LIABLE TO YOU FOR DAMAGES, INCLUDING ANY GENERAL, SPECIAL,
INCIDENTAL OR CONSEQUENTIAL DAMAGES ARISING OUT OF THE USE OR INABILITY TO USE THE
PROGRAM (INCLUDING BUT NOT LIMITED TO LOSS OF DATA OR DATA BEING RENDERED
INACCURATE OR LOSSES SUSTAINED BY YOU OR THIRD PARTIES OR A FAILURE OF THE PROGRAM TO
OPERATE WITH ANY OTHER PROGRAMS), EVEN IF SUCH HOLDER OR OTHER PARTY HAS BEEN
ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

17. Interpretation of Sections 15 and 16.

If the disclaimer of warranty and limitation of liability provided above cannot be given local legal effect
according to their terms, reviewing courts shall apply local law that most closely approximates an
absolute waiver of all civil liability in connection with the Program, unless a warranty or assumption of
liability accompanies a copy of the Program in return for a fee.

END OF TERMS AND CONDITIONS
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